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Introduction

FC-SB-2 describes the Fibre Channel protocol mapping for the Single-Byte Command Code Sets. The
protocol is intended for use with ANSI X3.230, FC-PH, and its subsequent enhancements which spec-
ify the Fibre Channel Physical and Signalling Interface. FC-SB-2 is one of a number of Fibre Channel
protocol mappings, referred to as FC-4s.

The reader should be familiar with FC-PH, Single-Byte Command Code Sets Connection (SBCON)
Architecture (ANSI X3.296-1997).

Figure 1 shows the relationship of this FC-4 proposed working draft standard (highlighted rectangle)
with_other Fibre Channel standards and draft proposed standards

r+ - — - - - - - - - -7 - - - - - - - - — — — — — /7 Ty = A
| FC-SB FC-LE IPI-3 Disk FCp, FCP-2 | !
| | Ntapping to single byte Revision to SESI-3 Fibre |
| | lcommand code sets Link encapsulation IP1-3 disk standard channel protocol || |
| |
| FC-SB-2 FC-FP FC-ATM IPI-3 Tape |
| | Mapping to Single Byte Mapping to HIPPI Mapping of Revision to IPI-3 ||
| | $ommand Code Sets-2 framing protocol ATM/AALS tape standard |
| |
L4 - - - - FC-4s — — & - - - — — — — — — 4
r~— — - - - --"-"--—--""-""""""""{=x - - - - - - - — — = A
FC-AL, FC-AL-2, FC-AL-3
FC-PH (ANSI X3.230) Arbitrated loop

FC-PH-2 (ANSI X3.297)

FC-PH-3 (ANSI X3.303) FC-SW, FC-SW-2

DAM 1, DAM 2 Cross-point switched fabric
FC-FS, FC-PI
and signalling interface Fabric generic requirements

I FC-GS, FC-GS-2, FC-GS-3
fFC-IG Generic services
Fibre channel implementation guide

| |
| |
| |
| |
| |
: Fibre channel physical FC-FG :
| |
| |
| |
| |

Figure 1 — Document relationship

The information presented in this document is grouped into clauses:

Clause 1, “Scope,” gives a general introduction to the document.

Clause 2, “Normative references,” lists the standards which are referenced in the text and which con-
stitute provisions of this document.
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Clause 3, “Definitions and conventions,” describes the basic elements, acronyms, naming conven-

tions, and terminology used in this document.

Clause 4, “Structure and concepts,” provides an overview of the structure, concepts, configurations,

and mechanisms used in this document and FC-PH, reference [1].

Clause 5, “FC-PH Link Control,” describes how FC-2 link services, in conjunction with the link
are used to perform SB-2 link-level and device-level functions.

header,

Clause 6, “Link-Level functions,” describes the link-level services and link-control functions required

to establish and maintain the operational state of the FC-link.

rchical

Clause 7, “N_Port link initialization,” describes an initialization process, in terms of the hier
steps (procedures), that need to be performed over the FC-link in order to establish link-level
vice-level communication.

Clause 8, “SB-2 Information units,” describes the SB-2 Information Unit (1U) types,and accom
formats, that are transferred between conformant SB-2 ULPs.

Clause 9, “Device-Level functions and protocols,” describes the functions and’protocols to be
the execution of I/O operations, exchange of control information, and device-level recovery.

Clause 10, “Link error detection,” describes SB-2 level error dete€tion mechanisms that are

and de-

panying

used in

used in

conjunction with FC-PH level error detection to insure the integrity* of the FC-link and the datia trans-

ferred.

Clause 11, “Error recovery actions,” describes the SB-2'link-level and device-level recovery
taken for FC-PH and SB-2 errors.

Annex A, “Fabric address assignment,” describes. a fabric address-assignment scheme whic
a channel to construct the three-byte N_Port\ID of a given control unit from a configuratior
which contains only a single byte entry far-e€ach control unit.

Annex B, “Correlation of exchanges of;an exchange pair,” describes some of the facilities avai
correlation of an outbound and inbgund exchange of an exchange pair.

Annex C, “LRC calculation,™provides the procedure and an example of the Longitudinal Redu
Check (LRC) calculation.

Annex D, “Status/chaining summary,” summarizes the conditions controlling whether the con
breaks or contindes~command chaining and when to present status to the channel.

actions

h allows
record

able for

ndancy

trol unit
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INFORMATION TECHNOLOGY -
FIBRE CHANNEL -

PART 222: Single-byte command sets-2 mapping protocol (FC-SB-2)
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part of ISO/IEC 14165 describes a communication interface between a channel and
frol units that utilize the Single-Byte Command Code Sets (SBCCS) as implemented
b range of data processing systems. It employs information formats,'and signa

s, facilitating a high bandwidth, high performance and long distancepinformation exch
ronment. The signaling protocols and information exchanges are defined at a layer (F
ompatibly utilize the link services and other functions provided by the ANSI Fibre Cha
sical and Signaling Interface (FC-PH) architecture (ANSI X3.230-1994, reference [1]). ]
4 Upper Level Protocol is referred to as the Fibre Channel-Single-Byte-2 Command C
5 Mapping Protocol (or for brevity, SB-2).
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Normative references

General information concerning references

The following referenced documents are indispensable for the application of this document.
For dated references, only the edition cited applies. For undated references, the latest edition
of the referenced document (including any amendments) applies.

Copies of the foIIowmg documents may be obtained from ANSI: Approved ANSI standards,

appgeves

forgign standards (mcludmg BSI JIS and DIN)

2.2 Approved references

[1] ANSI X3.230-1994, Information Technology — Fibre Channel Physical and Signaling/Interface
(FCtPH), with amendment 1, AM1-1996.

[2] ANSI X3.297-1997, Information Technology — Fibre Channel — Physical and Signalling Interface
(FC{PH-2)

[3] ANSI X3.303-1998, Fibre Channel — Physical and Signalling Interface-3 (FC-PH-3)

(4] 1
Req

(3] A

[6]1
Par

2.3

When drafting this document, the-following referenced standards were still under development. Fo

info
star

NOT]
orga

[714
Amd

18] 1

SO/IEC 14165-131:2000, Information technology — Fibre Ghannel — Part 131: Switch Fabric
uirements (FC-SW)

NSI X3.296-1997, Single-Byte Command Code Sets Connection Architecture (SBCON)

SO/IEC 9314-2:1989, Information processing<systems — Fibre Distributed Data Interface -
2: Token Ring — Media Access Control (FDDI-MAC)

References under development

mation on the current status:of the document, or regarding availability, contact the relevant
dards body or other organizations, as indicated.

E For more information on the current status of a document, contact the Secretariats of the relg
hisations

NSI INCITS=280-1994/AM2-1999, Fibre Channel-Physical and Signaling Interface (FC-PH)
endment 2

SO/IEC 14165-251, Information technology — Fibre Channel — Part 251: Framing and Signaling

(FC

FS)

|
N

vant


https://iecnorm.com/api/?name=534f80d444eecf3eceec6555d8d542db

14 14165-222 © ISO/IEC:2005(E)
3 Definitions and conventions
For SB-2, the following definitions and conventions apply.
3.1 Definitions

3.1.1 channelor: an entity, typically of a host computer, which consists of one N_Port and elements
which perform the functions specified by SB-2 to provide access to I/O devices by means of control
units or emulated control units.

3.1.2 channel-command word (CCW): (1) A control block which contains an 1/O request. (2) A
structure of a specific system architecture which specifies the command to be executed along with
parameters

3.1]3 Channel image: a single ULP instance of a channel having the logical appearance)of a
chapnel.

9%
o

3.1}4 Channel-path identifier (CHPID): a system-unique 8-bit value assigned to each install
chahnel path of a system.

NDTE See 4.4 for information regarding channel paths.

3.1J5 Channel program: A single channel-command word or a sequence of channel-commapd
worfs executed sequentially that control a specific sequence of channgl' operations.

3.16 Channel-to-channel connection: A channel-to-channel (CTC) connection is an associatipn
betyveen two channels which allows two channels to exchange-lUs on an exchange pair.

A C|TC connection is established through an emulated €antrol unit provided by one of the channels| A
CTC connection exists when a logical path is established between one channel and the emulatgd
control unit provided by the other channel.

3.1{7 Connection: Between a channel and control unit, an association established after the
sucfessful transfer of IUs that constitute-an exchange pair resulting in two open exchanges, ope
inbqund and the other outbound, and beth occurring between the channel and the control unit.

A connection, once established, réemains until one or both of the exchanges of the exchange pair|is
no Ipnger open. Typically, an exehange pair exists for the duration of execution of an 1/O operation|or
a chain of I/O operations.

3.1]8 Control unit: @physical or emulated entity, consisting of at least one N_Port and elemerts
whi¢h adapt the characteristics of one or more 1/0O devices to allow their attachment to the N_Port|of
a chiannel.

3.1.9 Control-unit image: a single ULP instance of a control unit having the logical appearance|of
a cqntrolunit.

3 1 10 Davieca-ln thic doctimant tha tarm dovien 1o ead 0 vafar tn an 1/ dovaen crich ac o neiat -.r
To—o e S GeeHReRAtTMeteH-aevHeeISHSe atofrerertearro-aevee-SsHenasSapHite

magnetic-tape unit and direct-access-storage device. The 1/O device operation is regulated by a
control unit that provides the logical and buffering capabilities necessary to operate the I/O device.
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3.1.11 Device Information Block (DIB): a data block present in all SB-2 information unit
contains a 12-byte DIB header, a 4-byte redundancy check field, and optionally a variable len
data field.

NOTE See 8.3 for additional information.

s which
gth DIB

3.1.12 Disconnection: see removal of a connection by closing both exchanges of an exchange

pair.

3.1.13 Exchange pair: consists of two FC-PH exchanges with sequence initiative in o
directions. The two exchanges are linked together by the SB-2 ULP.

The exchange pair carries all the communication required between ULP images during a con

pposite

ection.

One exchange is originated by the channel and the other is originated by the corresponding
unit.

3.1.14 FC-SB-2 Channel-to-channel adapter: a channel capable of emulating a’control un
is used by a program in one system to communicate with a program of another system.

The adapter provides a fully functional control unit including support of requests for logical p3

control

it which

ths and

all of the functions of a control unit image (or images) on logical paths overwhich communicatjon is to

occur.
3.1.15 Image: a group of related processes.
Examples of an image are a single system or a single logicalpartition of a system behind an

3.1.16 Inbound exchange: exchange of an exchange pair which originates from a control
that carries information to the channel.

3.1.17 Initiation IU: first IU of an exchange:

3.1.18 1/0 operation: Execution of an YO operation is accomplished by decoding, accepti
executing a command by an 1/O devijce.

One or more CCWSs arranged fansequential execution form a channel program and are exeq
one or more |/O operations, respectively.

3.1.19 Outbound exchange: exchange of an exchange pair which originates from a chan
that carries informatign‘from the channel to the control unit.

3.1.20 SB-2(offline condition: SB-2 offline condition is recognized when a receiver tra
from the FE-PH active state to the FC-PH OLS receive state.

3.1.212\_ULP process: A function executing within a channel or control unit which conform
Upper Level Protocol (ULP) immediately above the SB-2 service interface.

N_Port.

Linit and

ng, and

uted as

nel and

nsitions

s to the

3.2.1 mandatory: indicates items required to be implemented as defined by this standard.

3.2.2 may: indicates flexibility of choice with no implied preference.
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3.2.3 model-dependent: describes an item (for example, bit, field, code value, etc.) or a behavior
(for example, number of retries) which is not defined by this standard and may be vendor defined.

3.2.4 optional: describes features that are not required to be implemented by this standard.

However, if any optional feature defined by this standards is implemented, it shall be implemented as
defined in this standard.

3.2.5 reserved: refers to bits, bytes, words, fields and code values that are set aside for future
standardization.

Their use and interpretation may be specified by future extensions to this or other standards. A
reserved bit, byte, word or field shall be set to zero by the sender and ignored by the recipient

3.26 shall: indicats a mandatory requirement.

Degigners are required to implement all such requirements to ensure interoperability with other
prodlucts that conform to this standard.

3.2J]7 should: indicats flexibility of choice with a preferred alternative; equivalent-to the phrase "if is
recommended”.

3.28 vendor-specific: A keyword describing items (for example, a bit; field, code value, etc.) that
are |not defined by this standard and may be vendor defined.

3.3| Conventions
3.3l English usage conventions

In this standard, a number of conditions, mechanisms;sequences, parameters, events, states, or sim-
ilar ferms that do not have their normal English meaning are printed with the following conventions

—| the first letter of each word in uppercase and the rest lowercase (for example, Exchange, Class,
etc.),

—| aterm consisting of multiple wdrds, with the first letter of each word in uppercase and the rest
lowercase, and each word separated from the other by an underscore (_) character. A wqrd
may consist of an acronym.or abbreviation which would be printed in uppercase. (for example,
N_Port),

—| aterm consisting of*multiple words with all letters lowercase and each word separated from the
other by a dash(-) character. A word may also consist of an acronym or abbreviation which
would be printed in uppercase. (for example, device-level, CUE-with-busy, etc.).

All terms and.words not conforming to the conventions noted above have the normal technical English
meanings.

Nur—\hnrnrl arlictad itamec n thic ctandard A
mocreao o

o natranracant amcnaacbrnlace avenlicith s indicatad
OrSteaHeHSHttS—Startat t

TOTTC P e ottt Tty PTrioTty Oritc oo CAPTICTIty T iarcatc o

If a field or a control bit in a frame is specified as not meaningful, the entity which receives the frame
shall not check that field or control bit.

Additional conventions applicable to this document are described in the following sections.
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3.3.2 FC-PH

In order to support the SB-2 protocol, all FC-PH functions referenced in this document are required to

be supported by a channel, control unit and Fabric (if present).

3.3.3 Bit numbering

All words defined by FC-PH use the convention that bit 31 is the Most Significant Bit (MSB) and bit O
is the Least Significant Bit (LSB). (See FC-PH, reference [1].) All words defined by the SB-2 protocol
use the convention that bit 0 is the MSB and bit 31 is the LSB. All bytes defined by the SB-2 protocol

use the convention that bit O is the MSB and bit 7 is the LSB. For both FC-PH and SB-2, byte

Ois the

most significant byte of a word, and byte 3 is the least significant. In all figures, tables and text of this
document, the most significant bit of a binary value is shown as the left-most bit. Figure 2 gives a com-

parison between the FC-PH convention and the SB-2 convention.

msb sb

Byte 0 Byte 1 Byte 2 Byte 3
FC-PH: bit 31 bif 0
SB-2:  bit0 bit B1

Figure 2 — FC-PH and SB-2 bit numbering conventions

3.3.4 Binary notation

Binary notation may be used to represent some.fields. Single bit fields are represented using the bi-

nary values 0 and 1. For multiple bit fields, thé binary value is enclosed in single quotation m
lowed by the letter b. For example, a 4-byt€ field containing a binary value may be repres¢g
‘00000000 11111111 10011000 11111010'b.

3.3.5 Hexadecimal notation

Hexadecimal notation may be-used to represent some fields. When this is done, the value is e
in single quotation marks and preceded by the word hex. For example, a 4-byte field contain
nary value of ‘00000000 11111111 10011000 11111010’b is shown in hexadecimal fo
hex '00 FF 98 FA',

3.3.6 Abbreviations, acronyms, and symbols

AcronymSs/applicable to this document are listed below. See FC-PH, reference [1], for FC-P
nyms-and FC-FS, reference [8], for FC-FS acronyms. For all other acronyms, refer to the ind

ABTS Abort Sequence FC-PH BLS

arks fol-
nted as

nclosed
ng a bi-
mat as

H acro-
BX.

AS Address-Speeifie

BLS FC-PH Basic Link Service
CcC Command Chain

CCw Channel-Command Word
CD Chain Data

CH Chaining

CHPID Channel Path Identifier
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Cl Channel Initiated

CNP CRC Not Provided

cocC Chain On Command immediate
CR Command Retry

CRC Cyclic Redundancy Check
CRR Command Response Request
CTC Channel-to-Channel

CTCA Channel-to-Channel Adapter
DACK Device-level Acknowledgment

DIB Device Information Block

DU Data chaining Update

E End

EE Early End

ELR Establish Logical Path link control 1U

ELS FC-PH Extended Link Service

ES Extended Status

FC Fibre Channel

FCHPH  ANSI standard - FC Physical and signalling interface, reference [1]
FLOGI  F_Port Login FC-PH ELS

U Information Unit (See FC-PH, reference [1].)
UI Information Unit Identifier

LACK Link level Acknowledgment link-control 1U

LB Link level Busy link control U

LIRR Link-Incident Record Registration FC-FS ELS
LOGO N_Port Logout FC-PH ELS

LPH Logical Path Established link control 1U

LPR Logical Path Removed link control [U

LRC Longitudinal Redundancy Check

LRI Long Record/Immediate

LRJ Link level Reject link control 1U

LS |RJT Link-Service Reject FC-PH ELS Reply

PCI Program Control Interruption

PLOGI  N_Port Login FC-PH ELS

RE Repeat Execute

RLIR Registered Link Incident Reeard FC-FS ELS
RLR Remove Logical Path link Control 1U

RNID Request Node Identificdtion Data FC-FS ELS
RR Reinstate Recovery Qualifier FC-PH ELS
RSCN Registered State Change Notification FC-FS ELS
RV Residual count\valid

SB{2 Single Byteprotocol on FC

SC State Change Registration FC-FS ELS

SD Self-Rescribing Component

SLI Suppress Length Indication

SS Synchronize Send Status

SY Synchronize Response

TIN Test Initialization link control U

TIR e .

ULP Upper Level Protocol
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4 Structure and concepts

4.1 Introduction

This clause provides an overview of the structure, concepts, and mechanisms used in Fibre Channel

(FC), FC-PH, and SB-2.

Communication over Fibre Channel takes place between a pair of N_Ports. FC-PH defines all of the
functions and protocols required to transfer information from one N_Port to another. Depending upon
the configuration, the communicating N_Ports are between a channel and control unit or in the case
of a channel-to-channel connection, between a channel and a channel emulating a control unit. For
purposes of brevity, all future references to the term “control unit” assume both configurations of either

a physical control unit or an emulated control unit unless stated otherwise

SB-2 is a mapping protocol, referred to as an FC-4. An FC-4 is a mapping protocol, thatmap
ticular Upper Level Protocol (ULP) instance to FC-PH. The SB-2 ULP is based on the“Sing
Command Code Set. See Bibliography for additional information.

An N_Port supports an FC-4 mapping protocol and its associated ULP. More.than one FC-4 3
instances of the same type or different type may be supported by the same N’ Port.

4.2 FC-4 General description

The FC-4 mapping layer uses the FC-PH protocol to transfer Upper Level Protocol (ULP) info

S a par-
jle-Byte

nd ULP

mation.

Each FC-4 describes, through mapping rules, how ULP processes of the same ULP type intergperate.

An example of an active ULP process is an SB-2 I/O operation in progress at a device of a p
type such as a disk drive.

The protocols are described in terms of the elementsisible in the stream of frames, sequeng
exchanges generated by a pair of communicatihg nodes transferring ULP information.

4.3 SB-2 overview

This clause describes the relationship-between some of the SB-2 concepts and Fibre Chan
cepts.

4.3.1 SB-2instance
An SB-2 ULP instance may be either an N_Port-based SB-2 channel image, an N_Port-bas¢
control unit image, or.ah N_Port-based emulated control-unit image. Information associated
execution of an [/Qoperation and the operation of a device is transferred between a channg
and control unit image.

4.3.2 SB~2 protocols

Two levels of protocol are defined for SB-2:

articular

es, and

nel con-

bd SB-2
with the
| image

— device-level.

SB-2 protocols are classified as either link-level or device-level, depending on whether they are for the
purpose of managing a logical path and exchanging information over that path or for the purpose of

managing the execution of an I/O operation.
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The execution of an 1/0 operation requires both SB-2 link-level and device-level protocols at the chan-
nel and control unit. Information exchanged between a channel and control unit as a result of executing
an I/O operation is transferred under the control of device-level protocols, which rely on link-level pro-
tocols for sending and receiving frames. (See 4.7.2 and 4.7.3.)

4.4 Channel-path elements
4.4.1 Overview of channel-path elements
The channel path provides the communication path between a channel and one or more control units.

The physical elements that make up a channel path are a channel, possibly a Fabric, one or more con-
trol units, and one or more links.

4.4pP Channel

A channel provides the functions specified by FC-PH and SB-2 and performs their prescribed profo-
colg. Each channel shall provide one N_Port. When the N_Port of a channel is shared by multiple fe-
late[d processes, such as multiple operating systems, each channel path shall be Jogically apd
sepprately represented within the channel. This logical representation is termed a“channel image.
(Seg 4.4.3.) A channel may also be capable of providing control unit emulation. (See 3.1.6 and 4.5.6.)

4.4 Channel image

A “¢hannel image” has the logical appearance of a channel. Each ghannel image appears to be an
ind¢pendent channel although all channel images on a specific channel share the same N_Port apd
phygical paths. The N_Port of a channel performs certain functions for all sharing channel images (for
example, link synchronization and acquisition of address identifiers) and may perform functions for a
single sharing channel image (for example, sending frames\during the performance of link-level ahd
devjce-level functions). The N_Port of a channel common to multiple channel images may perfofm
fungtions for multiple channel images simultaneously:ly multiplexing work on each function and inté¢r-
lea\ing frames for each function on the link as allowed by FC-PH.

Figure 3 shows multiple channel images which-are sharing the same N_Port.

Channel
n
2
L |
0 .
N_Port Link Control
unit
L Channel
image

Figure 3 — Channel images
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Either single or multiple channel images may exist at an N_Port. Each channel image denotes one
SB-2 channel ULP instance.

NOTE Channel images represent different logical channel paths (logical channel paths or for brevity, logical
paths) even though the channel images share the same N_Port. Therefore, there is one channel per chan-
nel path.

4.4.4 Control unit

A control unit provides the logical capability necessary to operate and control one or more devices and
adapts, through the use of common facilities, the characteristics of each device to the N_Port provided
by the channel. These common facilities which include N_Port functions and may include SB-2 func-
tions provide for the execution of /O operations, indications concerning the status of the device and

control unit, control of the timing of data transfer over the channel path, and certain levels,of device
control.

Up to 256 devices may be attached to each control-unit image.

A control unit may have more than one N_Port in order to allow attachment to.rmore than one link, each
from a different channel or from a different F_Port on the same or a different.Fabric. When the|control-
unit N_Port is attached to a link from a Fabric, the control unit and its devices may be physigally ac-
cessible over that N_Port to all channels also attached to links from that Fabric.

When the N_Port on a control unit is shared among multiple channhel paths, each channel path shall
be logically represented separately within the control unit. This-Jogical relationship is called th¢ logical
path. (See 4.5.5.) A control unit shall provide at least one logical path for each operational [N_Port,
however, the number of logical paths that a control unit permits is model dependent.

NOTE 1 Certain ULP operating systems have a dependéency upon the existence of a single path to p control
unit for a given channel for purposes of managing-the 1/0 configuration. In order to satisfy this dependency, it
is recommended that a control unit have only ene:N_Port which is configured to communicate with a given
channel.

NOTE 2 A control unit may have more than one N_Port, each configured to communicate with a|different
channel.

NOTE 3 A control unit may be conhected to more than one channel at the same time. When a contiol unit is
connected to more than one channel at the same time, each connection may be for the same or a diff¢rent de-
vice.

4.4.5 Control-unit image

A control-unit image has the logical appearance of a control unit. Each control-unit image appears to
be an independent control unit, although all control-unit images common to one control unit may share
the same cemmon facilities and N_Ports. These common facilities may provide some or all of the SB-2
functions.and protocols. Those SB-2 functions and protocols not provided by the common facilities
shall be_provided by the individual images.

FC-PH and SB-2 protocols operate for each control-unit image independent of all other corftrol-unit

macac-avecantfaorracabhana cantantinn far thna ~copmaman fanilitine charad amana ~ontral oot maaes
G eSS ExCeptTo—TeSorvig-CoteRteTortHE-—ComoTatHte S—Share aaRoRg-Corttroruhit .

The N_Port of a control-unit common to multiple control-unitimages may perform functions for multiple
control-unit images simultaneously by multiplexing work on each function and interleaving frames for
each function on the link as allowed by FC-PH.

Figure 4 shows multiple control-unit images which are common to a single N_Port.
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Control unit

Channel Link N_Port 0

Control
unit
image —

Figure 4 — Control unit images
NDTE Each control-unit image is architecturally identical, even though each image’may provide a differg¢nt
device type); therefore, there is no change to the definition of a control unit‘and no need to use any tefm
other than control unit in this document. The presence of multiple controlzunit images becomes appargnt
only through the logical addresses used when logical paths are established. (See 4.7.4 and 4.5.5.)
4.46 Link

The link is fully described in FC-PH, reference [1].

4.5] Channel-path configurations

451 Channel-path configuration overview,

Point-to-point and fabric channel path configurations are provided.

NDTE SB-2 does not preclude NL_:Port usage, however, the operation of SB-2 on a loop is not supported
because not all potential problems associated with operating SB-2 on a loop have yet been considered

4.5 Point-to-point configuration

A channel path that cansists of a single link interconnecting one or more control-unit images to one|or
more channel imagés forms a point-to-point configuration. A point-to-point configuration shall be pér-
mitted between a_channel and control unit only when a single control unit is defined on the channel
path or when multiple control-unit images all share the same N_Port. Figure 5 shows a point-to-pojnt
configuration.consisting of a single channel image and single control unit image, and Figure 6 shows
a point-to-point configuration consisting of multiple channel and control unit images.
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Channel Link Control unit

Figure 5 — Point-to-point channel-path configuration (single logical image)

Channal Control unit
Haet

Channel Controf -
image unit image

Channel
image

Link Cantrol -
unit image

Figure 6 — Point-to-point channel-path configuration (multiple logical images)

The channel N_Port and the control-unit N_Port resolve contention among the logical image
cess to the link.

A maximum of one link shall be attached to the channel in a point-to point channel-path config
The maximum number of control-unit images that shall be addressed over the link is 256; th
the maximum number of devices that shallbe addressed over a channel path configured point-
is equal to 256 control-unit images times 256 devices per control-unit image, or 65536.

4.5.3 Fabric configuration
A channel path that consists’of one link which interconnects one or more channel images wit
switch fabric (or for brevity Fabric) and one or more links, each of which interconnects the Fal

one or more control®unit images, forms a fabric configuration. (See Figure 7.)

Multiple channel images and multiple control-unit images may share the resources of the FC li
the Fabric,«such that multiplexed I/O operations may be performed.

5 for ac-

uration.
erefore,
to-point

han FC
bric with

nks and
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Control
unit

Channel
image

Control

Channel Fibre Channel Control [ unit
image switch unit mage

- image
fabric g

Control unit

Channel Control
Control ~ [unit

unit image
image

Control unit

Figure 7 — Fabric channel-path configuration (multiplte.channel images)

Chgnnels and control units may be attached to the links from thetFabric in any combination, dependipg
on ¢onfiguration requirements and depending on available resources in the Fabric. Sharing a contfol
unit{through a Fabric means that communication with the centrol unit may take place over one N_Pprt
in the case where the control unit has only one link to the Fabric or over multiple N_Ports in the cake
whgre a control unit has more than one link to the FaBric.

A maximum of one link shall be attached to the'¢hannel in a fabric channel path configuration. The
sanje control unit and device addressing capability exists as for the point-to-point configuration, hojw-
evel the attachment flexibility is greatly increased with a Fabric through the capability to use the 24 pit
N_PRort address, to access multiple control units.

Forja detailed description of the FElswitch fabric refer to FC-PH, reference [4]. The N_Port of the chgn-
nel pr control unit attaches to anF’ Port of the Fabric. The F_Port is required to support at least Clajss
2 and Class 3 service.

NDTE FC-SB-2 supports single-switch fabrics. It is intended to support multiple-switch fabrics, but the spe-
cial issues that might occur in multiple-switch fabrics have not yet been fully considered.

454 Physicalpath

Theg communication path between a channel and a control unit is composed of two different parts, the
phygical channel path, or, for brevity, physical path, and the logical channel path, or, for brevity, logi¢al

atl Thaoanhucicalnath ic tha bnle artha intarcannactinon Af hayn Ay maara bnlec by o Cabhvein that meay S
p Py Srearr ot ot e G Ot et e T o e CH o T oty O O M 1oT e ico oy o T oo e tHat provia

the physical transmission path between a channel and a control unit. The logical path is the relation-
ship that exists between a channel and a control unit for device-level communication during execution
of an 1/0 operation and presentation of status. (For more information, see 4.5.5 below and 4.7.3.)
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4.5.5 Logical path

A logical path is the relationship established between a channel image and control-unit image which
identifies a communication path over which device-level information may be transferred and to which
certain device-level allegiances may be associated. The logical path is established as part of the chan-
nel and control unit initialization procedures by the exchange of SB-2 link-control IUs.

When the logical path is established, device-level communication is allowed on that logical path. All
device-level protocols depend upon the existence and identity of logical paths. Device-level protocols
are executed over an established logical path by means of the exchange of information units between
the channel and the control unit. When a logical path is not established, only link-level communication
is permitted.

A logical path is identified within a channel or control unit by the combination of a 24-bit N~ Port ad-
dress identifier assigned to the channel, a 24-bit N_Port address identifier assigned to the:control unit,
an 8-bit logical address assigned to the channel image establishing the logical path, and-an 8-bit log-
ical address assigned to the control-unit image to which the logical path is being established. Both the
channel and the control unit recognize a logical path by the same combination of addresses. The two
24-bit address identifiers define the N_Ports to which the images are associatéd; and the two §-bit log-
ical addresses identify the images for which the logical path exists.

A channel image may have one logical path to each control-unit image. The number of logical paths
a channel or control unit permits depends on system requirements.and is model dependent.

Even though multiple logical paths may be associated with ¢the“same N_Port on the control [unit the
channel paths represented by these logical paths are treated-as if each were associated with|a sepa-
rate N_Port interface; each logical path represents a logical relationship to a channel.

Allegiances, 1/0O operations, system resets, and path“groups for a particular system are idenified by
means of the logical path established by the channel for that system. To a control unit, each logical
path represents a different channel path or logical subdivision of a channel path.

When multiple control-unit images are previded, their presence is apparent only through associated
logical paths.

45.6 Channel-to-channel comunication
4.5.6.1 Channel-to-chanhel communication overview

A channel supporting.channel-to-channel communication shall be able to accept a request to establish
one or more logical*paths and shall be able to provide all of the functions of a control unit inhage on
logical paths on which communication is to take place. In addition to providing all of the funcrmons re-
quired of a.channel for other logical paths, a channel supporting channel-to-channel commuhpication
shall provide all of the functions required of a control unit on a logical path for which it has afcepted
an Establish Logical Path (ELP) IU. (See 6.4.2.) When a channel supports CTC connectjon, the
N_/Port of the channel is also the N_Port of the emulated control unit.
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ferred to as “channel A” is communicating with another channel, referred to as “channel B.” In the con-
figuration shown, one or more of the control unit images of channel A has accepted a request from
channel B to establish a logical path, and the control unit image within channel A is providing all of the
functions required of a control unit on the logical path to a corresponding channel image of channel B.
Both channel A and channel B may also have established logical paths with other control units at-
tached to the switch.
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Figure 8 — Fabric channel-path configuration (multiple channel images, CTC connection)
4.56.2 FC-SB-2 channel-to-channel adapter

Theg FC-SB-2 channel-to-chahnel adapter is a channel capable of emulating a control unit and is usgd
by 4 program in one systém to communicate with a program of another system. The adapter provides
the |[data path and synchronization for a data transfer between two channels; however, in so doing] it
presents a view as though it were a fully functional control unit including support of requests for logigal
paths and all of the-functions of a control unit image (or images) on logical paths over which commnju-
nicdtion is to occur. (All references to functions supported by a “control unit” apply equally to the cake
whgre a channel is emulating a control unit.)

4.6| Joformation transfer

SB-2 information is transferred on an FC link in FC-4 information units. An information unit is a collec-
tion of data that is organized according to a particular structure depending on the function being per-
formed or the data content. The types and structures of the IUs defined for SB-2 are described in
Figure 12. An information unit is transferred in a sequence which shall be sent as one or more FC-PH
device-data frames.
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4.7 Protocols
4.7.1 Protocol overview

Protocols for the SB-2 interface are classified as either link level or device level, depending on whether
they are for the purpose of managing a channel path and exchanging information over that channel
path or for the purpose of managing the execution of an I/O operation. The link level describes the
physical characteristics of a channel path and the associated protocols required for the transmission
and reception of frames. The link-level protocols for SB-2 are defined both in FC-PH and in this doc-
ument. (See Clause 6.) The device level primarily relates to the protocols associated with the execu-
tion of an 1/0O operation for a specific device. The device level protocols for SB-2 are defined in this
document and they correspond to a new FC-4 definition. These device-level protocols are similar to
those of SBCON but different in that multiplexing at the frame level and streaming of commands and

data are provided. The frame level multiplexing provided is based on Fibre Channel protgegls. This
multiplexing allows for multiple simultaneous exchanges, each concurrently transferring.infofmation,
between a channel and control unit over the same N_Port to different devices.

through the logical paths that are established. All device-level protocols depénd on the existence of
and identity of these logical paths. When the logical path is known, the particular logical images for
which the link-level and device-level facilities are dedicated at any one time is also known.

The presence of multiple channel images or multiple control-unit images only|bécomes afparent

The execution of an I/O operation requires link-level and device-lgvelprotocols to be present in both
the channel and the control unit. Information exchanged between.a channel and control unit as|a result
of executing an 1/O operation is transferred under the control©f the device-level protocols with the aid
of the link-level protocols for sending and receiving frames. “The failure to satisfy protocols at either
level results in an error being recognized.

Figure 9 shows the relationship between the link level, device level, physical path, and logical path.

Device Link Link Device
level level level level
Logical path
-+ — — - — - - — - — - — — — — — — - — B
- , .
Physical path

Figure 9 — Relationships among link level, device level, physical path and logical pjath
4.7.2 Linklevel

The link-level protocols described in this subclause refer to FC-PH link services and extended link-
services. Additionally, SB-2 link-level functions are included.
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tablish and maintain the physical and logical paths in order to provide for transmission and reception
of frames and primitive sequences. They include functions such as acquiring address identifiers, es-
tablishing frame credit, generating the basic frame structure, coordinating the protocols for frame
transmission, and checking the integrity of information sent in frames. (See FC-PH, reference [1] and
Clause 6.)
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Certain functions require the exchange of information between the channel and control unit at the link
level. These functions are performed by means of link-level protocols. Initialization, for example, is
such a function. Before communication over a channel path is allowed to occur, and before an 1/0 op-
eration is allowed to be executed, some form of initialization shall be completed according to the re-
quirements of the system and according to the specifications of the architectural definition. (See
FC-PH, reference [1] for link initialization and login definitions.)

Once the N_Port of a channel has performed initialization procedures for a control unit, including log-
ging in and establishment of a logical path to a control-unit image, that control-unit image is considered
operational and capable of executing 1/0O operations over that channel path.

4.7.3 Device level

DeVice-level protocols allow for transfer of information specifically related to an I/O operation, trafsfer
of sjatus of a device or control unit, and recovery when errors are detected by the channel or thecgn-
trol pnit.

The types of device-level information transferred between a channel and control unit that'use devige-
levdl protocols are: commands, data, control information, and status. Commands arejprovided by the
chahnel program being executed. Data is the information associated with the command being execlit-
ed that is to be transferred to or from the device. Control information includes ftinctions that manage
the fransfer of data between the channel and control unit and functions that manage execution of the
1/0 pperation. Status describes the results of the completion of an I/O gperation (successful or unsuyc-
cessful) or provides information not associated with an I/O operation that'is to be reported to the chdn-
nel.

DeMice-level information is transferred between a channel and‘a control unit in SB-2 information unjits
(IU9). (See Figure 12.) SB-2 information units are transferted using both link-level and device-leyel
fungtions and protocols. For example, when the channel téceives initiative to start an 1/0O operatign,
the |device-level functions and protocols obtain the command and other parameters from the currgnt
CCW and insert them into the appropriate fields within'a command IU. When the command IU is ready
for fransmission, link-level functions and protoegls provide additional information, for example, 4d-
dress identifiers and exchange ID in the frame‘header and then coordinate the actual transmission|of
the frame on the channel path.

4.7)4 Addressing

Twq levels of addressing are-used for the link-level and device-level structure. All control units ahd
chahnels use both levels of addressing, link level and device level. Link-level addressing identifies the
N_Rort, which in turn identifies the physical path within the channel-path configuration to be used for
conjmunication betwegn,a channel and a control unit. (See FC-PH, reference [1], clause 18.3.) Link-
levdl addressing also identifies the channel or control-unit images associated with an N_Port.

DeViice-level addressing identifies the particular device to the particular channel or control unit, onge
the |physical\path, as designated by the link-level addressing, has been determined. Link-level §d-
dregsingrisiconsidered to be the first level of addressing because it determines the N_Port, physigal
of

er-

Link-level addressing requires each N_Port to be assigned a 24-bit address, called the address iden-
tifier. The address identifier of the sender of a frame is in the S_ID field in the FC-PH header, and the
address identifier or the recipient of a frame is in the D_ID field of the FC-PH header. (See 5.5.3.) An
N_Port that does not have an address identifier assigned is unidentified; an N_Port that has an ad-
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dress identifier assigned is identified. The assignment of an address identifier to an N_Port occurs
when the N_Port performs initialization and the required login procedure. (See FC-PH, reference [1],
clause 18.3 and clause 23.4.1.) When an unidentified N_Port performs initialization, it acquires its ad-
dress identifier through the procedures defined for the login process.

Link-level addressing also requires that each channel and control-unit image be assigned an 8-bit ad-
dress, called the logical address. The logical addresses of the sender and receiver of an IU are in the
SB-2 header field of the IU. (See 8.4.) A channel or control-unit image is assigned a logical address
when it is created. A logical address shall be unique at a channel or control unit N_Port but need not
be unique on a channel path. The assignment of logical addresses and the method by which this as-
signment is performed are model dependent.

When either multiple channel images or control-unit images are created, they share a single N_Port

for each link, and therefore, the same respective address identifier. A maximum of either 256, channel
images or 256 control-unit images shall share the same N_Port. The combination of the addrefs iden-
tifier and the logical address determines the image to which the device-level addressing applles.

Device-level addressing depends on the assignment of an 8-bit address, called the,device address, to
every device. A device address shall be unique on a logical path on a contfolyunit but need not be
unique on a channel path because the resultant combination of the N_Portraddress identifier,|control-
unit logical address, and the device address uniquely identifies a devige'\on a channel path. [The as-
signment of device addresses and the method by which this assignment is performed are model de-
pendent. (See 8.4.4.)

Control units that attach to more than one link provide an N_Bert’per link, with each N_Port hgving an
assigned address identifier.

All lUs sent on a channel path rely on link-level-addtessing information for determining the| correct
physical path to the required destination N_Port and; for certain IU types, for determining the appro-
priate image associated with that N_Port. SomeNUs require only link-level addressing while others re-
quire both link-level and device-level addressing. An IU sent to perform a link-level protocol tequires
only link-level addressing, and an IU sentto perform a device-level protocol requires link-lg¢vel ad-
dressing and in most cases device-level addressing. Device-level addressing identifies the deyice that
is the source or destination of the infermation in the 1U.
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5 FC-PH Link Control

5.1 FC-PH Link control overview

The FC-PH provides services which support the transfer of data between N_Ports in frames which
consist of a frame header and a payload. This clause describes how FC-PH services are used to per-
form SB-2 link-level and device-level functions, and defines how the fields in the frame header are
used to perform these functions. For a general description of FC-PH mechanisms and frame header
fields which are unrelated to SB-2, see clauses 16 - 29 of FC-PH, reference [1].

5.2 Class of service

For reasons of simplicity and the need to keep protocol interlocks to a minimum, Class 3 service shall
be ysed when sending all SB-2 IUs except for the test initialization IU. See 6.4.7. Class 2 servicehall
be @ised when sending the test initialization IU because the N_Port receiving the test initialization (U
may be in an non-operational state. When this is the case, Class 2 provides the means for‘the fabyic
to provide timely notification of this fact, thereby avoiding costly timeouts and retry operations.

In crtain classes of service, including Class 3, a Fabric is not required to deliver frames to a destira-
tion|in the same order as they were sent by the source. If a Fabric is able to deliverframes to a dest
natipn in the same order as they were sent by the source, it indicates this capability during fabric logjn.
Theg SB-2 ULP requires the Fabric to indicate support for sequential delivery during fabric login. Sge
Clayse 7 for additional information.

NDTE Since SB-2 requires the test initialization 1U to be sent in Class’2; N_Ports which support SB-2 are fe-
quired by FC-PH to indicate support for Class 2 at login. This also requires login to be performed using
Class 2 service because login is valid only in the class of serviceé used or a class with a higher numerigal
value. See FC-PH, reference [1] for additional information:

5.3| Buffer-to-buffer credit reclamation

Dur|ng operation over extended periods of time,<%€rrors may occur which result in the loss of one|or
more R_RDY primitive signals. The loss of R \RDPY primitive signals affects the available buffer-to-byff-
er gredit at an N_Port and as a result, may-affect that N_Port’s ability to send frames and maintgin
optimum performance. Designs should-be tolerant of the loss of some R_RDY primitive signals for
short periods of time but also shall be éapable of taking some action to offset the cumulative effect|of
errgrs over longer periods of timexThe cumulative loss of R_RDY primitive signals over long periogds
of time may result in a reduction-in available buffer-to-buffer credit to a point where performance|is
signjificantly affected or, in the-extreme case where the available buffer-to-buffer credit goes to zefo,
the jnability to send a frarhe and an FC-PH link time-out error.

To prevent the loss 0f R_RDY primitive signals from resulting in a performance degradation or FC-PH
link[time-out errar,’N_Ports shall perform a model-dependent buffer-to-buffer credit reclamation pro-
cedure which feinitializes the available buffer-to-buffer credit at both ends of the link. The preferrgd
reclamation procedure is specified in FC-FS, reference [8].

Whendeither of two attached N_Ports do not support the preferred buffer-to-buffer credit reclamatipn
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vals. The time interval of the model-dependent procedure should be as large as possible provided that
buffer-to-buffer credit reclamation is performed before the loss of R_RDY primitive signals results in a
performance degradation. To minimize the number of IUs lost as a result of buffer-to-buffer credit rec-
lamation, the buffer-to-buffer reclamation procedure is not initiated when open exchanges exist, and
an effort is made to quiesce the link before the procedure is performed.
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NOTE 1 When the preferred buffer-to-buffer credit reclamation procedure is not performed, the channel may
quiesce the link before performing buffer-to-buffer credit reclamation by not initiating new exchange pairs

and allowing all channel programs to complete and exchange pairs to end. Control units may qui
link by completing all channel programs which are in process and by returning control unit busy

esce the
status to

new commands or control functions other than a system reset or purge path. Since efforts made to qui-
esce the link do not guarantee that no 1Us are lost, occasional errors resulting from buffer-to-buffer credit

reclamation should be expected.

NOTE 2 When the preferred buffer-to-buffer credit reclamation procedure is not performed, implementations

should use the FC-PH link reset primitive sequence protocol to provide buffer-to-buffer credit recl
In addition, it is preferred that data queued in receive and transmit buffers before the protocol is ini

amation.
tiated as

well as data received into buffers during the time when the protocol is being performed be preserved and

processed normally when the protocol is completed. For additional information on the link reset
sequence protocol, see FC-PH, reference [1].

primitive

NOTE 3  When the preferred buffer-to-buffer credit reclamation procedure is not performed, the suggested

default tme nterval between the performance ol eacn buller-to-puifer credit reclamation procedy
proximately 24 hours. A means should be provided to adjust the time interval and randomly yvary
interval by up to 10% so that reclamation does not occur at predictable time intervals suechias t
time each day. For fabric configurations, a means should be provided which minimizes thé probab

re is ap-
the time
he same
lity of si-

multaneous buffer-to-buffer credit reclamation by a large number of N_Ports because afthe system perfor-

mance impact which results. The means used to avoid simultaneous buffer-to-buffer credit recla
model-dependent but may include the use of a slightly different time interval by each,N_Port or by
the time interval of each N_Port to begin at a different time.

NOTE 4  When the preferred buffer-to-buffer credit reclamation procedure is.not performed, unné
execution of an alternative buffer-to-buffer credit reclamation procedure should be avoided. An in
tation should defer buffer credit reclamation for a model-dependent time)interval after performing
dure such as login or link initialization which initializes the available buffer-to-buffer credit. In g
point configuration, only one of the N_Ports is required to initiate the buffer-to-buffer credit rec|
procedure because the procedure initializes the available buffer-to-buffer credit at both ends of]
F_Ports are not required to perform the procedure since performance of buffer reclamation by the
N_Port reinitializes the available buffer-to-buffer credit at beth'the N_Port and the attached F_Po

5.4 SB-2 Sequences and exchanges
5.4.1 SB-2sequences

When receiving frames from the link, FC;RH provides a mechanism which assembles sub-b
data contained in the payloads of one or more frames into a single data block called a sequeng
FC-4 defines the contents of the sequences which are used for ULP functions. When the contg
usage of a sequence are defined hy*a ULP, it is referred to as an information unit (IU). For S
contain commands, device-levelcontrols, link controls, and related functions. The 1Us defined
are summarized in Table 1,°and the contents of SB-2 IUs conform to the general structure s
Figure 12. The protocols\for using IUs for SB-2 link-level and device-level functions are f
Clause 6 and Clause 9,respectively.

5.4.2 SB-2 exchange pairs
5.4.2.1 Exchange pair overview
IUs which a channel sends during the execution of an SB-2 link-control function or device-le\

tioprare restricted to one exchange, and IUs which a channel receives during the operation are
ed to a different exchange. The exchange on which the channel sends IUs is referred tdg
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exchange.

Both inbound and outbound exchanges shall transfer IUs in a single direction. When both an outbound
exchange and an inbound exchange simultaneously exist between a channel and a control unit for the
execution of the same link-level or device-level function, an exchange pair is said to exist, and the con-
trol unit is said to be connected to the channel. A channel program which is executed in a single con-
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nection uses only one exchange pair. If the connection is removed by the closing of the exchanges
during the channel program, a new exchange pair shall be required to complete the channel program.
5.4.2.2 Initiating exchange pairs

5.4.2.2.1 General rules for initiating exchange pairs

A channel shall initiate an exchange pair by sending an IU which opens a new exchange (or, an initi-
ation 1U) as an unsolicited command or unsolicited control information category. A control unit shall
initiate an exchange pair by sending an initiation IU as an unsolicited control or unsolicited data infor-
mation category. See Table 1.

5.4.2.2.2 Exchange pairs for link level functions

A control-unit image that initiates an exchange pair for a link-level function shall wait for a response|to
the |initiation 1U before it initiates another exchange pair with the N_Port of the same chanhnhel if the
exchange pair to be initiated is:

for another link-level function, or

—| for a device-level function not associated with a specific device.
5.42.2.3 Exchange pairs for device-fevel functions

A control-unit image that initiates an exchange pair for a device-lével function not associated with a

spetific device shall wait for a response to the initiation U befare'it initiates another exchange paif if
the exchange pair to be initiated is:

with the same channel image for a device-level function not associated with a specific device,|or

with the N_Port of the same channel for a link-level function.

A channel or control unit may initiate multiple ‘€exchange pairs, each for a different device or for the
sanje device provided that there is no more-than one exchange pair for a specific device on a logi¢al
patf. A new exchange pair for a specific.device on a logical path shall not be initiated when any of the
follqwing conditions apply:

if an exchange pair already.€exists for the same device on the same logical path, or

if the channel or control unit initiating the new exchange pair has initiated another exchange pgir
for the same device on the same logical path and not received a response.

If either of the above conditions apply, the channel or control unit shall wait for the existing exchange
pairto be closed-before initiating the new exchange pair for the device on the logical path.

5.4.3 EXchange pair processing
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be held in reserve in order to support new exchange pairs for unexpected events. If an IU initiating a
new exchange pair is received, sufficient resources should be available to properly receive the IU and
to initiate a new exchange in response. If an unexpected event requiring a new exchange pair to be
initiated occurs, resources should be available for supporting the new exchange pair.
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After a channel or control unit has closed one of the exchanges of an exchange pair for a device on a
logical path, an abnormal condition may result in the recognition of a valid initiation 1U for the same
device on the same logical path before the other exchange of the previous exchange pair has been
closed. When this occurs and the initiation IU is not a purge path IU, the IU may be accepted and held
until both exchanges of the previous exchange pair have been closed or a link-busy condition may be
recognized. (See 6.4.10 and 9.3.1.)

5.5 FC-PH frame header fields
5.5.1 Frame header field overview

The FC-PH frame header identifies the source and destination of a frame, the exchange and sequence
o which a frame belongs, the order in which a frame was sent, and the type of information in the frame

dress fields (S_ID and D_ID), an FC-4 identification field (TYPE), an optional header.control field
(DF_CTL), fields which identify and control FC-PH sequences and exchanges (FICTL, |[OX_ID,
RX_ID, SEQ_ID, SEQ_CNT), and a parameter field whose function depends on the particular frame
type. The usage of these fields for frames which are part of an IU is described below,'The framg header
format is described in FC-PH, reference [1], and FC-FS, reference [8]. For a.definition of the settings
of frame header fields in frames which contain FC-PH link-control functions,\c€-PH basic link services,
and FC-PH extended link services, see FC-PH, reference [1] and FC-FS,feference [8].

5.5.2 R_CTL field

The R_CTL field contains two sub-fields, the routing bits and,the information field. The routing bits
identify the frame payload as either FC-4 related or FC-PH:.related. For all frames used to send an U,
the routing bits shall be set to '0000’b to indicate that the'payload contains FC-4 Device_Data.

When the routing bits are set to '0000’b and the framé&’is used to send an IU, the information figld con-
tains an information category field which identifies.the category of the information in the payload. (See
FC-PH, reference [1] for a list of information categories and their corresponding values of the informa-
tion field.) All frames in an SB-2 IU shall centain the same information category. The information cat-
egory of an IU depends on the contents ofthe IU and the conditions under which the IU is sent. Table
1 summarizes the information categofies which shall be used to send each IU.

Tableyl — Information categories of SB-2 IUs

SB-2 IU name Information category Content
Command 1U Unsolicited command Command DIB or command/data jIB
Solicited data 1U Solicited data Data DIB or Status DIB
Unselicited data IU Unsolicited data Status DIB
Solicited control 1U Solicited control Link control DIB or control DIB
Unsolicited control U Unsolicited control Link control DIB or control DIB

5.5.3 D_IDand S_ID fields

Each channel and control unit is assigned a unique N_Port ID during the initialization procedure. See
Clause 7. When sending an IU, the D_ID field shall be set to the N_Port ID of the recipient of the frame,
and the S_ID field shall be set to the N_Port ID of the sender of the frame.
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5.5.4 CS_CTL

See FC-FS, reference [8].
5.5.,5 TYPE field

The TYPE field identifies the FC-4 protocol which defines the frame payload. This field shall be set to
hex'1B’ in all frames of an IU which are sent by a channel. This field shall be setto hex’1C’ in all frames
of an IU which are sent to a channel.

If a channel which does not provide control-unit emulation receives an ELP U with the TYPE field set
to hex'1B’, it shall send a link-level reject (LRJ) IU in response; if the channel provides control-unit em-
ulatjon, the emulated control unit may send an LPE U with the TYPE field set to hex’1C’ in response.
Sed 6.4.9 and 11.2.8, and 6.4.2 for additional information. IUs other than the ELP U, LRJ IU¢{apd
LACK IU, which have the TYPE field set to hex’1B’, are discarded by the channel and no response|is
senf.

556 F_CTL field

Thg F_CTL field controls sequences and exchanges. These bits are defined in FC-PH, reference [[L].
SB-R has the following requirement on the relative offset present bit in the F ;CTL field:

—_

Relgative Offset present: The relative offset present bit shall be set to<ene for all IUs of informatipn
catggory solicited data. For all other information categories, the relative offset present bit shall be get
to zpro. See 7.3.2.2, 7.4.2.2, and FC-PH, reference [1], for additiopalinformation on relative offset
For|the settings of all other bits in the F_CTL field, see FC-PHireference [1].

5.5/ SEQ_ID

The SEQ _ID field is defined by FC-PH, reference [1]:

558 DF_CTL

The DF_CTL field shall be set to zero since optional headers are not used.

550 SEQ_CNT

Theg SEQ_CNT field is defined-by FC-PH, reference [1].

NDTE When sendinghlUs, the use of continuously increasing sequence count is recommended. This |n-
creases the probability that errors caused by lost frames are detected. See FC-PH, reference [1] for addi-
tional information.

5510 OXAD

Thg OX_ID field is defined by FC-PH, reference [1].

5511 RX_ID

The RX_ID field is defined by FC-PH, reference [1].
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5.5.12 Parameter field

When the information category of an IU is solicited data, the relative offset present bit is set to one and
the parameter field shall contain the offset from the base address into which the data in a frame is
stored. The base address for the solicited data information category is zero and refers to the first byte
of the IU. When the information category of an IU is not solicited data, the relative offset present bit is
set to zero and the parameter field shall be ignored by the recipient. (See 5.5.6 for information on the
relative offset present bit, and see FC-PH, reference [1] for additional information about relative offset.)

5.6 Other FC-PH mechanisms

Other required FC-PH mechanisms include selected basic and extended link services. See Clause 6
for additional information
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6 Link-Level functions
6.1 Link-level function overview

FC-PH link control, FC-PH basic link services, FC-PH extended link services, and SB-2 link control
provide the means by which the elements interconnected by the physical paths are brought to and
maintained in an operational state. (See Clause 5 for a description of those aspects of FC-PH link con-
trol specific to SB-2, and see FC-PH, reference [1] for general aspects of FC-PH link control, FC-PH
basic link services, and FC-PH extended link services.) The functions provided by FC-PH extended
link services, FC-PH basic link services, and SB-2 link control are collectively referred to as “link-level
functions” in this document. Those link-level functions provided by FC-PH extended link services are
referred to as “extended-link-service commands;” those link-level functions provided by FC-PH basic
link services are referred to as “basic-link-service commands;” and those link-level functions provided
by $B-2 link control are referred to as “SB-2 link-control functions.” The link-level functions required
for $B-2 support are described in the following subclauses.

6.2| FC-PH Basic-link-services

Thig subclause describes the basic-link-service (BLS) commands required by SB-24Qnly a brief over-
view of how these commands are used is provided. For additional details, see FC-PH, reference [1].

6.2/l Abort sequence

When an exchange is to be aborted, the abort sequence (ABTS) basie-link-service shall be performed.
For|the conditions under which one or more exchanges are aborted, refer to Clause 11. The settings
of fields in the FC-PH header of the ABTS BLS command are givenin FC-PH, reference [1]. When the
recipient of an ABTS BLS command accepts it, the recipient shall send a basic accept (BA_ACC) fe-
spopse indicating that the entire exchange is being aborted. and a recovery qualifier is to be estdb-
lished by setting the Last_Sequence bit in the F_CTL field equal to one, the Low SEQ_CNT field equal
to hex’0000’, and the High SEQ_CNT field to hex’FFEFE'. The recovery qualifier causes all frames for
all §equences of the exchange to be discarded until‘the recovery qualifier is reinstated. After receivipg
the BA_ACC response and after waiting for an R\A TOV time-out period, the sender of the ABTS BLS
command shall send a reinstate recovery qualifier extended-link-service command to allow the OX_[ID
and|RX_ID combination to be reused. See;6:3.4 and FC-PH, reference [1].

6.3| FC-PH Extended link services
6.3/l F_Portlogin

Explicit F_Port login shalkbe’ performed by means of the F_Port login (FLOGI) extended link service
during the initialization"process. See Clause 7 for a definition of other aspects of explicit F_Port login
spetific to SB-2, and see FC-PH, reference [1] for general aspects of the explicit FLOGI extended link
seryice.

6.32 N_PRort'login

Explicit'N_Port login shall be performed by means of the N_Port login (PLOGI) extended link service
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that N_Port is said to be logged in with the other N_Port.

When a PLOGI ELS command is received from an N_Port with which the recipient is currently logged
in, the recipient shall perform implicit N_Port logout with the source N_Port and shall consider all open
exchanges with the source N_Port to be abnormally terminated before accepting the PLOGI ELS com-
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mand. (See FC-PH, reference [1] clause 24.3.13 and 10.5.7 for additional information on the abnormal
termination of an exchange.)

If the N_Port of a control unit completes explicit N_Port login with the N_Port of a channel at a time
when one or more logical paths are indicated as being established to the channel, initiative to send a
test initialization U to that channel shall be generated. See 6.4.7 for additional information. See
Clause 7 for a definition of other aspects of explicit N_Port login specific to SB-2, and see FC-PH, ref-
erence [1] for general aspects of the explicit PLOGI extended link service.

6.3.3 N_Port logout

N_Port logout may be performed either explicitly or implicitly. For the conditions under which implicit

N_Port logout occurs, see FC-PH, reference [1]. When communication with the N Port of g control
unit is no longer required and no logical paths exist for which the channel is providing contrgltinit em-
ulation, the N_Port of a channel shall initiate explicit N_Port logout by sending a LOGO ELS)cdmmand
and awaiting a response. In addition, the N_Port of a channel shall initiate explicit N_Port logput with
the N_Port of a control unit if it receives an IU from the control unit and it is not configured to commu-
nicate with the control unit.

The N_Port of a control unit shall initiate explicit N_Port logout with the N_Pagrt of a channel only if the
control unit receives an IU from a channel with which the N_Port of the.control unit is neither logged
in nor in the process of logging in. When this occurs, the received IU shall be discarded, explici{ N_Port
logout shall be performed, and no further action is taken by the N <Port of the control unit.

When the N_Port of a control unit accepts a LOGO ELS cominand from the N_Port of a channel to
which logical paths exist, it shall reset its internal indicatots for the logical paths established with the
channel, and perform the equivalent of a system resetfor.the affected logical paths. For a degcription
of system reset, see 9.2.4. See FC-PH, reference\[1] for additional information concernling the
handling of open sequences and exchanges whichyexist at the time when explicit N_Port logput is to
be performed, and see 11.2.5 for information goncerning the actions of channels and contfol units
upon implicit N_Port logout.

NOTE FC-PH, reference [1], requires that-during the N_Port login procedure, other communication with the
destination N_Port is neither initiated*nor accepted. Therefore if a control unit has sent a PLOGI ELS to a
channel and receives an IU from'the channel before receiving a response to the PLOGI ELS, the received
IU is discarded and no LOGQ.ELS is sent.

6.3.4 Reinstate recovery.-qualifier

The reinstate recoyvery qualifier (RRQ) extended link service shall be performed in order to allow reuse
of the OX_ID and'RX_ID of an exchange which was aborted. When the sender of an ABTS BILS com-
mand receives a)BA_ACC response, it sends an RRQ ELS command after waitingan R_A_TQV time-
out period«Other aspects of the Reinstate Recovery Qualifier extended link service are given in
FC-PH, reference [1].

6.3:5\ Registered state change notification
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shall be performed in order to notify the directly-attached N_Port of an event which has affected the
state of the sending channel or control unit, provided that the attached N_Port has previously regis-
tered to receive state-change notifications. (See 6.3.6.) In a fabric configuration, the RSCN ELS shall
be performed in order to notify the fabric controller of an event which has affected the state of the send-
ing N_Port. Additional aspects of the registered state change notification extended link service includ-
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ing the format of the RSCN ELS command, the format of the response, and the conditions under which
a fabric controller sends an RSCN ELS command are given in FC-FS, reference [8].

The N_Port of a channel or a control unit may optionally perform the RSCN extended link service when
an event causes a change in existing logical paths or, for a control unit, in the ability to accept new
logical paths. When the resources common to the N_Port of a channel are shared among channel im-
ages, the N_Port of that channel shall be capable of reporting a state change by performing the RSCN
extended link service.

The N_Port of a channel or control unit shall perform the RSCN extended link service by sending the
RSCN ELS command to the fabric controller if a Fabric is present, or to the N_Port of the attached
control unit or channel if no Fabric is present. The address format byte (byte 1 of the Affected N_| Port

Onge the N_Port of a channel or control unit recognizes a condition for which an RSEN ELS commahd
is spnt, initiative to send an RSCN ELS command is generated. Subsequent state changes in the
senfer shall not create initiative to send another RSCN ELS command if the initiative to send the fifst
RSCN ELS command has not been discharged. Once the initiative to send the first RSCN ELS com-
mamnd has been discharged, a subsequent state change shall create a new initiative.

Initigtive to send an RSCN ELS command shall be discharged when-an'accept (ACC) link service reply
is rgceived in response to the RSCN ELS command.

When an RSCN ELS command is accepted, the recipientshall check each affected N_Port ID page.
(Seg FC-FS, reference [8].) All three allowed values of4¢he“address format byte shall be supported| If
an affected N_Port ID indicated in any affected N_PartID page corresponds to an N_Port ID to whigh
onejor more logical paths are indicated as being established, initiative to send a test initialization [U|to
thatl N_Port may be generated. See 6.4.7 for.additional information. If an affected N_Port ID corte-
spohds to an N_Port ID to which no logical path'is indicated as being established, initiative to send a
test|initialization IU shall not be generated;;and no further action is needed. However, at a channgl,
initigtive to establish logical paths may be‘generated if its model-dependent configuration informatipn
inditates that a new control-unit image)may have become available.

NDTE Sending the RSCN ELS.command is not functionally equivalent to performing the FC-PH online to pf-
fline primitive sequence pretocol. (See FC-PH, reference [1] and 11.2.4.) However, the RSCN ELS com-
mand may be used byra channel or control unit to report a state change that has affected logical patips.
When multiple logical images share a common N_Port, RSCN is used in place of the online to offline prim-
itive sequence protocol to report state changes that have not affected all of the logical images.

6.3p State-change registration

The state-change-registration (SCR) extended link service shall be performed in order to register|to
recgive’lRSCN ELS commands. General aspects of the state change reg|strat|on extended link sgr-

ce meludina tha formmat Afthn COD K1 Q Anmaaand And racnancn Aarn annn in £ EC rnfaramnan [
viceHheluding-the-formatef-the- SCR-ELS-command-and-respenseare-giverinFc-FS—refereneed

If a Fabric is present, the D_ID field in the FC-PH header of the SCR ELS command shall be set to the
N_Port ID of the fabric controller. If no Fabric is present, the D_ID field shall be set to the N_Port ID of
the attached channel or control unit. The registration function field in the payload of the SCR ELS com-
mand shall be set to hex’03’ to request natifications to be sent for events detected by both the fabric
controller and the affected N_Ports. After the SCR ELS command is accepted, registration remains in
effect until N_Port logout occurs with the recipient of the SCR ELS command. Although it is possible
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to clear registration for state change notifications by setting the registration function field in the SCR
ELS command to hex’FF’, the sender should not set the registration function field to this value.

6.3.7 Request Node-ldentification Data
6.3.7.1 Request node-identification data requests and responses

The request-node-identification-data (RNID) extended link service shall be performed in order to ac-
quire the node identification data of the recipient. General aspects of the RNID extended link service,
including the format of the RNID ELS command and response, are given in FC-FS, reference [8].
When either the RNID ELS command or the RNID ACC ELS reply is sent, the node-identification data
format field shall be set to hex'18'. In the RNID ACC ELS reply, the 32 byte node descriptor described
below shall be returned in the specific node-identification data field, When the RNID ACC ELS is re-

ceived, the common node-identification data, if present, may be ignored.
6.3.7.2 Specific node-ndentification data
For SB-2, the specific node-identification data is referred to as the node descriptor,"A node dgscriptor
(ND) is a 32-byte field that describes a node. The ND consists of a 1 byte flags field, a 3 byfte node
parameters field, and a 28 byte node-ID.
The node-ID is composed of the two parts listed below.
a) SDC ID: The first 26 bytes of the node-ID identify the Self:Describing Component (SOC) con-
taining the interface that determines the node. The SDC,ID shall correspond to the infdrmation
provided on a serial-number plate attached to the external surface of the structure coptaining

the SDC.

b) Interface ID (Tag): The last two bytes of the' node-ID shall contain an interface identifier (ID)
that uniquely identifies the physical locatioh. of the associated SDC interface.

Node-IDs with the same SDC ID shall notisé the same interface ID.

Collectively, the 25 bytes of informatien*contained in word 1, bytes 0 and 1 of word 2, bytes 1-3|of word
3, and words 4-7 of the node descriptor shall provide a vendor-specific node identifier.

A node descriptor shall have.the format given in Figure 10. (See 3.3.3 for a description of the bit num-
bering convention used,)
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Word
0 Flags Node parameters
1 Type number
2 Type number(continued) Model number
3|Model No. (cont.) Manufacturer
4 Plant of manufacture Sequence number
5 Sequence number (continued)
6 Sequence number (continued)
+ Seguence-No—{continted) Fag
Bit 0 16 31

Figure 10 — Contents of the node descriptor

Flags: Byte 0 of word O describes the manner in which selected fields of the node desctriptor are to pe
intefpreted. The meaning of bits 0-7 is as follows:

Bitsy Meaning

0-2] Node-ID validity. Bits 0-2 contain a code that describes the validity of bits 3-7 of the flags field,
the node parameters field, and the node-ID contained in-words 1-7. The codes and thei
meanings are as follows:

14
=

Value Meaning
0 Bits 3-7 of the flags field, the node parameters field, and the node-ID are valid.

1 Bits 3-7 of the flags field, the node{parameters field, and the node-ID are valid, howav-
er, they may not be current. This'value shall be used when the SDC has obtained the
requested node ID but subsequently has observed some event (such as the loss|of
signal on a link) which miay have resulted in a configuration change. The SDC hps
been unable to obtain the node ID again.

2 Node-ID is not-valid. The SDC is unable to obtain the requested node-ID. Except for
the node-ID-validity field, the contents of the node descriptor shall have no meanind.

When the N_Port'of a channel or control unit receives an RNID ELS command, the channel|or
control unit shall determine the node-ID validity and set the appropriate node-ID validity codei
the flag field\ef the ND. If, while obtaining its node-ID, an error is detected or it is determined for
some otherreason that the node-descriptor information is suspect (that is, not valid), then the
node-ID/validity code shall be set to the value 2 in the flag field of the node descriptor being
sent.in the accept response.

=]
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the flag field of the node descriptor shall be indicated. Since a node descriptor is either valid or
not valid, a node-ID validity code of 1 shall never be sent in the accept response to the RNID
command.
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3

4-7

Node Parameters: Bytes 1-3 of word O shall contain additional information about the node.

Node type. When zero, bit 3 shall specify that the node described by this node descriptor is a
device-type node; when one, this bit shall specify that the node described by this node de-

scriptor is a central-processor-complex-type (CPC-type) node.

Reserved.

When bit 3 of the flag field is zero, indicating that this is a device-type node, the contents of bytes 1-3
of word 0 shall be as follows:

Byte Description

1

Bits 0-2 of byte 1 contain a code that shall specify the interface protocol type of thé-i

identified by the node descriptor. The codes and their meanings are as follows:

Value Meaning

0 Reserved.

1 FC-SB-2

2-6 Reserved

7 Vendor-specific

Bits 3-7 of byte 1 shall be reserved.

Class. Byte 2 of word 0 shall contain a code that specifies the class to which the de

longs. The codes and their meanings are as follows:
Value Meaning

Unspecified class

Direct access storage (DASD)
Magnetic tape

Unit record (input)

Unit record (output)

Printer

Communicatigns controller
Terminal (full-screen)
TerminalNline mode)
Reserved

10 Switch

11-255(Reserved

©Coo~NOOOUP~WNEFO

Byte-3 shall contain zero, except in the following case:

When code 10 is specified in the class field, indicating that this is a switch, byte 3 shall
the area field (bits 15 - 8) of the Port address identifier of the associated switch interfac

hterface

ice be-

contain
e.

When bit 3 of the flag field is one, indicating that this is a CPC-type node, the contents of bytes 1-3 of
word 0 shall be as follows:
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Byte Description

1 Type. When the class field contains a value other than 1, byte 1 of word 0 shall be reserved
and set to zeros.

When the class field contains a value of 1, byte 1 of word 0 shall be defined as follows:

— Bits 0-2 contain a code that specifies the interface protocol type of the interface identified
by the node descriptor. The codes and their meanings shall be as follows:

Value Meaning

0 Reserved

1 FC-SB-2

2-6 Reserved

7 Vendor-specific

— Bits 3-7 of byte 1 shall be reserved.

2 Class. Byte 2 of word 0 shall contain a code that specifies the class to which the interface he-
longs. The codes and their meanings shall be as follows:

Value Meaning

0 Unspecified class

1 Channel path, not CTC capable

2-6 Reserved

7 FC-SB-2 channel-to-channel adapter(FC-SB-2 CTCA)
8 Emulated control unit support only

9-255 Reserved

3 Identification. Byte 3 of word 0 shall contain the CHPID of the channel path that contains the
specified interface.

Theg contents of the following five fields-shall correspond to the information provided on a serial-nufn-
ber [plate attached to the external surface of the SDC. The ASCII character code used in these fields
shall be ASCIl/Latin 1.

Type Number: Word 1 and bytes 0-1 of word 2 shall contain the six-character (0-9) ASCII type nupn-
ber [of the SDC. The type‘number shall be right justified with leading ASCII zeros if necessary.

Model Number: Bytes 2-3 of word 2 and byte 0 of word 3 shall contain, if applicable, the three-char-
actgr (0-9 or uppercase A-Z) ASCII model number of the SDC. The model number shall be right jugti-
fied|with leading-ASCII zeros if necessary.

Manufacturer: Bytes 1-3 of word 3 shall contain a three-character (0-9 or uppercase A-Z) ASCII cofle
thaf identifies the manufacturer of the SDC.

Plant of Manufacture: Bytes 0-1 of word 4 shall contain a two-character (0-9 or uppercase A-Z)
ASCII plant code that identifies the plant of manufacture for the SDC.

Sequence Number: Bytes 2-3 of word 4, words 5-6, and bytes 0-1 of word 7 shall contain the 12-char-
acter (0-9 or uppercase A-Z) ASCII sequence number of the SDC. The sequence number shall be right
justified with leading ASCII zeros if necessary.
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A serial number shall consist of the concatenation of the plant-of-manufacture designation with the se-
guence-number designation.

Tag: Bytes 2-3 of word 7 shall contain the physical identifier for the SDC interface that is identified by
the preceding 26 bytes of the node descriptor.

6.3.8 Registered Link-Incident Record
6.3.9 Registered Link-Incident Record requests and responses

The registered link-incident record (RLIR) extended link service shall provide the means to send a
link- |nC|dent record to the N_Port of a channel. General aspects of the RLIR extended link service, in-
Jing . When
the RLIR ELS command is sent, the link- |nC|dent record format fleld shall be set to hex'18'{When the
RLIR ELS command is received, the link-incident descriptor may be ignored and the common link-in-
cident record, if present, may be ignored. The specific link-incident record field shall cohtain a 100 byte
SB-2 specific link-incident record of the format described below.

Control units shall use the link-incident reporting procedure to report link-incidents.
6.3.9.1 SB-2 specific Link-Incident Record

The SB-2 specific link-incident record is shown in Table 2.

Table 2 — SB-2 specific Link-Ingident Record

Byte Contents
0-3 IQ IC Reserved
4-35 Incident
node
descriptor
36-67 Attached
node
descriptor
68-99 Incident
specific
information

Incident Qualifier (1Q): Byte 0 shall describe the manner in which the contents of the link-|ncident
record shall\be interpreted. The meaning of bits 0-7 is as follows:

Bits" .~ Meaning

fal Raocarvuad
14 eoStrveo

1 Reserved

2 Switch: When one, bit 2 shall indicate that the incident node, identified by the incident-node
descriptor, is a switch node. When zero, bit 2 shall indicate that the incident node is not a
switch node.
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3 Reserved

4-5 Bits 4 and 5 constitute a two-bit code which shall identify the reporting class for the link-inci-
dent. The codes and their meanings are as follows:

Value Meaning

0 Informational report: All link-incidents reported with incident-code bit O set to one shall
use a reporting class value of zero.

1 Link degraded but operational: Link-incidents reported with incident-code bit O set to
zero shall use reporting class 1 if the link associated with the incident node is not in a
link-failure or offline state as a result of the event which generated the link-incident
record.

2 Link not operational: Link-incidents reported with incident-code bit O set to zero shill
use reporting class 2 if the link associated with the incident node is in a Lihk-Failure|or
Offline state as a result of the event which generated the link-incident fecord.

3 Reserved

6 Subassembly type: When one, bit 6 shall specify that the type ofrsubassembly used for the
node that is the subject of this link-incident record is laser. Whefivzero, bit 6 shall specify that
the type of subassembly used for the node that is the subject-efithis link-incident record is rjot
laser.

7 FRU identification: When one, bit 7 shall specify that thé.incident-specific-information field is|in
a format that provides field-replaceable-unit (FRU).déntification. When zero, bit 7 shall specjfy
that the incident-specific-information field is vendgar-Specific.

Incident Code (IC): Byte 1 shall contain the incident'code which describes the incident that was gb-
seryed by the incident node.

Bitsy Meaning

0 Bit 0 of the incident code shall indicate whether the link-incident record is a primary or secord-
ary report of the link-incidert. When bit 0 is set to zero, the link-incident record shall be a gri-
mary report. When bit 0vs:set to one, the link-incident record shall be a secondary report.

1-7| Bits 1-7 of the incident code shall contain a value that specifies the type of incident which wias
observed. The yalues that may be specified shall be as follows.

Value Meaning
0 Reserved

i Implicit Incident: A condition which has been caused by an event known to have qc-
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tion affects the attached link in such a way that it may cause a link-incident to be
recognized by the attached node.

2 Bit-error-rate Threshold Exceeded: The number of code violation errors recognized by
the incident node has exceeded a threshold. (See FC-FS, reference [8].)
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3

FC-PH Link Failure - Loss of Signal or Synchronization: A loss of synchronization con-
dition has been recognized by the incident node, and it persisted for more than the
R_T_TOV time-out period. A loss of signal condition has been recognized by the inci-
dent node. (See FC-PH, reference [1] clause 16.4.2.)

FC-PH Link Failure - Not-Operational Primitive Sequence (NOS) Recognized: The
NOS primitive sequence has been recognized by the incident node. (See FC-PH, ref-
erence [1] clause 16.5.3.2.)

FC-PH Link Failure - Primitive Sequence Time-out: The incident node has recognized
either a link reset protocol time-out (See FC-PH, reference [1] clause 16.5.2.) or a
time-out when timing for the appropriate response while in the NOS Receive state and
after the NOS is no longer recognized. (See FC-PH, reference [1] clause 16.5.3.2.)

FC-PH Link Failure - Invalid Primitive Sequence for Port State: Either a link-reset (LR)
or link reset response (LRR) primitive sequence was recognized by the|incidgnt node
while in the wait-for-OLS state. (See FC-PH, reference [1] clause 16.5:4.3.)

A link-incident record shall be generated and reported for an FC-PH Jlinksfailure conditjon only

if the FC-PH link-failure condition persists for longer than SB_TOV.

7-127 Reserved

Incident-Node Descriptor: Bytes 4-35 shall contain the node-descriptor of the incident nofle. The

contents of a node descriptor are described in 6.3.7.2.

Attached-Node Descriptor: Bytes 36-67 shall contain the)node descriptor of the node attached to the
incident node at the time the link-incident was deteeted. The contents of a node descriptor|are de-

scribed in 6.3.7.2.

Incident-Specific Information: When bit 7 af\the incident-qualifier field is set to zero, bytes 68-99
shall contain node-dependent incident infofmation, which may provide additional information| related

to the incident.

When bit 7 of the incident-qualifierfield is set to one, bytes 68-99 shall contain field-replacegble-unit

(FRU) identification information
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When the incident-specific-information field contains FRU identification information, the format of the
incident-specific information is illustrated in Table 3:

Table 3 — Incident-Specific Information
Bytes Contents

68 - 69 |FRU flags| reserved

First FRU callout
70-81 (12 Bytes)

Second FRU callout

82-93 model-dependent information
(12 Bytes)
94 - 99 Reserved

Byt¢ 68 shall contain the FRU-flags field. The meaning of bits 0-7 shall\be as follows:
Bitsy Meaning

0 Reserved.

1 Format bit; FRU-callout-field format:

Value Meaning

0 FRU-part-number format

1 FRU-code format

2-5| Reserved.

6-7| Validity code for FRU-callout fields:

Value Meaning

00 Reserved.

11°)
-

0z First-FRU-callout field valid; Second-FRU-callout field shall contain 12 bytes of mod
dependent data.

10 First-FRU-callout and second-FRU-callout fields valid.
11 Reserved.

Byte 69 shall be reserved and set to zero.
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Bytes 70-81 shall contain the first-FRU-callout identification information.

Bytes 82-93 shall contain either the second-FRU-callout identification information or 12 bytes of mod-
el-dependent information, depending on the value of bits 6-7 of the FRU-flags field.

Bytes 94-99 shall be reserved and set to zeros.

The format of a valid FRU-callout field shall depend on the value of bit 1 (format bit) of the FRU-flags
field within the same link-incident record.

When the format bit is set to zero, the FRU-callout field shall be in ASCII, right justified, with either
leading blanks (hex’20") or leading ASCII zeros (hex’30").

When the format bit is set to one, the FRU-callout field shall be in hexadecimal, right justified, with
leading zeros (hex'00’).

6.3.10 Link-Incident-Record Registration

The link-incident-record registration (LIRR) extended link service shall provide the meang for the
N_Port of a channel to register to receive link-incident records from a contrel*unit. General aspects of
the LIRR extended link service including the format of the LIRR ELS command and ACC respdnse are
given in FC-FS, reference [8].

The N_Port of a channel shall send an LIRR command during the initialization procedure. (See
Clause 7.) The registration function field shall be set to hex’@1:t0 indicate the “set registratiop-condi-
tionally receive” function, and the link-incident-record registration type field shall be set to heX'18’. Al-
though it is possible to clear registration for link-incident.records by setting the registration function
field to hex’FF’, the sender shall never set the registration function field to this value.

6.4 SB-2 Link-control functions
6.4.1 SB-2 Link-control function overyviéw

SB-2 link-control functions provide the imeans by which the logical paths between a channel gnd con-
trol-unit are established and maintained. SB-2 link-control functions also provide information about
conditions on the physical and (ogical paths that affect the transmission or reception of infgrmation
units (IUs). These functions*are performed by means of control IUs containing a link-control PIB (or,
link-control 1Us). (See 8.12:)For brevity, a link-control IU containing a link-control DIB with a link head-
er specifying one of the-ink-control functions, is referred to by the name of the link-control function
specified in the link header. For example, when the link-control function is a request to establigh a log-
ical path, the link=control 1U is referred to as an establish logical path IU. (See Table 4 for a ligt of the
link-control furictions.)

SB-2 link~eentrol functions are performed primarily during initialization or when certain error conditions
occuron.a link.

SB;2 link-control requests shall be part of a request-response pair, followed by a link-level acknowl-

adamant (I ACK) racnanca Tha lnle conteal 111 anntatnina tha raciact (ar tha hinle anntral vy

edgment{EACIK)respense—Fhe-link-—ecentreHUd-containring-thereguest{er-the-tink—eentrelreglest 1U)

shall be sent, opening an exchange, as an unsolicited control information category. The exchange
containing the link-control-request IU shall be left open. The link-control-response IU shall be sent as
a solicited control information category in a new exchange. The exchange containing the link-control-
response U shall be closed. When the sender of the link-control-request IU receives the link-control-
response IU, it shall send a link-level-acknowledgment IU as a solicited control information category
on the same exchange used to send the link-control-request IU. The exchange containing the link-lev-
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el-acknowledgment U shall be closed. An example of an SB-2 link-control function is a link-control-
request IU sent by the channel to request the establishment of a logical path, a link-control-response
IU sent by the control unit indicating whether or not the logical path was established, and a link-level-
acknowledgment IU sent by the channel to close the outbound exchange.

Link-control-request IUs shall always be sent on a new exchange, that is, they shall never be sent on
an existing exchange. If a link-control-request U is received on an existing exchange, an SB-2 link-
level protocol error (or, for brevity, a link-level protocol error) shall be detected.

If a channel or control unit receives an IU when any of the following apply, then the IU shall be discard-
ed and a link-level protocol error shall be detected:

— _the received U js a link-control-response [U and no link-control-request IU was sent, or a link-
control-request IU was sent and the link-control-response IU received is not an alloweghfe-
sponse,

—| the received IU is a link-control U specifying a link-control function that is not recognizZed,

—| the received IU has an information category other than an information categoéry allowed for the
U,

—| the received IU is a link-control IU with a link-payload byte-count field set to a value different
from that described in Table 4.
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Table 4 summarizes the SB-2 link-control functions and the contents of fields within the IU. For a def-
inition of the format of fields in link-control IUs, see Figure 12 and 8.12.

Table 4 — Summary of link-control request and response IUs

SB-2 header Link header
Link-control| Link-
Sent by | Expected field control |Link payload
Sent by | control reply or Channel |Control-unit info.
U channel unit reply to image ID | image ID field
Link-control request 1Us
ELP yes no LPE,LPR | Channel |Control-unit| 0100 0001 |Optional None
image ID | image ID features
RLP yes no LPR Channel |Control-unit| 0100 1001 n/a Nione
image ID | image ID
TIN yes yes TIR Note 1 Note 1 0000 1001| n/a None
Link-control response IUs
LPE no yes ELP Channel |Control-unit| 0101 0001 Optional Nione
image ID | image ID Features
LPR no yes ELP,RLP | Channel [Control-Unit| 0101 1001 |Reason Nione
image ID | image ID
Initiaization
TIR yes yes TIN Note 2 Note 2 0000 0001 n/a sfate
(32 Bytes)
LRJ yes yes |Initiation IU| Note 3 Note 3 0001 0001 |Reason Nlone
LBY yes yes |Initiation IU| Note 3 Note 3 | 00100001 | nl/a None
LACK yes yes Note 4 0 0 0110 0001 n/a None

Note 1) See 6.4.7.
Note 2) See 6.4.8.
Note 3) This field is set to the same*value as the corresponding field in the discarded initiation 1U.
Note 4) See 6.4.6.

The functions performed-by the SB-2 link-control IUs in the above table are described below.
6.4.2 Establishilogical path

The establishlogical path (ELP) function shall be sent from a channel image to a control-unit image to
indicate_the-optional features supported by the channel and to request the establishment of & logical
path. The number of CTC connections for which the channel is providing emulated control upit func-
tiomality may also be indicated. A logical path, when established, shall identify the channel and control
dnitimages and shall specify the optional features which are used when IUs are sent between the

channal and tha contral tinit Ontianal faatiirac ara antinnal mnathade of anaratinon vwhinh naayy, be Used

e e aRatRe-CoRtrorthit TEtoT T e otoT C o o C O Pt o T e o U S~ O OpP e TattroT T Y T iTeT T rreey

in place of the default method of operation.

A channel shall perform the ELP function by sending an ELP IU to the control unit. The link-control DIB
shall contain a link header with a link-control field specifying the ELP function, a link-control-informa-
tion field specifying optional features, and a CTC counter field that may specify the number of CTC
connections for which the channel is providing emulated control unit functionality. (See 8.12.2.) The
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link-control DIB shall not contain a link payload. The normal response to an ELP U is the logical path
established IU.

The channel image for the path to be established shall be identified by the combination of the channel
N_Port ID and channel image ID.

The control-unit image shall be identified by the combination of the control-unit N_Port ID and control-
unit image ID.

All control units shall be able to accept any value in the channel image ID field. The control unit may
still restrict the quantity of logical paths permitted based on resources and system requirements.

Although a control unit that does not allow multiple control-unit images may restrict the number of log-
ical[paths it accepts to one, that one logical path may have any value of channel logical address:

The optional features which the channel supports shall be specified in the link-control-information field.
Seq8.12.2.3.

Eadh bit in the link-control-information field corresponds to a different optional featurge. The bit for pn
optipnal feature shall be set to one if that optional feature is supported; otherwise, the bit shall be get
to zgro. Bits for which no optional feature is defined shall be set to zero by the.channel and ignored py
the control unit.

With the exception of the CTC connection feature, the channel shallindicate the same optional fga-
turgs in all ELP IUs which it sends.

Opt|onal features for the following bits in the link-control information field have been defined:
Bitsy Meaning

0 Enhanced CRC Generation: When bit zero 6f-the link-control information field is set to zero|in
the ELP IU, optional CRC generation injtialization is not supported. When bit zero of the link-

control information field is set to one.in‘the ELP IU, optional CRC generation initialization|is
supported. See 8.6.5 for additional information.

15 CTC Connection: When bit 15(0f the link-control information field is set to zero in the ELP U,
the channel does not suppoit-control-unit emulation for a CTC connection on the indicated Iqg-
ical path. When bit 15 ofithe link-control information field is set to one in the ELP I1U, the chgn-
nel does support control-unit emulation for a CTC connection on the indicated logical path.
When control-unit @mulation for a CTC connection is supported, the value specified in the CTC
counter field is walid. (See 8.12.2.4.)

When a control unit ‘which is not an emulated control unit receives the ELP IU, it shall compare the
optipnal features-of the channel with its own supported optional features. The optional features to pe
usef shall be.those features which both the channel and the control unit support.

Whendanemulated control unit receives an ELP 1U, the optional features to be used are those optional

fea+ wac awhinh hoth channale cyinnart vaath tha aveantinn Af tha COTC ~onmnactinn foqtiira A ochanagn
T VT ITCT T Ut T oo e T SO P P oI T VTt T e C AT T PTIoOT T O e~ o T o oo otoTr T reToare 7o \./I

supporting CTC connection may use the CTC connection optional feature and respond with an LPE
IU regardless of whether the other channel supports CTC connection. If the sending channel has in-
dicated support for CTC connection by setting the CTC connection bit to one in the ELP IU, the CTC
connection bit in the LPE U is set to one; otherwise the CTC connection bit is set to zero.
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The requested logical path shall be established provided that the optional features for the requested
logical path do not affect the optional features associated with other previously established logical
paths with the same channel. If the request to establish a logical path would affect the optional features
associated with other previously established logical paths with the same channel, the requested logi-
cal path shall not be established, and an LPR IU shall be sent in response to the ELP 1U with an ap-
propriate reason code. (See 6.4.5.)

When a logical path is established, the optional features which both the channel and the control unit
support shall be saved and associated with the logical paths for that channel in such a way that all
subsequent IUs for which those features apply are transferred on that logical path using those optional
features.

A channel shall attempt to establish logical paths to the control-unit images that are described in its

configuration definition. This shall be done when a channel image is initialized, when cogfiguration
changes are made, or when the channel receives an indication that the logical path nodeongef exists.
The generation of a configuration definition is beyond the scope of SB-2.

Each logical path shall be established with a separate exchange of IUs, an ELP réquést IU andlan LPE
response IU. Failure to establish a logical path shall not affect other existing logical paths or the ability
to establish other logical paths.

If an ELP IU is received with a request for a logical path that is already established, the IU ghall be
accepted, provided that no errors are detected. If the establishment.of the logical path would npt affect
optional features associated with other previously established Jogical paths with the same channel, a
system reset shall be performed with respect to that logicalpath and a logical path establighed re-
sponse shall be sent. The logical path established response does not indicate initiation or anyl degree
of progress made for the associated system reset.

The channel shall not consider the logical path tobe established until it receives an error-fre¢ logical
path established 1U. The control unit shall not c@nsider the logical path to be established until the nec-
essary action is taken at the control unit to establish the logical path, and the sending of an efror-free
logical path established IU is completed..[f:a@n error is detected when an ELP IU is received,|the ap-
propriate response, if any, shall be made;-and the logical path shall not be established. If the|control-
unit image is not able to perform the-ELP function for reasons other than an error condition gr a link-
busy condition, a logical path removed IU containing the appropriate logical path removed| reason
code shall be sent in response. (Pa logical path removed IU is received in response to an ELR IU, the
logical path shall be consideréd not established. If a logical path removed IU response is receiyed, the
ELP IU may be retried untihthe logical path is established. The number of retries is model degendent.
In the case of logical path-femoved, whether or not the ELP is retried shall depend on the reasqn code.
(See 6.4.5))

If a channel recejves an ELP IU with a TYPE field of hex’1B’, a link-level-reject (LRJ) IU with & reject-
reason code 'of protocol error shall be sent in response if the conditions for sending an LRJ IU [are sat-
isfied. See~6.4.9 for additional information. Otherwise, when CTC connection is supported, a|Logical
Path Established (LPE) IU is sent to complete the establishment of the logical path.

Ivthe event that there is an error in the response to a channel request to establish a logical gath, the

channal chall nat acciima that tha raannctad antian hac Ar hac nattalean nlanna If o valid racy onse iS
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received by the channel to the ELP request, the channel may retry the request. The number of retries
is model dependent.
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6.4.3 Remove logical path

The remove logical path (RLP) function shall request the control unit to remove a logical path. A chan-
nel shall perform the RLP function by sending an RLP IU to the control unit. The link-control DIB shall
contain a link header with a link-control field specifying the RLP function and no link payload.

The logical path to be removed shall be specified by the combination of the channel N_Port ID, the
channel image ID, the control-unit N_Port ID, and the control-unit image ID.

An RLP IU shall be sent when a change in the channel-path configuration requires a control unit to be
either physically or logically removed.

The removal of a logical path shall cause the control-unit image and its associated devices to be 1qg-
ically removed from the channel path. When an RLP IU is received and accepted, the logical path¢shiall
be removed, and the equivalent of a system reset shall be performed only for the affected logieal path;
thatlis, only the control-unit image associated with the logical path shall be affected, and 6nly those
opefations and allegiances within the control-unit image for this logical path shall be reset./(See 9.2.4
for information regarding system reset.) The logical path removed IU shall be the normal responge.
Othpr logical paths associated with the same channel or different channels and the‘allegiances ma|n-
tained to them shall be unaffected. After a logical path is removed, 1Us for device-level functions shill
not pe sent or received using that logical path.

An RLP IU shall be received over the same physical path over which thellogical path was establishgd.
If ap RLP U is received for a logical path that does not exist, the RLP-shall be accepted, provided that
no ¢rrors are detected, and the logical path removed response shallbe sent.

If an error is detected when an RLP IU is received, the IU shall be discarded, the specified logical path
is npt removed, and the appropriate response, if any, for the‘error recognized shall be sent. The chdn-
nel ghall not consider the logical path removed until it receives the LPR IU and no errors are detected.
The control unit shall not consider the logical path remoeved until the logical path removed IU is serit.

Unlgss the channel receives a valid response.toan RLP, the channel shall not assume that the fe-
quepted action has or has not taken place. If arrinvalid response is received by the channel to the fe-
moye-logical-path request, the channelshall retry the request. The number of retries is model
dependent.

6.4 Logical path established

The logical path established (LPE) function shall confirm the successful completion of an ELP request
and|the establishment of the logical path, and shall indicate the optional features to be used on all IUs
senf between the chanhel and the control unit. An optional feature shall be used only if the channel
has|indicated suppart for that optional feature, the control unit supports the optional feature, and use
of the feature does'not affect the optional features associated with other previously established logigal
paths with the‘sarme channel. A control unit shall perform the LPE function by sending an LPE [U|to
the channel.\The link-control DIB shall contain a link header with a link-control field specifying the LRPE
fungtion@and a link-control-information field specifying optional features. The link-control DIB shall not
contaifiya’link payload.

The logical path which was established shall be identified by the combination of the control-unit N_Port
ID, control-unitimage ID, the channel N_Port ID, and the channel image ID in the LPE IU. The optional
features to be used shall be specified in the link-control-information field. See 8.12.2.3.

Each bit in the link-control-information field shall correspond to a different optional feature. The bit for
an optional feature shall be set to one if that optional feature is to be used; otherwise, the bit shall be
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set to zero. See 6.4.2 for information concerning the CTC connection optional feature. Bits for which
no optional feature is defined shall be set to zero by the control unit and ignored by the channel.

The control unit shall indicate the same optional features in all LPE IUs sent on a particular channel

path.

See 6.4.2 for a definition of the bits in the link-control information field for which optional features have

been defined.

When a channel receives an LPE response to the ELP IU, the indicator for the requested logical path
shall be established provided that the optional features for the requested logical path do not affect the
optional features associated with other previously established logical paths with the same control unit.
When the logical path is established, the optional features to be used shall be saved and associated

with the logical paths for that control unit in such a way that all subsequent IUs for which those\|
apply are transferred on that logical path using those optional features. If establishment.of 3
path would affect the optional features associated with other previously established légical p
RLP IU shall be sent to remove the logical path.

When an ELP U is accepted, the LPE IU shall be the normal response. A |ogical path shall
sidered not established by the recipient of an ELP IU until it has sent the LRE-IU and shall be
ered not established by the sender of an ELP IU until the LPE IU is received.

6.4.5 Logical path removed

The logical path removed (LPR) function shall confirm the sGecessful completion of an RLP
and the removal of a logical path. A control unit shall perfarm-the LPR function by sending an
to the channel. The link-control DIB shall contain a link header with a link-control field specif]
LPR function and a link-control-information field specifying a reason code. The LPR IU shall

link payload.

The combination of the control-unit N_Port IDy.control-unit image ID, the channel N_Port ID,
channel image ID in the LPR IU shall identify’ the logical path that was removed.

An LPR IU shall be the normal response to an RLP request. A logical path shall be conside
removed by the recipient of an RLRframe until it has sent the LPR IU in response and shall
sidered not removed by the sender of the RLP U until the LPR U is received.

An LPR IU may also be,sent'in response to an ELP IU when no error or link-busy conditions
tected but the requested-logical path is not established.

The first byte of theVink-control-information field in the link header is defined as follows:
Bits Meanihg
0-3 «Bits 0-3 of the link-control-information field in the link header shall be reserved for fut

these bits shall be set to zeros by the sender of the LPR IU and shall be ignored by th
ent of the IU.
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Bits 4-7 of the link-control-information field shall contain a reason code which indicates why
the logical path was removed. The values (in binary) for the following reason codes shall have
these meanings:
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Value Meaning
0000 This LPR IU is a response to RLP.

0001 The supported optional features received would affect those in use on already estab-
lished logical paths with the same channel. The ELP should not be retried for this con-
dition.

0010 The control-unit image has no resources available for establishing new logical paths
on this physical path. The channel may retry the ELP a model-dependent number of
times.

0011 Device-level initialization is not complete: the control unit is not ready to perform de-
vice-level operations. The channel should retry the ELP a model-dependent nuthier
of times.

0100 A control-unit image corresponding to the control-unit image ID field in the SB-2 hedd-
er of the ELP IU does not exist. The channel should not retry the ELP)for this congi-
tion.

0101-1111Reserved

A link-level protocol error shall be detected if an LPR IU containing a réserved reason-code value|is

recegived.
6.46 Link-level acknowledgment
Theg LACK function shall be used to close an exchange used to initiate a link-control request, and gx-

chahges which can not be closed with either a link-contfol response or a device-level-control functign.
Examples of exchanges which may be ended with the:LACK IU are listed below:

an exchange left open as a result of a link-control request,

—| an exchange left open as a result of-a*cancel, system reset, or request status sent in an initla-
tion 1U as information category unsolicited control which received a DACK IU as an allowed fe-
sponse,

—| an exchange left open asta'result of a selective reset device-level control function which fe-
ceived a DACK IU as an-allowed response,

—| an exchange leftopen as a result of an initiation IU receiving an LRJ IU or LBY IU as an allowgd
response, or

—| an exchange left open as a result of a command or a device-level-control function which fe-
ceived'an address exception IU as an allowed response.

Theg LACK function shall be performed by sending the LACK IU. The link-control DIB shall contain a

||nk haadarwith o hnle canteal fiald cnacifhiana tha | ACK fiinatinn and oo Ll navlaad
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The channel and control-unit image IDs of the LACK IU shall be set to zero by the sender and ignored
by the recipient.
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6.4.7 Test initialization

The test-initialization (TIN) function shall provide a method for determining which logical paths are con-
sidered established for a channel or control-unit. The TIN function shall be performed by sending a
TIN IU using Class 2 service. The link-control DIB shall contain a link header with a link-control field

specifying the TIN function and no link payload.

When a channel sends the TIN IU, the logical paths to be tested for establishment shall be s
by the channel N_Port ID and channel image ID. The control-unit image ID field shall be set to
the channel and ignored by the control unit.

When a control unit sends the TIN U, the logical paths to be tested for establishment shall be s

pecified
zero by

pecified
to zero

by the control-unit N_Port ID and control-unit image ID, The channel image ID field shall be se
by the control unit and is ignored by the channel.

A channel or control unit may send the TIN IU at any time; however, when initiative to perform
initialization function is generated, the TIN IU shall be sent. The occurrence of any,of the f

events at a channel or control unit shall create the initiative to send a TIN |U as defined below.

— If an RSCN is accepted by the N_Port of a channel or a control unit and one or more 0
fected N_Ports is the N_Port of a channel or control unit to whichoné or more logical p
indicated as being established, initiative to send a TIN IU toreach channel or controg
which a logical path is indicated as being established shall bé-generated.

— If the N_Port of a channel receives the LOGO ELS requestfrom the N_Port of a control
time when internal indicators at the channel indicate that one or more logical paths exist
control unit, initiative to send a TIN IU to the controlunit shall be generated.

— If the N_Port of a control unit receives a PLOGVELS request from the N_Port of a char
time when one or more logical paths are indicated as being established to the channel,
to send a TIN IU to the channel shall be‘generated.

— If a control unit exits the FC-PH link failure state at a time when one or more logical path
dicated as being established to-ohe or more channels, initiative to send a TIN IU to ead
nel to which a logical path is-ihdicated as being established shall be generated.

Once initiative to send a TINMU to either a channel or control unit is generated, subsequent oc
es of any of the above events shall not create initiative to send another TIN IU to the same ch
control unit if initiative to'send the first TIN IU has not been discharged. For a channel, initiative
a TIN IU to a controbunit shall be discharged after the TIN IU has been sent and a TIR IU h
received in response or an event occurs which requires the removal of all logical paths to thq
unit. For a control unit, initiative to send a TIN IU to a channel shall be discharged if one of the f
occurs:

— a\IIN IU has been sent to the channel and a TIR IU is received in response,

<~ alogical path time-out condition for the channel has been recognized by any control-uni
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out condition (see 10.2.4 for information on the recognition of a logical path time-out condition),

or

— an event occurs which requires the removal of all existing logical paths to the channel.
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Upon accepting a TIN 1U, the recipient shall check whether it has logical paths with the source of the
TIN IU. The normal response is a TIR 1U.

6.4.8 Test initialization result

The test-initialization-result (TIR) function shall confirm the successful completion of the TIN function
and shall indicate whether the logical paths are considered established for the channel or control unit
performing the TIR function.

The TIR function shall be performed by sending a TIR IU. A TIR IU shall be sent only as a response
to a TIN IU that is accepted. The link-control DIB shall contain a link header with a link-control field
specifying the TIR function and a 32 byte logical path field in the link payload. (See Table 5 for the
format of the logical path field.)

If a|channel sends the TIR IU, the channel image ID field shall be set to zero by the channeland |g-
norg¢d by the control unit. The control-unit image ID field shall be the same as the control-tnitimage
ID fleld received in the TIN IU. If a control unit sends the TIR IU, the channel image ID field in'the SB-2
header shall be the same as the channel image ID field received in the TIN 1U, and‘the” control-upit
imape ID field shall be set to zero by the control unit and ignored by the channel.

The 32 byte link payload for the TIR IU has the format given in Table 5.

Table 5 — Logical path field

Word Contents
0 Logical paths 0 - 3%
1 Logical paths’32-- 63
2 Logical paths 64 - 95

3 Logical paths 96 - 127

4 Logical paths 128 - 159

5 Logical paths 160 - 191

6 Logical paths 192 - 223

7 Logical paths 224 - 255

The logical-path.ield shall indicate whether each of the 256 possible logical paths are considered gs-
tabllshed. Thefe-is a bit in the logical-path field for each possible logical path that may be establishied
with the source of the TIN frame. Each bit shall correspond to an image ID. Starting with bit 0, word|0,
logital addresses 0 through 255 are assigned in ascending order. The bit for a logical address corte-

spohdingto a logical path shall be set to one if that logical path is established and shall be set to zgro
Oth(,:’wiS" (San 2 2 2 far A Anfinitinn Aftha CD 2 Ihit ApimbhAarina canvantian iend 1n TAhia B )
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When the TIR IU is received in response to a TIN IU and one or more logical paths are indicated as
not established when they were previously considered to be established, a test-initialization-result er-
ror shall be recognized. If one or more logical paths are indicated as being established when they were
previously considered not established, a test-initialization-result error shall be recognized. For recov-
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ery from a test initialization result error, see 11.2.9. If a test-initialization-result error is not recognized,
no action shall be taken.

6.4.9 Link-level reject

The link-level-reject (LRJ) function shall indicate that the initiation 1U received was not accepted by a
channel or control unit and the 1U was discarded because of an error condition. The LRJ function shall
be performed by sending an LRJ IU.

The channel and control-unit image ID fields shall be set to the corresponding values in the 1U for
which the reject is being sent. If the IU for which the reject is being sent contains other than a link-
control DIB and the AS bit is set to one, then the AS bit shall be set to one in the LRJ IU and the device

address is provided. If the AS bit is set to zero in the |U being rejected, the AS bit shall be se

to zero

in the LRJ IU.

The link-control DIB shall contain a link header with a link-control field specifying the LRJfunc
a link-control information field specifying the reject-reason code. The DIB shall not-contain a |
load.

A channel or control unit shall send an LRJ IU in response to an IU when a legical path not esta
error condition is detected and all of the following conditions are satisfied:

the U is an initiation 1U,
the IU contains no FC-PH errors,
the IU contains no exchange errors,

the IU is either an unsolicited control 1U, anwunsolicited command IU, or an unsolicited
and

no other condition exists or has been.récognized that requires the sending of either a lir
busy IU or an FC-PH primitive sequence.

An LRJ IU shall also be sent by a ehannel as the response to an ELP U received with a TYPE
hex'1B’, provided all of the abave conditions are satisfied and any of the following conditions
isfied.

— The channel does*not support CTC connection or does not support CTC connection fo
quested logicalpath. (See 6.4.2.)

which.it'received the ELP IU, and the CTC counter field of the received ELP U containg
CTE/counter value which is less than the number of CTC connections for which the ch
praviding the emulated control unit functionality. (See 8.12.2.4.)

ion and
nk pay-

blished

Hata 1U,

k-level-

field of
are sat-

the re-

The channel is not waiting for a response from an ELP IU previously sent to the chanfel from

a valid
annel is

el from
lid CTC

counter value which is equal to the number of CTC connections for which the channel is provid-
ing the emulated control unit functionality, and the N_Port ID of the channel is less than the
N_Port ID of the channel which sent the received ELP |U.
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— The channel is waiting for a response from an ELP U previously sent to the channel from which
it received the ELP 1U, and the CTC counter field of the received ELP IU contains a valid value
which is less than the CTC counter value specified in the ELP 1U previously sent.

— The channel is waiting for a response from an ELP IU previously sent to the channel from which
it received the ELP IU, the CTC counter field of the received ELP IU contains a valid value
which is equal to the CTC counter value specified in the ELP IU previously sent, and the N_Port
ID of the channel is less than the N_Port ID of the channel which sent the received ELP [U.

When an LRJ IU is received in response to an IU which initiates a connection, the type of error shall
be indicated by the reject-reason code. If the LRJ IU is received in response to an IU sent during a
connection, a link-level protocol error shall be recognized.

Theg LRJ 1U shall have a two byte link-control information field. Bits 1-7 of the first byte of the linkéegn-
trol information field shall contain the reject-reason code. The link-control information field of-an’ LRJ
IU dhall have the format shown in Figure 11.

Reject-reason code Reserved
0 1 78 15

Figure 11 — Link-control information field of the LRJ IU

The reject-reason code shall appear in bits 1-7 of the link-control information field of an LRJ IU. This
field shall identify the error condition that caused the U to be rejected:

When a channel sends the LRJ IU, the only valid reject-reasoh codes shall be ‘000 0110’b, corfe-
spopding to the logical path not established reject-reasom\éode, and ‘000 1001’b, corresponding|to
protocol error reject-reason code, respectively. All otherreject-reason codes shall be reserved. When
a cgntrol unit sends the LRJ IU, the only valid reject-reason code is '000 0110’b, corresponding to the
logital path not established reject-reason code. All“ather reject-reason codes shall be reserved.

The protocol error reject-reason code is used by the channel to indicate an error condition if an ELP
IU with a type code of hex’1B’ is received. Fhe logical path not established reject-reason code is usgd
by the channel and the control unit whena logical path not established error condition is detected.

Bit rero and bits 8-15 of the link-eontrol-information field shall be reserved for future use; these bjits
shall be set to zero by the sendet-and are ignored by the recipient of an LRJ IU.

A link-level protocol error shall be detected if an LRJ U is received with a reserved reject-reason-cofle
valye.

6.4[10 Link-levelbusy

The link-level-busy (LBY) function shall indicate that an initiation IU was received and discarded by a
chahnelr;control unit because of a link-busy condition. The LBY function shall be performed by ser{d-
ing piLBY IU to the source of the IU which was discarded. The link-control DIB shall contain a link

her\ apaaath o hnle aanteal fiald cnacifhana tha | DV fonatinny andA nn Ll navaad
agCTryvrt o ot O e ISP e ey gt o ca oo o poy 1oats

The channel and control-unit image ID fields shall be set to the corresponding values in the 1U for
which the LBY IU is being sent. If the IU for which the LBY IU is being sent contains other than a link-
control DIB and the AS bit is set to one, then the AS bit shall be set to one in the LBY IU and the device
address shall be provided. If the AS bit is set to zero in the IU for which the LBY is being sent, the AS
bit shall be set to zero in the LBY IU.
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An LBY IU shall be sent as a response when an IU is not accepted because of a link-busy condition.
Link-busy conditions for which the LBY IU is sent shall be temporary conditions which cause an initi-
ation IU to be discarded such as when a self-initiated function is being performed or when an SB-2
resource required for the reception of the initiation IU is temporarily unavailable.
An LBY IU shall be sent only if all of the following conditions are satisfied:

— the IU is an initiation 1U,

— the IU contains no FC-PH errors,

— the IU contains no exchange errors,

— the IU is either an unsolicited control IU, an unsolicited command IU, or an unsolicited, fdata 1U,
and

— no other condition exists or has been recognized that requires the sending of,either a link-level-
reject IU or an FC-PH primitive sequence.

When an LBY IU is received in response to an initiation IU a temporary busy_ eondition shall bé recog-
nized, and the link-level or device-level function may be immediately retri€d or retried at a lafer time.
When an LBY IU is received in response to an IU while a connection-exists, a link-level protogol error
shall be detected.
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7 N_Port link initialization

7.1 N_Port link initialization overview

This clause describes the initialization procedures for a channel and control unit unique to SB-2.

The initialization process establishes the necessary conditions for elements of a channel path to be
able to sustain both link-level and device-level communication. Under normal conditions, the initializa-
tion process occurs infrequently; for example, it is usually required only after a power on procedure or

during a systeme-initialization procedure and is not part of the execution of an I/O operation.

The initialization process may be thought of as a series of hierarchical steps.

For|the channel, the steps of the initialization process and their associated procedures are:
a) link-initialization procedure,

b) channel login procedure,

c] channel node-identifier-acquisition procedure,

d) channel state-change-registration procedure,

e) channel-link-incident-record-registration procedure,

—h

)| channel logical-path-establishment procedure.

For|the control unit, the steps of the initialization process.and their associated procedures are:

Q

link-initialization procedure,

O

control unit login procedure,

O

control unit node-identifier-acquisitiofiprocedure,

Q.

control unit state-change-registtation procedure,
e) control unit logical-path-establishment procedure.

If a procedure encounterstan‘FC-PH or SB-2 response indicating a busy condition, the procedure shgall
be retried until either thebusy condition no longer exists and the procedure is successful or a conditipn
othgr than a busy candition is encountered, in which case, the protocols defined for that condition de-
termine the action\to be taken. The retry for a busy condition may be deferred until attempts to com-
plete the procédure with other N_Ports have been made.

If a procedure is not successful because of an unrecoverable error, that portion of the initialization pfo-
cess . shall be terminated and all or a portion of the channel or control unit shall be considered unipi-

tla“ ad danandina aonvwhich imitialioatinn nrasadirac ywara nat ciesnccfl
FeC Ot PO g Oy e et ot o pProce ouTre S e outte e SoTutT

The hierarchy of initialization steps shall also be followed when there is an error or another event that
causes regression within the initialization process. When an error or other event indicates that the re-
sults achieved at a previously completed step are no longer valid, information associated with that step
and possibly subsequent steps in the hierarchy shall be discarded or may be considered no longer
current for node-identifier information, and the initialization process for the affected channel or control
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unit shall be repeated for all affected steps. (See 11.2 and 6.3.7.) A node-identifier that is not current
is an identification of the last known node attached to the N_Port, but as the result of some event, such
as an FC-PH link-failure condition, may not reflect the current attached node, since a configuration
change may have occurred. For example, if a channel observes that a link which was previously con-
sidered operational is now not operational because of an FC-PH link-failure condition, then the chan-
nel N_Port is implicitly logged out with the N_Port or F_Port at the other end of the link, and if the
FC-PH link failure condition persists for longer than SB_TOV, it removes any logical paths established
for that link, and may discard the neighboring-node identifier or may consider the identifier to be not
current. For this situation, the initialization process would start again with the link initialization proce-
dure when the FC-PH link failure condition no longer exists.

A Registered State Change Notification (RSCN) ELS command received from a fabric controller or

N_Port which contains the N_Port ID of a channel or control unit for which the recipient of the RSCN
considers the initialization process complete, may cause a test-initialization 1U to be sentdn,prder to
verify the effect of the state change on previously established logical paths. If the test-initialization-re-
sult IU confirms that logical paths previously established by the initialization process aré ho longer con-
sidered established, the procedures shall be attempted, beginning at the appropriate step within the
initialization-process hierarchy, to reestablish the logical paths.

An RSCN ELS command received from a fabric controller or N_Port whichCentains the N_P¢rt ID of
a channel or control unit for which the recipient of the RSCN considers the\iitialization process incom-
plete, may cause a test-initialization 1U to be sent in order to verify the effect of the state change on
logical paths previously established. If the test-initialization-respense 1U confirms that logical paths
previously established by the initialization process are no longer\considered established, the proce-
dures shall be attempted, beginning at the appropriate step within the initialization-process higrarchy,
to reestablish logical paths. If the test-initialization-result IJ confirms that logical paths previously es-
tablished are still valid, then the previously incomplete step’shall be retried, and, if successful, fhe next
step in the hierarchy shall be attempted for each logical path that is required on the channel path but
that is not yet established. If the retry does not result'in the successful completion of the initialization
process, the recipient of the RSCN shall continie.to consider the initialization process incomplete for
that N_Port.

When an error or other event causes regression to the node-identifier acquisition step or to a previous
step within the initialization process afid the existing node-identifier of its neighbor is valid, theg N_Port
shall set the flag-field node-ID-validity code to the value 1 (node-ID is valid but may no longer be cur-
rent) in the node descriptor forthe affected neighboring node.

NOTE Many of the procésses used during initialization require that the appropriate action or resgonse be
taken within a prescribed period of time. The values selected for these periods of time are sighificantly
greater than thexwdrst-case propagation delay. To make shure that these time values are not compro-
mised, it is important that each component in the path be designed to contribute the minimum amount of
delay and(that no one component in the path use a significant portion of the allowed time value. |t should
also be recognized that factors other than those directly associated with the procedure being pgrformed
may.subtract from the time allowed. For example, when propagating a frame through a Fabric, thg time re-
quired to route the frame through the Fabric should be taken into account.

7.2, Link-initialization procedure

Link initialization is described in FC-PH, reference [1]. When link initialization is complete, the N_Port
or F_Port is in the active state. (See FC-PH, reference [1], clause 16.6.2.)

Once link initialization is complete for an N_Port or F_Port, the N_Port or F_Port is considered to be
operational as long as it remains in the active state. (See FC-PH, reference [1] clause 16.5.)
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When an N_Port or F_Port exits the active state, the attached link is considered not operational, and
the link initialization procedure shall be successfully completed in order to consider it operational.

7.3 Initialization process for a channel

7.3.1 Channel initialization overview

For a channel, the initialization process consists of the following procedures: link initialization, channel
login, channel node-identifier acquisition, channel state-change registration, channel link-incident-

record registration and channel logical-path establishment.

7.3.2 Channel login

The N_Port of a channel shall attempt to perform channel login following the completion of link-iritia
izatlon. Channel login consists of two steps: fabric login and N_Port login. The login protocel\s de-
scriped in FC-PH, reference [1], clause 23.

7.3R.1 Channel F_Port login

Theg N_Port of a channel, including the N_Port of a channel providing CTC connection, shall initigte
chahnel login by sending an FLOGI ELS command with S_ID=hex’00 00 00’ and’D_ID=hex’FF FF FE’'.
Thg command shall be sent using Class 2 service, and support for Class 2 and Class 3 shall be infi-
cated in the service parameters. If the channel is attached to a Fabric,4he Tesponse from the Fabyic
ass|gns the channel an N_Port ID. (Annex A, “,” describes an address‘\assignment scheme which gal-
lows the use of simplified configuration record formats.) If an acceptiresponse is received, and if syp-
por for sequential delivery and Classes 2 and 3 service is indi¢ated, then the channel shall procegd
with further steps in the initialization procedure. If errors prevent the successful receipt of an accgpt
response, or if the service parameters of the response donot indicate support for sequential delivgry
and|Classes 2 and 3 service, further steps in the initialization procedure shall not be performed.

If the N_Port of a channel receives an FLOGI ELS*¢ommand before it is able to send an FLOGI ELS
command, or if the response to the FLOGI ELS.c¢émmand indicates that the channel is not attachgd
to a| Fabric, then the N_Port of the channel shall proceed with N_Port login instead of F_Port login

7.3R.2 Channel N_Port login

7.3R.2.1 Channel N_Port login‘gverview

Aftgr the N_Port of a channelNinhcluding a channel providing CTC connection) has logged in with the
Fabyric, or if the attemptedifabric login has revealed that the N_Port of the channel is directly attachgd
to another N_Port, the'N,*Port of the channel shall perform N_Port login. When performing N_Port |o-
gin,|Class 2 service(shall be used, and support for the following features shall be indicated:

Classes 2and 3, and

continuously increasing relative offset for solicited data information category.

73")")") Channal N D
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If the N_Port of the channel is directly attached to another N_Port, the N_Port of the channel shall per-
form login only with the attached N_Port. If no errors occur during N_Port login, and if support for Class
2, Class 3, and continuously increasing relative offset for solicited data information category is indicat-
ed, then the channel considers N_Port login successful, and further steps in the initialization process
shall be performed. If errors occur, if support for Class 2 and Class 3 is not indicated, or if support for
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continuously increasing relative offset for solicited data information category is not indicated, then the
channel considers N_Port login unsuccessful, and further steps in the initialization process shall not
be performed.

7.3.2.2.3 Channel N_Port login: fabric configurations

If the N_Port of a channel is attached to a Fabric, then after F_Port login is complete, the N_Port of
the channel shall initiate N_Port login with the N_Ports of each control unit which is configured to the
channel, with each channel which supports CTC connection which is configured to the channel, with
the management server, and with the fabric controller as required in further steps in the initialization
process. When an initialization procedure requires communication with an N_Port with which the
N_Port of the channel is not logged in, then the N_Port of the channel shall initiate N_Port login with
that N_Port before performing the procedure, The channel also performs N_Port login with g control

unit if it receives a PLOGI ELS from a control unit.

If no errors occur during N_Port login, if support for Class 2 and Class 3 is indicated, and (for the case
of login with a control unit or with a channel which supports CTC connection) if suppart for continuously
increasing relative offset for solicited data information category is indicated, then‘the channel shall
consider N_Port login successful with respect to the N_Port, and further stepsqin the initialization pro-
cess with respect to that N_Port shall be performed; otherwise, the channel shall consider N_Pprt login
with that N_Port unsuccessful, and further steps in the initialization progess with respect to anN_Port
shall not be performed.

7.3.3 Channel Node-ldentifier acquisition

The channel node-identifier-acquisition procedure provides the channel a means by which the channel
shall acquire the neighboring-node identifier. The neighboring-node identifier refers to the identifica-
tion of the node attached to the other end of the link/The N_Port of a channel, including the N| Port of
a channel providing CTC connection, shall attempf_to*acquire the neighboring-node identifier hy send-
ing a RNID ELS command as soon as the channel has completed login with the neighboring node.
(For additional information on obtaining a neighboring-node identifier, see 6.3.7.) When the recipient
of the RNID ELS command is able to provide node-identification data of type SB-2, it shall respond
with the node-identifier and a flag indicating the validity of the node-identifier. The preferred implemen-
tation is for the neighboring node to immediately return a valid node-identifier.

If, an LS_RJT is received in response to the RNID ELS command, or if errors occur which preyent the
N_Port of the channel from sénding the RNID ELS request or receiving the requested node-identifier,
the channel shall considernode-identifier acquisition of its neighbor unsuccessful. See FC-PH, refer-
ence [1], for informationton LS_RJT.

The channel shall*continue the initialization process even if the attempt to acquire the node-iflentifier
of its neighbor{was unsuccessful. The lack of success in acquiring a valid and current node-iflentifier
shall not previent the establishment of logical paths or the execution of link-level and device-leyel func-
tions. The/retry attempt to acquire the node-identifier may be deferred for a link error, or an FC-PH
busy erreject indication.

A-Channel that checks the node-descriptor flag field shall perform the following actions.

a) When the node-ID-validity code is zero, the channel shall establish the received 32-byte node
descriptor as the node descriptor of its neighbor, and channel node-identifier acquisition is
complete.

b) When the node-ID-validity code is not zero, the channel shall either
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1) Check the existing node-descriptor node-ID-validity code if it had previously established the
node descriptor of its neighbor and, if valid and not current, maintain the existing 32-byte
node descriptor with an indication that the node-identifier is not current, or maintain an indi-

cation that the node descriptor of its neighbor is not valid, or

2) Not check the existing node-descriptor node-ID-validity code and maintain an indication that

the node descriptor of its neighbor is not valid.

See note 1 for additional information.

When the node-ID-validity code is not zero, the channel shall retry channel node-identifier acquisition
until a valid node descriptor is acquired. If there is reason to suspect that subsequent retries may not

be successful, the node-identification procedure shall be suspended. If the channel has to provi

e

node descriptors in a function such as link-incident reporting prior to acquisition of a valid and cufre
nodg descriptor, the channel shall send the node descriptor of its neighbor with a node-ID-validity.co
of 1jor 2, as appropriate.

NPTE 1 When a channel checks the node-descriptor flag field and recognizes that the hode-ID-valid
code is not zero, the preferred implementation is option b1).

should consider the neighboring-node identifier as not current. This requirement ‘applies for all conditio
except for powering off or initial machine loading (IML), in which case, the channel may discard the neig
boring-node identifier.

7.3/ Channel state-change registration

The channel state-change-registration procedure enables the N Port of a control unit or channel sy
porfing CTC connection (in a point-to-point configuration);~or. the fabric controller (in a fabric config
ratign) to send registered-state-change notifications to the*N_Port of a channel. (See 6.3.5.)

If the N_Port of a channel, including a channel supporting CTC connection, is directly attached to 3

othgr N_Port, the N_Port of the channel shall register for state-change natification by sending the S¢

command, see 6.3.6. After.accepting the SCR ELS command, the fabric controller sends
N ELS command to the N—Port of the channel when other N_Ports have potentially changed th

The channel link-incident-record-registration procedure enables control units which are not emulat
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6.3.10 for additional information on the RLIR ELS and the LIRR ELSs.) The channel is not required
perform link-incident record registration with other channels providing CTC connection.

hd
to

The N_Port of a channel shall perform the link-incident-record-registration procedure by sending the

LIRR ELS command as soon as it has completed the channel state-change-registration procedure

f

the N_Port of a channel is directly attached to a control unit which is not an emulated control unit, the
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LIRR ELS command shall be sent to the N_Port of the control unit. If the N_Port of the channel is at-
tached to a Fabric, the LIRR ELS command shall be sent to the management server. In addition for a
fabric configuration, link-incident-record registration shall be performed with each control unit with
which the channel completes the N_Port login procedure; however, link-incident record registration is
not required to be performed with other channels providing CTC connection.

If the N_Port of a channel receives an accept response to the LIRR ELS command, the channel shall
consider link-incident-record registration successful with respect to the N_Port to which the request
was sent, and the channel shall continue with further steps in the initialization process with respect to
that N_Port. If an LS_RJT is received in response to the LIRR command, or if errors occur which pre-
vent the N_Port of a channel from sending the LIRR ELS command to an N_Port or receiving an ac-
cept response, the channel shall consider link-incident-record registration unsuccessful with respect

to the N Port, and the channel shall continue the initialization process even though link-incident-
record registration with the N_Port was unsuccessful. When the channel considers link-incident record
registration unsuccessful, it is allowed to register for another type of link incident record, erfor jommon
link-incident records.

7.3.6 Channel Logical-Path establishment

The last initialization procedure performed at the channel is the establishment-ef logical paths hetween
the channel images sharing the N_Port and the control-unit images configured to the channel |mages.
The channel logical-path-establishment procedure creates, at the channel, the information necessary
for a particular channel image to communicate with a particular centrol-unit image to perform I/O op-
erations.

The channel shall initiate the establishment of the logical path by sending an ELP IU. If the conjtrol unit
is able to form a logical path between the channel image‘and control-unit image, it shall respgnd with
the LPE IU indicating that the request is accepted and.the logical path has been established; other-
wise, it shall indicate that the logical path is not established and the reason why. When the logifcal path
is established, the channel shall then allow devi¢e-level communication on that logical path hetween
the specified channel image and control-unit image. (See 6.4.2.)

The channel shall consider the logical path'to be established upon receiving an error-free LPE|IU from
the control unit. When the channel considers the logical path to be established, the channel shall con-
sider the initialization process to be complete for the combination of that channel image and |control-
unitimage. When the logical pathis established, the N_Ports at each end of the physical path,|and the
device-level facilities associated with those N_Ports shall be considered operational and havg the ca-
pability of performing theirrespective functions. (See Clause 8 for information about IUs contaiping de-
vice-level information.)

A logical path shallyno longer be usable for the exchange of IUs when either end of the path np longer
considers the (ogical path to be established. A channel shall consider a logical path to be n¢ longer
established.when either of the following events occurs.

— The' channel sends a RLP request to the control unit, and an error-free LPR responge is re-
turned. (See 6.4.3.)
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When a logical path is not established, the channel shall not perform device-level functions and pro-
tocols with respect to the corresponding control-unit image.
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When the channel is initialized, one or more attempts to establish a logical path with each control-unit
image in the channel-path configuration shall be made. The number of times beyond one that the
channel attempts to establish the logical path for a control-unit image during initialization is model de-
pendent.

A logical path may be removed by a control unit because of an SB-2 link failure, a logical path time-
out error, an SB-2 offline condition, or a condition internal to the control unit; when this occurs, it may
be asynchronous to the activity of the channel. (See 11.2.) If the control unit is not actively communi-
cating with the channel image, the channel may not be immediately aware of the loss of the logical
path. When the channel image later attempts to perform a device-level function using the logical path,
abnormal conditions which affect the initialization of the channel are encountered. (See 11.2.8.)

Durjng the initiation of a device-level function for a device or control unit, if the channel determines that
a lopical path, which it considers to exist, is to be removed, then the channel shall consider the dévice
or cpntrol unit not operational with respect to the logical path and shall terminate the device-leyvelfunc-
tion|on this logical path. The channel shall also recognize a not-operational condition for alf other de-
vicgs for which an I/O operation was active or disconnected with respect to that logical path. All otHer
devjces associated with the logical path that is removed shall not be affected.

Dur|ng the initiation of a device-level function for a device or control unit, if the channel determines that
the |ogical path was previously not established, the channel shall attempt, by means of the initializatipn
progess, to establish the logical path before performing the device-level function. If the logical path|is
sucgessfully established, the channel shall proceed to attempt to initiate the device-level function if the
devjce-level function is still pending. If the initialization process is terminated during the initiation of the
device-level function, the logical path shall remain not establishedZand the channel shall consider the
dev]ce or control unit to be not operational with respect to that logical path.

7.4| Initialization process for a control unit
7.4l Control unitinitialization overview

Forla control unit, the initialization process consists of the following procedures: link initialization, cgn-
trol unit login, control unit node-identifier acquisition, control unit state-change registration, and contfol
unit{logical-path establishment.

7.4 Control-unit login

The N_Port of a control unit shalkattempt to perform control-unit login following the completion of link-
initiglization. Control-unit login-consists of two steps: F_Port login and N_Port login. For a descriptipn
of H Port and N_Port login protocol, see FC-PH, reference [1], clause 23.

7.4pR.1 Control unit F_Port login

Except in the_¢ase of an emulated control unit in which F_Port login is performed by the channel, the
N_PRort of a‘control unit shall initiate control-unit login by sending an FLOGI ELS command w|th
S_ID=hex’00 00 00’ and D_ID=hex'FF FF FE'. The command shall be sent using Class 2 service, apd
suppottfor Class 2 and Class 3 shall be indicated in the service parameters. If the N_Port of the contfol
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N_Port ID. (Annex A describes an address assignment scheme which allows the use of simplified
configuration record formats.) If an accept response is received, and if support for sequential delivery
and Classes 2 and 3 service is indicated, then the control unit shall proceed with further steps in the
initialization procedure. If errors prevent the successful receipt of an accept response, or if the service
parameters of the response do not indicate support for sequential delivery and Classes 2 and 3 ser-
vice, further steps in the initialization procedure shall not be performed.



https://iecnorm.com/api/?name=534f80d444eecf3eceec6555d8d542db

14165-222 © ISO/IEC:2005(E) 67

If the N_Port of a control unit receives an FLOGI ELS command before it is able to send an FLOGI
ELS command, or if the response to the FLOGI ELS command indicates that the N_Port of a control
unit is not attached to a Fabric, then the control unit shall proceed with N_Port login instead of F_Port
login.

7.4.2.2 Control unit N_Port login

7.4.2.2.1 Control unit N_Port login overview

After the N_Port of the control unit has logged in with the Fabric, or if fabric login has indicated that the
N_Port of the control unit is directly attached to another N_Port, the control unit shall perform N_Port
login. When performing N_Port login, Class 2 service shall be used and support for the following fea-
tures shall be indicated:

— Classes 2 and 3, and
— continuously increasing relative offset for solicited data information category;
7.4.2.2.2 Control unit N_Port login: point-to-point configurations

If the N_Port of the control unit is directly attached to another N_Port, the' N_Port of the corftrol unit
shall perform login with the attached N_Port; however, for the case’of an emulated control Winit, the
N_Port of the channel is the same as the N_Port of the control unity ahd N_Port login is not repeated
on behalf of the N_Port of the emulated control unit. If no errors-eccur during N_Port login, anf if sup-
port for Class 2, Class 3, and continuously increasing relative-gffset for solicited data information cat-
egory is indicated, then the control unit considers N_Port login successful, and further steps in the
initialization process shall be performed. If errors occur, if'support for Classes 2 and 3 is not inflicated,
or if support for continuously increasing relative offset\for solicited data information category i not in-
dicated, then control-unit login is regarded as unsuccessful, and further steps in the initialization pro-
cess shall not be performed.

7.4.2.2.3 Control unit N_Port login: fabri¢’configurations

If the N_Port of the control unit is attached to a Fabric, then after F_Port login is complete, thgg N_Port
of the control unit shall initiate N_Port login with the management server and fabric controllgr as re-
quired in further steps in the initialization process. (See 7.4.3 and 7.4.4.) When an initialization proce-
dure requires communicationiwith an N_Port with which the control unit is not logged in, the N| Port of
the control unit shall initiate’ N_Port login with that N_Port before performing the procedure. The
N_Port of a control unit'also initiates N_Port login with a channel when the control unit has neceived
initiative to send a TIN to that channel but the N_Port of the control unit is not logged in with thg N_Port
of the channel. (See 6.4.7.) In all other cases, the control unit performs N_Port login only upor) receiv-
ing a PLOGI ELS request.

If no errors-eccur during N_Port login, if support for both Class 2 and Class 3 is indicated, and| (for the
case eflagin with the N_Port of a channel) if support for continuously increasing relative offset for so-
licitedhdata information category is indicated, then the control unit shall consider N_Port login success-
ful with respect to that N_Port, and further steps in the initialization process with respect to tha{ N_Port
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further steps in the initialization process with respect to that N_Port shall not be performed.
7.4.3 Control unit node-identifier acquisition

The control unit node-identifier-acquisition procedure provides a means by which the control unit shall
acquire the neighboring-node identifier. Except in the case of an emulated control unit where node-
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identifier acquisition is done by the channel, the N_Port of a control unit shall attempt to acquire the
neighboring-node identifier by sending an RNID ELS command as soon as it has completed login with
the N_Port of the neighboring node. (See 6.3.7 for additional information about the RNID ELS.)

When the recipient of the RNID ELS command is able to provide node-identification data of type SB-2,
it shall respond with the node-identifier and a flag indicating the validity of the node-identifier. The pre-
ferred implementation is for the neighboring node to immediately return a valid node-identifier.

If an LS_RJT is received in response to the RNID ELS, or if errors occur which prevent the control unit
from sending the RNID ELS request or receiving a reply containing the requested node-identifier, the
control unit shall consider node-identifier acquisition of its neighbor unsuccessful.

The _control unit shall continue the initialization process even if the attempt to acquire the node-identi-
fier was unsuccessful. The lack of success in acquiring a valid and current node-identifier shall not pite-
venf the establishment of logical paths or the execution of link-level and device-level functions.

A control unit that checks the node-descriptor flag field shall perform the following actions:

a) When the node-ID-validity code is zero, the control unit shall establish the\received 32-byte
node descriptor as the node descriptor of its neighbor, and control unit node-identifier acquipi-
tion is complete.

b) When the node-ID-validity code is not zero, the control unit shall gither:

1) Check the existing node-descriptor node-ID-validity codeifjit had previously established the
node descriptor of its neighbor, and, if valid and not ¢urrent, maintain the existing 32-byte
node descriptor with an indication that the node-identifier is not current, or maintain an ingdi-
cation that the node descriptor of its neighbor isnot valid, or

2) Not check the existing node-descriptor node<iD-validity code and maintain an indication that
the node descriptor of its neighbor is not Vafid.

See note 1 for additional information.

When the node-ID-validity code is not zero, the control unit shall retry control unit node-identifier gc-
quigition until a valid node descriptor.iS)acquired. If there is reason to suspect that subsequent retries
may not be successful, the node-identification procedure shall be suspended. If the control unit has|to
proyide node descriptors in a function such as link-incident reporting prior to acquisition of a valid apd
curfient node descriptor, the centrol unit shall send the node descriptor of its neighbor with a node-IpD-
valiglity code of 1 or 2, as‘appropriate.

NDTE 1  When & control unit checks the node-descriptor flag field and recognizes that the node-ID-validity
code is not zero,.the preferred implementation is option b1l).

NDTE 2 When the response to the RNID ELS request contains a value of 2 in the Node-ID-validity field, the
controhumnit should not resend the RNID ELS request so frequently that the frame exchanges seriously de-
grade'the execution of other operations on the link.

NDTE3  When a condition occurs that affects the validity of the neighboring-node identifier, the control ynit
Should consider the neighboring-node Identiier as not current. This requirement apples for all condiions
except for powering off or initial machine loading (IML), in which case, the control unit may discard the
neighboring-node identifier.

NOTE 4 In a preferred implementation involving a Fabric, the Management Server attempts to acquire the
node-identifiers of each N_Port which has acquired a node-identifier from the Management Server.
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7.4.4 Control unit State-Change registration

The control unit state-change-registration procedure enables the N_Port of a channel (in a point-to-
point configuration) or a fabric controller (in a fabric configuration) to send registered state change no-

tifications to the control unit. (See 6.3.5.)

If the N_Port of a control unit is attached to another N_Port, the N_Port of the control unit shall
for state-change notification by sending the SCR ELS command to the other N_Port exceptin t
of an emulated control unit where state-change registration is performed by the channel, orin t

register
he case
he case

in which the control unit is already registered to receive state-change notifications. If the N_Port of the
control unit is attached to a Fabric, the N_Port of the control unit shall register for state-change notifi-
cations by sending an SCR ELS command to the fabric controller, except in the case of an emulated

control unit, where state change reqistration is done by the channel, or in the case in which th

control

unit is already registered to receive state-change notifications. For additional information of-t
ELS command, see 6.3.6. After the SCR ELS command is accepted, RSCN ELS commands

to the N_Port of the control unit when other N_Ports have potentially changed their states. W
accept response to the SCR ELS command is received, the control unit shall consider state
registration successful, and all IUs containing link-level information which are allowed for a corj
may be sent. If errors occur which prevent the sending the SCR ELS command-or receiving ai
response, the control unit shall consider state-change registration unsuccessful and shall not

with further steps in the initialization process.

7.4.5 Control unit logical-path establishment

The control unit shall attempt to establish a logical path when’aslink-control IU containing a red
the establishment of a logical path between a specified channel image and control-unit imag
ceived. The control-unit-logical-path-establishment procedure consists of either accepting or

the requested logical path. If the control unit is able te-accept the specified logical path, it shall

with a link-control IU containing an indication that’the request is accepted and the logical p
been established; otherwise, it shall indicate that the logical path is not accepted. When thg
path is established, the control unit shall then.allow device-level communication on that logi
between the channel image and control-unitiimage. (See 6.4.2.)
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The control unit shall consider the logical path to be established upon sending the logical-path-estab-

lished response without errors. When the control unit considers the logical path to be establis
control unit shall consider the initialization process to be complete for the combination of that
image and that control-unit imdage.

A logical path shall no lenger be usable for the exchange of IUs containing device-level infg
when either end of the path no longer considers the logical path to be established. A control u
consider a logical path to be no longer established when any of the following events occurs.

— A remqove-logical-path request is received, and an error-free response is returned indica
ical‘path removed. (See 6.4.3.)

< The control unit detects an error for which the recovery action includes removing thg

ned, the
channel

rmation
nit shall

ing log-

logical

path. (See 11.2.)

— The control unit is powered off.
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When a logical path is not established, the control unit shall not perform device-level functions and
protocols with respect to the logical path.

NOTE A logical path may be lost and reestablished without the recognition of an error condition. When a log-
ical path is not established, the equivalent of a system reset occurs with respect to that logical path. This
reset without the recognition of an error condition is acceptable only because there is an explicit require-
ment for all SB-2-1/0O-interface devices to provide reset-event notification. (See 9.4.) If a logical path is re-
moved, either the program is aware of the reset or the device reports that a reset has occurred. The report
occurs only if the logical path is reestablished and an 1/0 operation is initiated to the device on the logical
path.
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8 SB-2 Information units

8.1 SB-2 Information unit overview

FC-SB-2 is based upon the FC-4 Information Unit construct described in FC-PH, reference [1].
Information associated with the execution of an I/O operation and the operation of a device is trans-
ferred between the channel and control unit as Information Units. SB-2 Information Units (IUs) contain
SB-2 device-level commands, status, data, or control information or SB-2 link-level control information.

All SB-2 IUs are sent as FC-4 device-data frames, FC-PH routing control bits set to ‘0000’b.

There are five basic SB-2 IU types that correspond to five of the FC-PH information categories. They
are: the unsolicited-command [U, the solicited-data IU, the unsolicited-data IU, the solicited-control IU,

and the unsolicited-control IU. For brevity these IUs may be referred to as the command 1J; fata 1U,
and control IU in the remainder of this document.

8.2 Rules for sending SB-2 IUs
8.2.1 Overview of rules for sending SB-2 information units

This subclause defines the information category a channel or control unit uses when it sends an SB-2
IU, and the placement of the IU within an exchange. All of the allowed information categoiies and
placements within an exchange of SB-2 IUs are summarized in Table 6'and Table 7. When a particular
IU is sent, however, its information category and its placement within an exchange may depeng on the
conditions under which the U is sent. For those cases in which-sudch a dependency exists, rules define
the conditions under which an information category is used-and the conditions under which the U
starts or ends an exchange. Rules for IUs which contain‘device-level information are given following
the tables. Rules for IUs which contain link-level infornjation are given in 6.4. Rules for control|IUs are
givenin 8.11.

Table 6 — Characteristics of IUs sent by a channel

Information
DIB type F, M, or L category
Command ForM Unsolicited command
Commanéd-Data ForM Unsolicited command
Data M Solicited data
Control F Unsolicited control
Control ForMorL or FxL Solicited control
Link-Control (request) F Unsolicited control
Link-Control (response) FxL or L Solicited control
F: IU opens an exchange but does not close it
M: IU is neither first nor last IU of an exchange
L: IU closes a pre-existing exchange
FxL IU opens and closes an exchange



https://iecnorm.com/api/?name=534f80d444eecf3eceec6555d8d542db

8.2,

O

72 14165-222 © ISO/IEC:2005(E)

Table 7 — Characteristics of IlUs Sent by a Control Unit

P Rules for device-level functions

Information
DIB Type F,M, or L Category
Data M Solicited data
Control ForMorL or FxL Solicited control
Status ForMorL or FxL Solicited data
Status E Unsolicited data
Link-Control (request) F Unsolicited control
Link-Control (response) FxL or L Solicited control
F IU opens an exchange but does not close it
M: IU is neither first nor last IU of an exchange
L IU closes a pre-existing exchange
FxL: IU opens and closes an exchange

A channel shall send an IU containing a command or.command-data DIB in an unsolicitpd
command IU as the first or middle sequence of an exchange, depending on whether there is ain
exchange already open for that device. The exchange shall be left open.

A status DIB shall be sent as an initiation 1U tinless sent for a specific device when an inbouhd
exchange already exists for that device.

Status shall be sent as an informatiofi-category solicited data if sent on an existing exchange|or
if sent as an initiation 1U in direct response to an initiation IU from the channel. The data IU cgn-
taining the status DIB shall clese the inbound exchange unless one of the following conditiops
applies.

All of the conditions fer chaining are satisfied and device-end status is included in the status
DIB.

The status is sent in response to a control 1U.
The status is sent as a result of receiving an early end indication.

Supplemental status is included in the status DIB.
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to one shall be regarded as sent in response to the selective-reset IU (a control IU), and the in-
bound exchange shall be left open.

d) Status shall be sent as an information category unsolicited data if it is sent as an initiation 1U

and is not a direct response to an initiation U from the channel. The inbound exchange shall be
left open.
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e) A control unit shall not send a status DIB for any specific device, on the same logical path, on
more than one exchange at the same time.

f) If a channel sends an initiation IU containing a device-level control function or a command to a
device on a logical path and simultaneously a control unit sends an initiation IU as information
category unsolicited data containing status for the same device on the same logical path, then
the control unit shall send a response to the initiation IU using the existing inbound exchange
with an IU which contains the same token as the initiation IU from the channel. (See 8.5.5.) The
channel shall discard the initiation 1U from the control unit and shall wait for another IU on the
inbound exchange from the same device which contains a response to its initiation 1U.

8.3 SB-2 IU structure

All SB-2 IUs contain an 8-byte SB-2 header followed by an 8-byte IU header. Immediately-fpllowing
the IU header is a field referred to as “the device-information block (DIB).” A DIB shall centair} a mini-
mum of 16 bytes; consisting of a 12 byte DIB header followed by four bytes of longitudinal-redyndancy
check (LRC). (See 8.6.3.) For certain DIB types, a variable length DIB data field may immediately fol-
low the LRC. The maximum length of the DIB data field shall be 8160 bytes. Six different DIB types
are defined; they are: the data DIB, command DIB, status DIB, control DIB, cammand-data DIB, and
link control DIB. The type and structure of the DIB is determined by bits in the information unit ifentifier
(1UI) field of the IU header. (See 8.5.2.)

The structures of SB-2 IUs are shown in Figure 12.
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SB-2 general IU payload structure

SB-2 U DIB LRC DIB data
header | header | header
(8 (8 (12) 4) (0 -8160)

SB-2 unsolicited command U with command DIB

SB-2 U Command | LRC
header | header | header

®) (8) (12) 4)

SB-2 unsolicited command IU with command-data DIB

SB-2 U Command | LRC Data PAD | CRC
header | header | header
(8) (8) (12) (4) (0 - 8160) (0-3y (0/4)

SB-2 solicited data IU with data DIB

SB-2 U Data LRC Data PAD | CRC
header | header | header
(8) (8) (12) 4) (0 - 8160) (0-3) (0/4)

SB-2 solicited/unsolicited data IU with status DIB

SB-2 U Status | LRC Supplemental status PAD | CRC
header | header | header
(8) (8) 12) 4) (0-32) (0-3) (0/4)

SB-2 solicited/unsolicited controlMU with control DIB

SB-2 U Control LRC
header | header | header

(8) € (12) (4)

SB-2 solicited/unsolicited control U with link control DIB

SB-2 U Link LRC Link payload PAD | CRC
headér- header | header

®) 8) (12) 4) (0 - 8 156) (0-3)  (0/4)
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8.4 SB-2 header

8.4.1 SB-2 header format

The SB-2 header provides the FC-4 addressing information needed to identify the logical path
device for the exchange. Figure 13 shows the SB-2 header format.

0 Reserved CH image ID Reserved CU image ID

1 Device address Reserved
0 16 31

and the

Figure 13 — SB-2 header
Bits 0-7 and 16-23 of word 0 and bits 16-31 of word 1 shall be reserved.
8.4.2 Channel image ID
Bits 8-15 of word 0 contain the 8-bit ID of the channel image. For all IUs except a control IU co
a link-control DIB the channel image ID specified shall correspond to ajlogical path previousl

ized by the establish-logical-path procedure; otherwise a logical-path-not-established error
recognized. For a link-control DIB, the channel-image ID shall be meaningful for the following |

ntaining
y initial-
shall be
nk-con-

trol functions: establish-logical path (ELP), logical-path established*(LPE), remove-logical path (RLP),

logical-path removed (LPR), test-initialization (TIN), test-initialization result (TIR), link-lev{
(LRJ), and link-level busy (LBY). For the LACK link-controlfunction the channel-image ID sha|
to zero by the sender and ignored by the recipient.

8.4.3 Control-unit image ID

Bits 24-31 of word 0 contain the 8-bit ID of thé.control-unit image. For all IlUs except a control

| reject
|l be set

IU con-

taining a link-control DIB, the control-unit im@age 1D specified shall correspond to a logical path previ-

ously initialized by the establish-logical-path procedure; otherwise a logical-path-not-establish
shall be recognized. For a link-contrelDIB, the control-unit image ID shall be meaningful only

ed error
for the

following link-control functions: establish-logical path (ELP), logical-path established (LPE), lemove-

logical path (RLP), logical-path temoved (LPR), test initialization (TIN), test initialization resuy
link-level reject (LRJ), and link-level busy (LBY). For the LACK link-control function the control
age ID shall be set to zereby the sender and ignored by the recipient.

8.4.4 Device address

When the AS bibin the IU header is set to one, bits 0-15 of word 1 shall contain the addres
device for which this exchange is being initiated. The device address specified shall corresp
device configured to the control-unit image specified by the control-unit image ID; otherwise
dress-exeeption condition shall be recognized.

Bits0-7 of the device address shall be set to zeros by the source of an IU. If bits 0-7 of thq
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ognized. When the AS bit is set to zero, the 16-bit device-address field shall be set to zero by the send-

er of the IU and is ignored by the recipient of the 1U.

Only one device address shall be used during a single connection. Once a device address has been
identified for a connection, the use of a different device address during this same connection shall re-

sult in a device-level protocol error being recognized.
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If a control unit receives an IU with the AS bit set to one and a device address of a not-ready device,
it shall either perform the specified function and provide the appropriate response, if any, or, when the
specified function requires a ready device, generate unit-check status; the sense data associated with
the unit check shall indicate intervention required. If a control unit receives an 1U with the AS bit set to
one and the device address of an uninstalled device, it shall generate either an address-exception
condition or, optionally, unit-check status. (See 8.11.2.10.)

The manner in which device addresses are assigned is model dependent.
8.5 IU header

8.5.1 IU header format

Theg information unit (IU) header is eight bytes which immediately follow every SB-2 header and pfe-
cedps the DIB header. The IU header, shown in Figure 14, provides SB-2 control flags and neeessary
infofmation in order to associate an IU to a specific CCW.

0 UI DH flags CCW number

1 Reserved Token
0 16 31

Figure 14 — IU header
The IU header consists of five fields, the information-unit identifier (U1 field, device header (DH) flags
field, CCW number field, a reserved field, and the token field. Byte 0 of word 1 shall be reserved ahd
set [o zero by the sender and ignored by the recipient.
8.5 Information-unit identifier

8.5p.1 Information-unit identifier format

Byté 0 of word 0 of the IU header is the inférmation-unit identifier (IUI). The IU type and the functions

that|affect field formats and interpretation,are identified by bits in the 1UI, which have the format shoyvn
in Hgure 15.

0 0 0 AS | ES | T3 | T2 | T1
0 1 2 3 4 5 6 7

Figure 15 — IU identifier

Bits| 0-2 of thedUt'shall be reserved and are set to zeros by the sender for all IU types and ignored py
the frecipient:

8.5.R2.27Address specific (AS)

The AS bit, bit 3 of the 1UI, when set to one, shall indicate that the IU is associated with the specific
device identified by the device-address field of the SB-2 header. When the AS bit is set to zero, the IU
shall not be associated with a specific device, and the device address shall not be used.

For a data IU containing a data DIB or command IU, the AS bit shall be set to one; otherwise, a device-
level protocol error shall be detected.
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For a data IU containing a status DIB, the AS bit may be set to either one or zero, depending on wheth-

er the status is associated with the device or the control unit. (See Table 18.)

For a control 1U, the AS bit may be either one or zero, depending on the particular control function.

(See 8.11, Table 18, and 6.4.)
8.5.2.3 Supplemental status (ES)

The ES bit, bit 4 of the 1UI, may be set to either one or zero. The meaning of the bit when se
depends on the IU type.

t to one

For a data IU containing a data DIB or a command IU the ES bit shall be set to zero by the sender and

iognored by the recipient

For a data IU containing a status DIB, the ES bit may be set to either one or zero. If the-ES bit is set

to one, supplemental status, sometimes referred to as extended status, shall be present in' the
mental status field. If the ES bit is set to zero, the length of the supplemental status-field shall
The ES bit may be set to one only when the status DIB contains unit check statds.

For a control IU specifying the status-accepted function, the ES bit may belset'to either one o
the ES bit is set to one, the channel shall be indicating that it has acceptéd the supplementa
that was presented along with the status byte. If the ES bit is set to zero in a status-accepteqg
is sent in response to a status DIB with the ES bit set to a one, it shall indicate that the status h
accepted, but the supplemental status has not been accepted.(See 9.1.5.2.) The ES bit sha]
to one in a status-accepted 1U only in direct response to statdswith the ES bit set to one. For
control functions, the ES bit shall be set to zero by the sender and ignored by the recipient.

8.5.2.4 DIB type (T3,T2,T1)

Bits 5-7 of the IUI define the type of DIB contained in the IU. The DIB type also determines th¢
of the DIB. Table 8 summarizes the setting of‘the T3-T1 bits.

Table'8 — DIB-type settings

supple-
be zero.

zero. If
|l status
IU that
s been
| be set
all other

p format

T3 | T2 | T1 DIB Type DIB Format
0 0 0 |Data Data
0 | 0 43 |Command Command header
0 1 0 |Status Flags, status, count, supplemental status
0 1 1 |[Control Control function and parameters
1 0 0 |Command- Command header and data
data
1| 0 | 1 [Linkcontrol Link-control functions
1 1 0 |Reserved
1 1 1 |Reserved

A data DIB shall be sent only in a data IU and shall be received by either the channel or control unit.
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A command DIB shall be sent only in a command IU and shall only be received by a control unit. If a
channel receives a command DIB, a device-level protocol error shall be detected.

A command-data DIB shall be sent only in a command IU and shall only be received by a control unit
If a channel receives a command-data DIB, a device-level protocol error shall be detected.

A status DIB shall be sent only in a data IU and shall only be received by the channel. If a control unit
receives a status DIB, a device-level protocol error shall be detected.

A control DIB shall be sent only in a control IU and shall be received by the channel or control unit.

A link-control DIB shall be sent only in a control IU and shall be received by the channel or control unit.

8.5.8 Device-header flags
8.5.8.1 Format of device-header flags

Byté¢ 1 of word O of the IU header is the device-header flags (DHF) field. The device-hgader flag bjts
are Jused individually or collectively to invoke certain SB-2 protocols to control the e€xecution of an IfO
opefation.

The format of the device-header flags field and the description of each of its flag bits follow. Bits 1,2(6,
and| 7 of the device-header flag field shall be reserved and are set to zeros by the sender and ignorgd
by the recipient. The format of the device-header flags field is shown-in, Figure 16.

E 0 0 CH | EE | CNP 0 0
1 2 3 4 5 6 7

Figure 16 — Devicée-header flags
8.58.2 End (E)

The E bit, bit 0, when set to one for either @;,command-data DIB or data DIB, shall be used to indicate
that|the data sent exactly satisfies the €CW count and that the CRC field is present in the DIB. Algo,
the [E bit, when set to one for a status_DIB, shall be used to indicate that the quantity of data sent py
the Ichannel with an early end indi¢ation exactly satisfied the record length. (See 8.5.3.4.) The CQW
nunpber and token in the IU headet, collectively and in a model dependent manner, identify the CQW
to which the E bit applies.

Forla data DIB, the E bitjmay be set to either one or zero. If the E bit is set to one, the CRC field shall
be gresent in the data DIB and the total quantity of data sent for the CCW shall exactly satisfy the CQW
coupt. If the E bitis'set to zero, and the data sent for the CCW does not exactly satisfy the CCW coupt,
the presence of'the CRC field shall be determined by the EE bit.

Forla command-data DIB, the E bit may be set to either one or zero. If the E bit is set to one, the CRC
field shall’'be present in the command-data DIB and the data in the IU exactly shall satisfy the CQW

coukt I thao £ hit ic cat t0 2ara and tha Aata n thna command data NID Aonc nat Avacthy catichy the
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CCW count, the presence of the CRC field shall be determined by the EE bit.

If the DIB type being sent is a command DIB for a write operation and the CCW count is zero, the E
bit shall be set to one. If the DIB type being sent is a command DIB for a read operation, the E bit shall
be set to zero.
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For a status DIB, the E bit may be set to one or zero. The E bit shall be set to one for a status DIB to
indicate that for a write operation with an early end indication, the data received from the channel ex-
actly satisfied the record length; otherwise, the E bit shall be set to zero.

For a control DIB, the E bit shall be set to zero by the sender and ignored by the recipient. (See 8.11
and Table 18.)

For a link-control DIB, the E-bit may be set to one or zero. The E bit shall be set to one when a link
payload including the CRC field is present.

The presence of the CRC field does not mean that a valid CRC is provided. The CNP bit shall be
checked to determine if a valid CRC is provided in the CRC field.

8.5.3.3 Chaining (CH)

The CH bit, bit 3, when set to one, is used by the channel to signal its intention to chain,or to|confirm
that chaining is continuing.

For a data U, the CH bit shall be set to zero by the sender and is ignored by.the recipient.

For a command IU, the CH bit may be set to either one or zero. If the CH bit’is set to one, the cdmmand
IU shall be a command update as a result of either command chaining or data chaining and the DIB
shall contain information from the current CCW. Whether the command update is for data chgining or
command chaining shall be indicated by the DU bit in the command flag field. If the CH bit |s set to
zero, the command IU shall not be a command update. The CH-bit shall be set to zero in a cdmmand
IU initiating the channel program; otherwise, a device-level protocol error shall be detected. [The CH
bit shall be set to one in all remaining command IUs received during the execution of the channel pro-
gram; otherwise, a device-level protocol error shall be detected.

For a control IU from the channel, the CH bit may.be set to one only when the status-accepted function
is indicated either during command chaining and the status does not include device end or when the
status represents a retry request for an 1/0O-gperation and the status does not include device gnd. The
CH bit shall be set to one by the channel'when chaining is still indicated for the 1/0O operationjand set
to zero when chaining is not or no longer indicated for the 1/0 operation or when a retry request is not
accepted. For all control IUs specifying other than the status accepted function, the CH bit shall be set
to zero by the sender and ignoréd by the recipient.

8.5.3.4 Early End (EE)

The EE bit, bit 4, when ‘set to one for either the control-end function in a control DIB, a data OIB, or a
command-data DIB“shall be used to indicate that the quantity of data sent for the CCW indiqated by
the CCW numberis less than the CCW count specified for that CCW and for the data DIB apnd com-
mand-data.DIB, the CRC field is present. (See 8.11.2.3 for additional information.) If the EE bit is set
to zero, an-€arly end condition is not being indicated and the presence of the CRC field shall be de-
termined by the E bit.

When, for a write operation, the channel is able to send some, but not all, of the data specified for a

CCMWML tha EE hit chall ha catta ana for aithar tha command data NID Ay dAota NID ~antaininay the CRC
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field. The CRC field may be present either in the same DIB containing data or in a data DIB containing
no data immediately following the IU containing the last data bytes. If, for a CCW with a nonzero CCW
count, the channel is unable to send any data, the EE bit shall be set to one for a command-data DIB
which contains the CRC field. The CRC value sent shall be the initialized value of the CRC generator.
See 8.6.5 for additional information.
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When during data chaining the channel is unable to obtain the next CCW and perform the command
update, the EE bit shall be set to one in a control-end IU in order to indicate that an early end condition
was detected and the channel is unable to send or receive any more data for the current command.

When, for a read operation, the control unit is able to send some, but not all, of the data specified for
a CCW, the EE bit shall be set to one in the data DIB containing the CRC field. The CRC field may be
present either in the same DIB containing data or in a data DIB containing no data immediately follow-
ing the 1U containing the last data bytes.

Table 9 summarizes the use of the EE bit for CCWs with a nonzero CCW count:

Table 9 — EE-bit table

Number of CRC
Conditions Sent by Bytes sent DIB type EE | field
All write CCWs. CH <CCWcount| Command-| 1 | Yes

Some data sent data or data
All write CCWs CH 0 Bytes Command-4Vv1 | Yes

No data sent data
Data chain CCW - Read or write CH 0 Bytes Control 1 No
No command update sent
All read CCWs Cu <CCW count Data 1 | Yes
Some data sent

When an early end indication is received by a control unit,’status shall be returned at the completipn
of the operation for which the early end indication was:sent.

=3

When the Early End condition is recognized, the.€ontrol unit shall disregard detection of an incorreft-
length condition, if any, and shall depend on the'channel to make the decision to continue chaining|or
not.|(See 8.7.2.3 for additional information-oh an incorrect length condition.)

For|a status DIB in a data IU and coehtrol IU specifying a control function other than the control-epd
fungtion, the EE bit shall be set to\zero by the sender and ignored by the recipient.

The EE bit and the E bit shall'\aever be both set to one in the same U and if both are found set to ope
in ah U for which both are.meaningful, a device-level protocol error shall be recognized.

8.5.3.5 CRC not provided (CNP)

The CNP bit, bit'5; when set to one for a data, command-data, status or link-control DIB shall indicate
that| the value_contained in the CRC field is not valid, and that CRC checking for the data associatgd
with the €CRC field should not be performed. The CNP bit shall only have meaning when the CRC figld
is pfesent. (See 8.6.5.) When the CNP bit is set to zero, the CRC field shall contain a valid value, ahd

If tln h racaivar nronndac CDE chaolana and tha racansar'c calaylatad vyaliin dAonc nat ool tha rnnniu—\d
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value, an SB-2 CRC error shall be detected.

8.5.4 CCW number

The CCW number, bytes 2 and 3 of word 0, of the IU header contains a model-dependent 16-bit binary
value that is assigned by the channel to the CCW associated with the 1U being sent.
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A CCW number for a command IU initiating an 1/0O operation shall not be reused in a subsequent com-
mand 1U until the command which initiated the 1/0 operation is no longer retryable. (See 9.3.2.) ACCW
number for a command IU sent during data chaining and following a command IU initiating an 1/0O op-
eration shall not be reused in a subsequent command IU until the channel has recognized that the
CCW corresponding to this CCW number has been executed. This occurs when a data or control 1U
has been received indicating that execution of the channel program has progressed to a CCW con-
tained in a subsequently transferred command 1U. See 9.1.4.4 for additional information on data chain-

ing.

The CCW number uniquely identifies a CCW specifying a retryable command or a CCW not specifying
a command sent during data chaining which the channel has not yet recognized as executed.

] sha ontrol unit
to |dent|fy a CCW This value shaII be used in those IUs that do not specn‘y a specmc CCW-number.
All values other than hex’0000’ shall be valid for assignment by the channel to CCWs executed, When-
ever a value other than hex’0000’ is present in the CCW number field, a valid token shall Jalso be
present in the token field in word 1. (See 8.5.5.) If the channel receives an IU with the yvalue hgx’0000’
in the CCW number field and that IU is required to have a valid CCW number, a‘device-level protocol
error shall be recognized.

A control unit shall not check the CCW number.

Command IUs and data IUs containing a data DIB shall require.avalid CCW number. The ghannel
shall include the CCW number from the command IU in all data\lUs sent to satisfy the CC\V count
specified by the command IU, and the control unit shall include this CCW number in all data [Us sent
to satisfy the CCW count specified by the command I1U.

Some IUs do not pertain to a CCW, and therefore, do\hot require a valid CCW number. For example,
an unsolicited data IU containing a status DIB for@syhchronous status or a link control requept 1U.

When a disconnection occurs as a result of thé.acceptance of status by the channel, all CCW nqumbers
assigned to CCWs associated with the cennection being removed shall become void, and fais such
shall be available for re-use by the channel. If the control unit subsequently reconnects to pregent sta-
tus, a CCW number of hex’0000’ shall*be used. If a disconnection occurs as a result of an abnormal
condition and a system reset or selective reset is not performed, the CCW numbers being majntained
at the time of disconnection shalb be preserved. The CCW numbers shall be preserved at lepst until
the device-level recovery performed after the disconnection has completed and may remain |n effect
afterward, depending on-the-tesult of the recovery action.

The channel may indicate in a control IU the CCW number for which the control function is to|be per-
formed. When, forexample, the channel sends a selective reset control IU with the RO bit, RJ bit, or
RC bit set to ohe; a valid CCW number shall be required if the request is for a specific command; oth-
erwise, a CCW number of hex’0000’ shall be used.

Whenthe control function specified does not require a valid CCW number to be specified, the value
hex'0000’ shall be used. (See the individual control function descriptions for CCW number fequire-
rments.)

For a status DIB, a valid CCW number may or may not be required depending on the status being
presented. If the status DIB is for the presentation of channel-end status during an existing connection,
status in response to a command received in a command IU, or stacked or pending status with the
busy indication in response to a command U, the CCW number used shall be the CCW number from
the command IU. If the status DIB is for the presentation of device-end status after a disconnection,
the CCW number used shall be hex’0000'. If the status DIB is sent in direct response to a request-
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status IU that is used to retrieve stacked status, the CCW number from the request-status IU shall be
used. If the status DIB is in response to a channel initiated recovery procedure for a specific CCW
number, then the CCW number from the recovery request from the channel shall be used. If a control
unit sends retry status in an unsolicited data IU, the CCW number used shall be the CCW number from
the command IU that is to be retried. For all other cases where a status DIB is sent, a valid CCW num-
ber shall not be required and the value hex’0000’ shall be used.

8.5.5 Token

The token field, bytes 1-3 of word 1, of the IU header shall contain a 24-bit binary value that is provided
by the channel. The value hex’000000’ is not a valid token and shall be used only in those IUs that do
not require a valid token. All other values of the token are valid and may be used by the channel. The

The| token field shall contain a valid token, whenever the IU contains a valid CCW number. If the token
field contains a value of all zeros, the CCW number is meaningless, and shall be set te' all'zeros py
the pender and ignored by the receiver. When the token field contains a valid token, the) CCW numbher
field may or may not contain a valid CCW number, depending on other information.associated with the
U.

A control unit shall not check the token.

A valid token shall always be sent in a command IU and data U containing a data DIB. The contfol
unit{shall include the token from the command IU in all data IUs sentito-satisfy the CCW count specified
by the command IU. If the channel detects that a valid token is not present when it receives a ddta
DIB} a device-level protocol error shall be recognized.

A valid token shall be sent by the channel in an unsoliCited control IU. Examples are: system resgt,
cantel, and link control requests, ELP or TIN.

A solicited control 1U, sent by a control unit shall¢ontain the token from the 1U to which it is being sgnt
in r¢sponse. A solicited control IU, sent by a channel shall contain a valid token.

A valid token shall be sent in a solicited-data IU containing a status DIB. If the status DIB is for either
the |presentation of channel-end statts during an existing connection, status in response to a com-
mad received in a command IU, or-stacked or pending status with the busy indication in response|to
a command U, the token used:shall be the token from the command IU. Examples are: any status
conjaining channel-end status-and control unit busy status. If the channel receives a solicited data [U
with a status DIB with a token that is not expected, or a token of all zeros, a device-level protocol erfor
shall be recognized.

The invalid token (hex’000000’) shall be sent in an unsolicited data IU containing a status DIB wjth
asyhchronous‘status and in an unsolicited control IU sent by a control unit. Examples are: asynchfo-
nouk status.presentation and the link-control request, TIN.
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8.6 Device information block (DIB) structure
8.6.1 DIB structure overview

A DIB consists of a DIB header, LRC, and for some DIB types a DIB-data field. The DIB type

is iden-

tified by bits in the IU header. Figure 17 shows the DIB structure common to all DIB

types
DIB LRC DIB Data
header
(12) 4) 0-8160

Figure 17 — Basic DIB structure
8.6.2 DIB header
8.6.2.1 DIB header format
The DIB header is the first 12 bytes of every DIB type and immediately follows-the IU header. T

tents of the DIB header and the DIB data field are determined by the DIB*type. Figure 18 sh
basic DIB header structure common to all DIB types.

0 DIB Type Specifi¢

1 DIB Type Specific

2 Reserved IU Count DIB Data byte Count
0 7 15 31

Figure 18 —DIB header structure

The format and contents of the DIB header fields are described in other sections in this clau
following subclauses describe thosefiglds in a DIB that are common to more than one DIB ty

8.6.2.2 IU count

Byte 1 of word 2, of each~DIB header type shall contain the U count. The IU count is an 8-b
number that shall be included in every IU sent during an open exchange.

The IU count valte shall be initialized to hex’00’ when an exchange is opened and the first
The value of Zero shall be inserted in the IU count field of the DIB header for the sequence
open an exchiange. After each IU is sent on a given exchange, the IU count shall be advanced
and the rew value included in the IU count field of the next IU sent. When the 1U count reaches
and additional sequences are to be sent, the IU count shall be permitted to wrap and the ne
used.is hex'00’.
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the channel or control unit for that exchange.

ined by

If an IU is received with an IU count value that is not one greater than the IU count value received in
the previous IU received for a given exchange, or, if the previous IU count was hex'FF’ and the next
IU count received is not hex’00’, an IU count error shall be recognized and the 1U shall be discarded.
If an 1U is received that opens an exchange, it shall have an IU count value of zero, otherwise an U
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count error shall be recognized and the IU shall be discarded. When an IU is discarded because of an
IU count error, the recovery performed depends on the operation or function being performed. In some
cases a retry of the operation may be attempted and in other cases the operation or function may be
terminated without retry.

8.6.2.3 DIB data byte count

Bytes 2 and 3 of word 2, of the DIB header shall contain the DIB data byte count. The DIB data byte
count is a 16 bit binary number that represents the number of bytes of data contained in the DIB-data
field. Pad bytes and CRC shall not be included in the DIB data byte count. For a command DIB, the
DIB data byte count shall be set to zero by the channel, and ignored by the control unit.

For a status DIB, the DIB data byte count shall be valid only when the ES status flag bit is set to one.
When the ES bit is set to one, the DIB data byte count shall represent the number of bytes of supple-
mental status in the DIB data field. When the ES bit is set to zero, the DIB data byte countshall pe
igngred.

Forla link control DIB, the DIB data byte count shall be valid only when the TIR link-control function|is
inditated. The DIB data byte count shall represent the number of bytes of link payjoad in the DIB data
field.

Forla control DIB, the DIB data byte count field shall be set to zero by the'sender and ignored by the
receiver.

8.6.8 Longitudinal-Redundancy-Check field
The longitudinal-redundancy-check (LRC) field shall contain a‘\32-bit redundancy-check code, immnie-

diately following the DIB header in bytes 28 to 31 of the Ad\(See Figure 12.) LRC shall be provided
only on the bytes contained in the SB-2 header, IU header; and DIB header.

[1%

The sender of an IU shall generate LRC and include-the value calculated in the LRC field of that I[U.
Therecipient of an IU shall also generate LRC and-compare the value calculated to the LRC containgd
in the 1U. If the value of the LRC contained in‘the IU equals the value calculated by the recipient| a
valifl LRC shall be recognized; otherwise, @antinvalid LRC shall be recognized. If a valid LRC is recdg-
nizgd, the contents of the SB-2 header;JU header, and DIB header shall be considered valid; othér-
wis¢, the contents of these headers shall be considered invalid and an LRC error shall be recognized.

Sed Annex C for a description.efithe procedure and an example of the LRC calculation.
8.6.4 DIB data field
8.6..1 DIB data field format

The DIB Data field, if present, is a variable length field which contains either data, data and pad bytes,
data and a-CRC field, data and pad bytes and a CRC field, or just a CRC field. The quantity of dgta
contained in the DIB data field shall be indicated in the DIB data byte count field of the DIB header{ A

command DIB and a control DIB shall always be sent with a DIB data field of zero bytes. The maximym
nun bar of hvtoc that chall ha cant in tha NID AAta finld chall ha 091680 hhwitne Tha format nftha NID rl-ta
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field is shown in Figure 19.

DIB Data PAD | CRC

Figure 19 — DIB data field
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When the data field contains the maximum of 8160 bytes of data, the PAD field and CRC field shall
both contain 0 bytes. When the CRC field is present in the DIB, the maximum number of bytes in the
DIB data field and PAD shall be 8 156. All DIB data fields sent for a CCW shall contain 8160 bytes with
the possible exception of the last data DIB sent for the CCW. See 8.8 and 8.9 for additional informa-
tion.

8.6.4.2 Pad

Pad bytes, if present, are contained in the last word of the data field and shall be used to pad the data
field to the next word boundary.

For a command-data DIB or a data DIB, pad bytes shall be present only in the last IU containing data
that is sent for a CCW and then only when boundary alignment is necessary, For a command U with

a command-data DIB, pad bytes shall be present only if all of the data to be sent for the cutrept CCW
is included and word alignment is necessary. For a status DIB with supplemental status.andl a link-
control DIB with a link payload, pad bytes shall be present only if word alignment is nécessary.

The value used for a pad byte is model dependent.

Pad bytes, if present, shall be included in the generation of CRC but shall not'be included in the byte
count for the DIB-data field.

8.6.5 Cyclic-Redundancy-Check field

When CRC generation is provided by the sender, the cyclic-redundancy-check (CRC) fieldl, when
present in an U, shall contain a word-aligned 32-bit redundancy-check code, and the CNP bit shall be
set to zero. When CRC is not provided, the word-aligned-.CRC field shall contain a model-dependent
value, and the CNP bit shall be set to one. The requirethents for the presence and location of the CRC
field shall be the same, independent of whether GRC“generation is provided or not.

The CRC field may be present in a command-data DIB, data DIB, status DIB, and link control DIB. For
a command-data DIB and a data DIB, the CRC field shall be present only when either the E hit or the
EE bit in the device-header flags field is set to one. For a status DIB, the CRC field shall be [present
only when the supplemental status (ES) bit is set to one. For a link control DIB containing a l|nk pay-
load, the CRC field shall be present'and the E bit is set to one.

CRC shall be generated on data, supplemental status, and link payloads that are sent in the QIB-data
field of an IU. When data.is\sent, CRC shall be generated on the data associated with a CCW/{ If more
than one CCW is used te-transfer the data associated with a command (data chaining), CRC shall be
generated and sent'with the data for each CCW, that is, CRC generation shall not span the ¢lata as-
sociated with mare than one CCW. If it is possible to send the data associated with a CCW injone U,
then the CRC fon that data shall be sent as the last four bytes of the DIB of that IU. If it is not possible
to send the.data associated with a CCW in one 1U, then the CRC for that data shall be sent as|the last
four bytes‘ef the last data IU required. In some cases it may be necessary to send an IU with a DIB
containing only a DIB header and a CRC, as when either the remaining quantity of data for a [CCW to
be(sent exceeds 8 156 bytes but is less than or equal to 8160 bytes, or an early end condition occurs
and CRC is not included with the last data sent for the CCW.

When CRC generation is provided, the sender shall generate CRC on the data sent and insert the val-
ue calculated at the end of the last data DIB. When CRC checking is provided and the CNP bit is set
to zero, the recipient shall generate CRC on the data received and compare the value calculated to
the CRC contained in the IU. If the value of the CRC contained in the IU equals the value calculated
by the recipient, a valid CRC check shall be recognized; otherwise, an SB-2 CRC error shall be rec-
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ognized. If the receiver does not provide CRC checking or the CNP bit is set to one, the contents of
the CRC field shall be ignored.

Whenever some, but not all, of the data from a CCW is used (such as when a cancel is received during
an /0O operation), and CRC checking is provided, and the CNP bit is set to zero, that data shall be
verified by checking the CRC for the entire CCW.

The processing of CRC, in terms of generation and checking, shall follow the equations in Annex N of
FC-PH, reference [1]; however, the coefficients of the polynomial representing the DIB data field are
not chosen according to bit transmission order specified in Annex N. The coefficient of the highest or-
der term of F(x), which is the polynomial representing the DIB data field, shall represent the most-sig-
nificant bit of the DIB data field; lower-order coefficients of the polynomial F(x) correspond to less-
significant bits of the DIB data field in sequential order. The 32-bit CRC shall be the 32 coefficients of
the frame check sequence (FCS) polynomial in Annex N, equation (1). The most significant bit af-the
CRC shall be the coefficient of the highest order term of the FCS polynomial; sequentially less:signif-
icarjt bits shall be the coefficients of sequentially lower order terms of the FCS polynomial.‘The CRC
is transmitted on the link in the same bit-transmission order as all other words of the DIB, data fie|d.
Additional information may be found in appendix B of reference [6].

-
1

When optional CRC generation initialization is not being used, the initialized valueof the CRC gen¢
ator| shall be hexX’ FFFFFFFF'.

When optional CRC generation initialization is being used, the initializedvalue of the CRC generator
shall be set to the modulo 232 sum of the four 32-bit addends shown jn-Kigure 20. The most significdnt
bit gf the initialized value of the CRC generator shall correspond ta’the most significant bit of the sum.
(Seg note below.) The channel image ID, control unitimage ID,<S D, and D_ID are those being usgd
in the exchange on which the data is sent. For a command-data DIB, a data DIB, and a status DIB,
the device address is that being used on the exchange onavhich the data is sent and the CCW number
is that of the command IU for which the data is being s€ntFor a link-control DIB, the device address
and CCW number fields are set to zero.

0 hex'00’ CH Image 1D hex'00’ CU Image ID
1 hex'00’ S_ID
2 D_ID hex'00’
3 Device Address CCW Number
0 15 31

Figure 20 —Addends of the alternative initialized value of the CRC generator

The initialized value ‘of the CRC generator shall be represented by the coefficients of the polynomjal
“L(¥4)" in equatiohs (2) and (4), Annex N, FC-PH, reference [1]. When optional CRC generation initial-
izat|on is being used, the bits of the modulo 232 sum of the quantities in Figure 20 shall be used ps
coefficients.in the polynomial L(x). The most significant bit (bit 0) of the modulo 232 sum corresponfs
to theCogfficient of X31; lower order bits of the modulo 232 sum correspond to lower-order coefficierts

in tlr anabmanial 1 (6 racnactinaly
CRPOTy o =0 e SpeetveTy -

NOTE The preferred implementation is for CRC generation and checking to be provided. This provides end-
to-end protection for data at the FC-4 processing layer. Optional alternative CRC generation initialization
provides a higher level of protection by enabling the recipient of an IU to detect a larger percentage of pos-
sible errors caused by lost frames and possible errors caused by the association of incorrect header infor-
mation with a block of data.
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8.7 Command DIB structure
8.7.1 Command DIB overview

A command DIB shall be sent only in a command IU by the channel. It shall be used to transf

er infor-

mation associated with the current CCW to the control unit. At the beginning of an I/O operation, a
command IU containing a command DIB may be used to initiate an operation with a device. When data
chaining is performed for a read operation, a command IU containing a command DIB shall be used

to update the information held about the current command at the control unit.

Each command DIB shall contain a command header and LRC. The structure of the command
taining the command DIB is shown in Figure 12.

IU con-

8.7.2 Command header
8.7.2.1 Command header format

The command header shall be the first 12 bytes of either a command DIB or command-data [
command header shall contain both information from the current CCW and information supplig|
channel necessary for the current command to be executed. The commandieader describes
ecution of the 1/0O operation being initiated is to be performed and may alse‘specify how a sub
1/0 operation is to be performed.

The command header has the format shown in Figure 21.

IB. The
d by the
how ex-
sequent

0 CCW command CCW control flags CCW count

1 Reserved Command

flags

2 Reserved IU count Data byte count

0 7 15

Figure-21 — Command header

Bytes 0-2 of word 1 and byte 0 of wiord 2 shall be reserved and set to zero by the channel and
by a control unit.

8.7.2.2 Command field

Byte 0 of word 0 of the’command header shall contain the command specifying the 1/0 ope
be executed with"a,device. The basic operations shall be specified by the following command
read backward, write, control, and sense.

The rightmest bit positions shall indicate the type of operation; the leftmost bit positions shall
a modification code which expands the meaning of the basic command that is to be execut
madifier codes and the commands executed when they are decoded are model dependent.

31

ignored

ation to

s: read,

ndicate
ed. The
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Table 10 lists the basic commands and the bit settings of the command field. See 3.3.3 for a definition
of the bit-numbering convention used in the table.

Table 10 — Contents of the command field

Wh
resq
che

The
exe

Bit Position
Command 0(1|2|3|4|5|6|7
Reserved MM{M|M[0|0|0|0
Sense MIM{M{M|0|1]0|0
Reserved M{M{M|M[1|0|0|0
Read Backward (M{M{M|{M|1(1|0|0
Write MIM{M|MIM{M|0|1
Read MIM{M|MM|M|1|0
Control MIM{M|IMM{M| 1|1
Note:
M represents a modifier bit.

bn the command is initiating an I/O operation, the command<ield may contain any value that is
brved. If a reserved command code is received by a device, the device shall respond with un
Ck status, and the sense data associated with the unit'eheck shall indicate command reject.

re are some commands (particular combinations ofeight bits in the command field) which shall
cuted by all devices. Table 11 indicates these reguired commands.

Table 11 — Required Commands

Command Code
(hex) Function
04 Basic Sense
03 No-operation (no-op)
md Read configuration data
md Read node identifier
E4 Sense ID
md Set interface identifier
Explanation:
md  Model-dependent command code. The
command code may be obtained by us-
ing a sense-ID command.
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When a command IU is used to update the count and flags during data chaining (the DU flag of the
command DIB header is set to one), the contents of the command field is unpredictable and shall be
ignored by the control unit receiving the command IU.

Some commands, when executed, do not result in the transfer of data but either cause the device to
respond to the command with status which contains channel end, with or without device end (and with-
out busy status) or cause the device to chain and start execution of the next command for the case
where all of the conditions for not transferring status are satisfied. When this occurs, the I/O operation
is referred to as an immediate operation. There are other situations in which an 1/O operation may re-
sult in no data being transferred, for example, when a CCW count of zero has been validly specified.
However, the operation shall not be an immediate operation if the CRR CCW control flag is not set for
the command and the device responds to the command by sending a command response control 1U.
Each of the basic operations is described in the following section

Read: A read command shall initiate execution of an I/O operation that performs deviee-to-channel
data transfer. The bytes of data within a block shall be provided in the same order as‘those received
by the write command.

Read Backward: A read-backward command shall initiate execution of an [/O-operation in thje same
manner as the read command, except that bytes of data within a block shall be sent to the channel in
an order which is the reverse of that used in writing. The bits within an 8-bit byte shall be in the same
order as sent to the device on writing. The control unit may be designed to cause mechanical motion
in the device in a direction opposite to that for a read command, of.it, may be designed to ope€frate the
device as it would for a read command.

Unless otherwise noted, any description that applies to read'shall also apply to read backwarf.

Write: A write command shall initiate execution of an4/O operation that performs channel-tg-device
data transfer.

Control: A control command shall initiate exécution of an I/O operation that performs channgl-to-de-
vice data transfer. The device shall interpretthe data as control information.

Sense: The sense command is similarto a read command, except that the data shall be obtairjed from
sense indicators rather than from a\record source.

8.7.2.3 CCW control flag field
Byte 1 of word 0 shall centain the CCW control flags. Bits 3 and 5-7 shall be reserved and ghall be

ignored by the control unit receiving the command IU. The value to which bits 3 and 5-7 are st is un-
predictable. Thedformat of the CCW control flag field shall be as shown in Figure 22.

CD | CC | SLI CRR
0 1 2 3 4 5 6 7

Figure 22 — CCW control flag field

Chain Data (CD): The CD flag, bit 0, when set to one, shall specify an intent to perform chaining of
data. It shall cause the CCW control flags, CCW count, and command flags designated in the next
command IU in which the DU flag and the CH bit are set to ones to be used with the current command.
When the CD flag is set to one, the CC flag shall be ignored by the control unit. (See 9.1.4.4.) If a com-
mand IU with the DU flag set to one is followed by a command IU specifying a command, the CD flag
shall be set to zero and the CC flag shall be set to one.
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When data chaining occurs, a new set of CCW control flags, CCW count, and command flags shall go
into effect for the current command.

It is model dependent whether the control unit permits data chaining for a particular command or for a
particular device. When the control unit does not support data chaining or if the command is rejected
for another reason, the control unit shall reject the command in the first command IU of a data chain
(i.e the command IU with the CD flag set to one and the DU flag set to zero) with unit-check status. If
the command is rejected due to data chaining, unit-check status shall be returned in a solicited data
IU containing a status DIB sent either in direct response to the command IU or after sending a com-
mand response control IlU. However, in either case, any data received for the rejected command shall
be discarded by the control unit. When data chaining is not permitted, the sense data associated with
the unit check shall indicate command reject along with a model-dependent indication that the unit
check occurred because data chaining is not permitted for the command

Chgin Command (CC): The CC flag, bit 1, when set to one while the CD flag is set to zero, shalkspégc-
ify gn intent to perform chaining of commands. Upon normal completion of the current I/O‘aperatipn
and| after recognition of device end at the device, chaining of commands shall cause the commahpd
codp specified in the command header of the next command IU to be initiated.

In the channel or in the control unit, when the CD flag is set to one, the CC flag shall be ignored.

Whén command-chaining occurs at the channel, the command, CCW control flags, and CCW coynt
from the current CCW along with the command flags shall be transferredfrom the channel to the cgn-
trol junit in a command IU; the CH bit shall be set to one in the devicesheader-flags field; and the U
flag|shall be set to zero in the command-flag field of the command-header. Other command flag bjts
may also be set to one.

In the case where command chaining at the channel is the-direct result of having received normal sfa-
tus fontaining device end, the CH bit set to one and the DU flag set to zero shall indicate acceptance
of this status by the channel.

When command chaining occurs at the control-umrit, the command, CCW control flags, CCW coupt,
andlcommand flags contained in the command+header of the next command IU received, with the ¢H
bit get to one and the DU bit set to zero, shall take control.

Suppress Length Indication (SLI)iThe SLI bit, bit 2, shall control whether or not command chainipg
is tq occur on an incorrect-length condition, that is a condition recognized when the CCW count is rjot
equpl to the number of bytes requested or offered by the device. When the SLI bit is set to one and an
incqrrect-length condition exists for the current command, command chaining, if indicated, shall pe
permitted. If the SLI bit js\set to zero and an incorrect-length condition exists for a command that|is
exefuted as a non-immediate operation, command chaining, if indicated, shall not be permitted ahd
endjng status with theresidual count and appropriate status flag bits shall be transferred to the chgn-
nel.|If the SLI bit.is\set to zero and an incorrect-length condition exists for an immediate commarnd,
conmmand chaining, if indicated, may or may not occur depending on the setting of the COC commahd
flag|bit. If the.COC command flag bit is set to zero command chaining shall not be permitted and end-
ing ptatus with the residual count and appropriate status flag bits shall be transferred to the channgl.
(Seg 87.2.5))

Command Response Request (CRR): The CRR flag, bit 4, when set to one for acommand IU, other
than the first command IU of a channel program, shall cause the control unit to indicate that it has start-
ed execution of that command by sending a command-response |U.
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The CRR flag shall only have meaning when the CH bit in the DH_Flags field is set to one. The control
unit shall ignore the CRR bit in the first command 1U of a channel program, but not in subsequent com-
mand IUs that are command-chained or data-chained.

When a control unit starts execution of a command received as a result of command chaining or com-
mand retry and for which the CRR bit is set to one, a command-response IU shall be sent to the chan-
nel.

When both the CRR CCW control flag and the REX command flag are set to one, a control unit shall
send only one command-response IU, independent of the number of times the command is executed.

The channel shall use the CRR flag in order to solicit a command response from the control unit when
using the 1U pacing function. (See 9.1.4.5.) The conditions under which the channel uses the CRR flag

in this manner and the frequency it is used during the channel program are model dependgnt. The
channel may also periodically set the CRR flag to one in a command IU other than the first.cdmmand
IU of a channel program for purposes of tracking the execution of the channel prograrm, For ekample,
when the channel is executing a CCW with the Program-Controlled Interruption (RCI)-flag sef to one,
which is not the first command of a channel program, it shall set the CRR flag in theé command IU.

8.7.2.4 CCW count field

Bytes 2 and 3 of word 0 shall contain the byte count specified in thecurrent CCW.
The CCW count field is a 16-bit field that shall indicate the number of bytes to be transferred hetween
the channel and control unit during execution of the CCW, notincluding the PAD and CRC bytes. (See
8.6.4.) The field shall be interpreted as a 16-bit unsigned:binary integer. The value in the figld may
range from 0 to 65 535.
8.7.2.5 Command-Flag field
Byte 3 of word 1, shall contain the command‘flags. The channel shall use the command flag$ to pro-
vide the control unit with additional information on how the I/O operation, specified by the corftents of

the CCW in the command header, is tobe executed.

Bits 0-2 shall be reserved, shall be set to zeros by the channel, and shall be ignored by a confrol unit.
The format of the command flag field shall be as in Figure 23.

Reserved DU |COC| SYR REX SSS
0 1 2 3 4 5 6 7

Figure 23 — Command-flag field

Data-Chaining Update (DU): The DU flag, bit 3, when set to one, shall indicate that the CC flag, the
CD flag,.and the count sent in this command IU are associated with a new CCW used during data
chaining. The CH bit in the device-header-flags field shall be set to one when the DU flag is sef to one.

Caontinua R Ccrnrn madiata (COCY Tha COC floa hit 4 \whan cat ta ana alana ot

are-Hh the CC
SontHte-oh rraRd-Hrmediate{(COC)y—The-COG-Hagbit-d—when-set-te-one-along-with the

flag also set to one shall indicate that suppression of the incorrect length condition is recognized by
the channel and command chaining to the next command is permitted at the end of execution of a
command immediate operation. When a command is executed as an immediate operation and the
CCW count for the command is nonzero, an incorrect length condition shall be recognized and com-
mand chaining, if indicated, shall be under control of the COC flag or SLI flag. If the COC flag or the
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SLlI flag is set to one, command chaining, if indicated, shall be permitted. If the COC flag and the SLI
flag are both set to zero, command chaining shall not be permitted. (See 8.7.2.3.)

Synchronize Response (SYR): The SYR flag, bit 5, when set to one, shall indicate to the control unit
that the command IU contains a command being sent in response to status received for the immedi-
ately preceding command. The channel may set the SYR bit to one only when the CH bit is set to one
and the DU bit is set to zero in the command header.

Repeat Execute (REX): The REX flag, bit 6, may be set to one only for an output operation and when
the command and all of the data associated with the operation is contained in a single IU. When the
REX flag is set to one, it shall indicate that the channel is requesting the control unit to perform the
transfer-in-channel function by repetitively executing the command in the command header.

When the channel has fetched a CCW containing a command, all of the conditions for setting the(REX
bit tp one are satisfied, and the next CCW (the one to which chaining occurs) contains a transfer-|n-
chahnel command with an address of the previous CCW, it is recommended that the chanhel set the
REX bit to one in the command IU. Transfer-in-channel commands shall not be sent to the centrol unit.

When the control unit recognizes this indication, re-execution of the current command shall be pér-
formed until one of the following conditions occur.

a) Execution of the command results in status of other than channel end and device end alone Qe-
ing recognized.

b) Execution of the command has been performed 128 times.
c] Execution of the command is terminated by cancel, selective reset, or system reset.

Thg REX flag shall be set to one only when the CD, DU{and SSS flag bits in the command header dre
all get to zero. If a command IU is received with the REX bit set and any of the CD, DU, or SSS flag
bits|are set to one, a device-level protocol error shall-be recognized.

When an execution of the command results in ‘status of channel end, device end, and status modiffer
alone being recognized, chaining to the next:command shall occur at the control unit.

When re-execution of the command.is performed 128 times without status other than channel end ahd
dev|ce end alone being recognized,-re-execution of the command shall be terminated and the status
recggnized for the last execution.of the command shall be sent to the channel.

When execution of the command results in status of other than channel end and device end alone|or
chahnel end, device end,‘and status modifier being recognized, re-execution of the command shall pe
terminated at the control unit and status shall be sent to the channel. (See 8.10.)

When the REXlag is set to zero, re-execution of the command is not requested.

If fof certain commands the control unit does not support the repeat execute function, then it may al-

ecute oh eptaheexe e-the-eefiaha A-Re B ette-ehe eqg By-the

REX bit. If for all commands it does not support the repeat execute function, it may reject all commands
with the REX bit set to one with unit-check status. Whenever a command is rejected with unit-check
status because the REX bit is set to one, model-dependent sense data shall be provided.

Synchronize Send Status (SSS): The SSSflag, bit 7, when set to one, shall indicate that the channel
has recognized a condition requiring synchronization with 1/0 execution at the control unit and is re-
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questing that status be generated and presented at the completion of the I/O operation for this com-
mand IU. When the I/O operation has been concluded at the device, a status DIB containing device-
end status is sent. When channel-end status is not accompanied by device-end status, a status DIB
containing channel-end status is sent, and the control unit subsequently sends a status DIB containing
device-end status when the 1/O operation has been concluded at the device.

When conditions at the channel require synchronization with execution of a command at the control
unit, the SSS flag bit shall be set to one in the command IU. If data chaining is indicated for the com-
mand, the SSS flag bit shall be set to one in the command IU sent for the last CCW providing data
chaining.

When a command IU with the SSS flag bit is sent, command chaining at the channel shall be tempo-
rarily suspended. When chaining is suspended at the channel, execution of the channel program shall

temporarily end with the execution of the last CCW for the current command, and until initiativé to per-
form command chaining is provided by the receipt of status that allows chaining, command |Us and
data IUs shall no longer be sent.

When a control unit completes the execution of a command for which the SSS flag'is set, stafus shall
be generated, and sent to the channel. If a command IU is received with both/the SSS flag ahd REX
flag set to one, a device-level protocol error shall be recognized.

8.8 Command-Data DIB Structure

A command-data DIB shall be sent only in a command IU by the'\channel. It shall be used to [transfer
both information associated with the current CCW for write cammands with a nonzero CCW cqunt and
all, some portion or none of the data associated with the cammand. When data chaining is pefformed
for a write operation, a command-data DIB shall be used to update the information held aboutjthe cur-
rent command at the control unit.

A command-data DIB shall contain a command-header, LRC, and a DIB-data field. (See Figure 12.)
The format of the command header shall be the'same as that of a command DIB. The DIB data field
shall be a maximum of 8 160 bytes. If the-€CW count for the command is 8 156 bytes or legs, all of
the data for the command shall be sent along with the CRC field in the DIB-data field. If the CCW count
for the command is greater than 8 156°bytes, up to the first 8 160 bytes shall be sent in the DIB-data
field, and the CRC field and remaining data, if present, shall be sent in one or more subsequént data
IUs. If the CCW count for the gémmand is greater than 8 156 bytes, and less than 8 160 by’Les, pad
bytes shall be added at the ‘end of the command-data DIB, and the CRC field shall be sent in a sub-
sequent data IU.

The DIB data byte_ceunt, bytes 2 and 3 of word 2, of the command header shall specify the jnumber
of data bytes comtained in the DIB-data field. (See 8.6.2.3.)

8.9 DataDIBstructure
8.9.1 «'\Data DIB overview

A«data DIB shall be sent only in a solicited data IU by either the channel or control unit.

For a write operation, the channel shall use one or more data IUs containing a data DIB to transfer any
remaining portion of data not sent in the command-data DIB. When the quantity of data to be sent for
a write operation exceeds the maximum number of bytes that is allowed to be sent in an IU, the chan-
nel shall send a command IU containing a command-data DIB for the command and the maximum
number of bytes allowed; followed by one or more data IUs until either the quantity of data specified
by the CCW count is satisfied or an early end condition is recognized.
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For a read operation, the control unit shall use one or more data IUs containing a data DIB to transfer
to the channel the data for the read command. When the quantity of data to be sent requires more than
one data IU, the control unit shall send a data IU followed by one or more additional data IUs until one
of the following occurs: 1) the quantity of data specified by the CCW count is satisfied, 2) an early end
condition is recognized, or 3) a condition requiring status to be sent is recognized.

All data IUs contain the maximum number of bytes, 8 160, except the last data IU sent for a CCW
which may have less than the maximum.

When the data DIB containing the last data byte for the current CCW contains more than 8 156 bytes
of data, the CRC field shall not be included in the data DIB and shall be sent in a subsequent data DIB
by itself. The data DIB containing greater than 8 156 bytes of CCW data shall have pad bytes added,
if necessary, and the CRC value sent in the subsequent data 1U (if generated) shall cover both the
CCVYV data and the pad bytes. In the last data IU, containing only the 4-byte CRC field, the byte coynt
shall be set to zero.

Thg CCW number and token provided in the IU header of each data IU sent shall be the-same as that
proyided in the command IU.

8.9 Data Header

The data header is the first 12 bytes of a data DIB. The data header shall-have the format shown(in
Figure 24.

0 Reserved
1 Reserved
2 Reserved IU Count DIB data byte count
0 7 15 31

Figure 24.<Data header

Word 0, word 1, and byte 0 of word 2 shalbbe reserved and set to zero by the sender and ignored py
the frecipient.

8.10 Status DIB

8.10.1 Status DIB processing
A sfatus DIB shall be sent in either a solicited data IU or unsolicited data IU by a control unit. It shill
be {ised to transfer status, with or without supplemental status, to the channel. (See Figure 12.) A 4o-
licitgd data IU cantaining a status DIB may be sent in direct response to a command IU, or to certain

initigtion 1Us when the request-status, selective-reset, or cancel control function is specified.

Additionally, a solicited data IU containing a status DIB may be sent during the data transfer portion|of
an g¢xchange.

An unsolicited data IU containing a status DIB shall be used to present asynchronous status or any
status that initiates a connection and is not sent in direct response to an U received from the channel.

After sending a data IU containing a status DIB, the control unit shall discard all command IUs with the
SYR flag set to zero and data IUs associated with that device address and logical path, either queued
at the control unit, or received from the channel; discarding continues until a command IU with the SYR
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flag set to one is recognized by the control unit for the device and logical path. Acceptance of the status
by the channel may be indicated explicitly when a status-accepted IU is received or may occur implic-

ity when a command IU with the SYR bit in the command header set to one, is received.

When any of the following conditions exist, status shall be sent to the channel at the completion of the

current I/O operation.
a) The SSS command flag bit is set to one.
b) An early end indication is received.

c) The CC flag bit is set to zero.

d) The first command of the channel program is executed as an immediate operation.

e) The CC flag bit is set to one and the SLI flag bit is set to zero and an incorrect Jength ¢
is detected for a command that is executed as a non-immediate operation.

f) The CC flag hit is set to one, both the SLI flag bit and COC command‘flag bit are set
the CCW count is nonzero, and the command is executed as an immediate operation.

g) The REX bitis set to zero and status other than channel end (with or without device end
ognized.

h) The REX bit is set to one and status other than channel€nd and device end, or chan
device end and status modifier is recognized.

i) The REX bitis set to one, and the command has.been executed 128 times.

j) Status of channel end (without device end).is recognized, and conditions at the control

bndition

to zero,

) is rec-

nel end,

unit re-

quire disconnection from the channel to-suspend the transferring of command IUs ahd data

IUs.

If none of the above conditions exist;>status shall not be sent and chaining, if indicated at thq
unit, shall be permitted. (See Annex*D.) Additionally, status shall not be sent if during an exiq
change any previously sent status has not yet been accepted by the channel.

For a Status DIB, the AS*hit-may be set to either zero or one depending on whether the staty
sociated with the controlunit or a device. If the status contains one of the following combinati
status is associated‘with the control unit, and the AS bit shall be set to zero.

a) Control Unit Busy. If a control unit receives an IU that initiates an exchange and a bus
tion exists which prevents the acceptance of any SB-2 |U with the exception of a contr|
dicating system reset, then the control unit shall send a solicited data IU with a status [
only the status-modifier and busy status bits set to ones and the AS bit set to zero. Thi
is referred to as control-unit-busy status. (See 9.2.10.)
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status DIB containing control-unit-busy status, the control unit shall later send a data
taining a status DIB with the control-unit-end status bit set to one. When all other status

IU con-
bits are

set to zeros, the AS bit is set to zero, and the status is referred to as control-unit end alone.

c) Control-Unit End with Busy. When control-unit-end status is pending and the control uni

t recog-

nizes a valid command IU that initiates an exchange pair, the control unit may return a solicited
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data IU with a status DIB with only the control-unit-end and busy status bits set to ones and the
AS bit set to zero. This status combination is referred to as control-unit end with busy.

d) Control-Unit End with Control Unit Busy. If a control unit receives an IU that initiates an ex-
change pair and the IU is not a control IU indicating system reset, the control unit may return a
solicited data IU with a status DIB and with only the status-maodifier, control-unit-end, and busy
status bits set to ones, and the AS bit set to zero. This status combination is referred to as con-
trol-unit end with control unit busy. When the channel recognizes this combination of status
bits, shall consider the status to be an indication that the control unit is not busy.

In all other cases, the status shall be associated with a device address, and the AS bit shall be set to
one; if the AS bit is set to zero with any status combination not listed above, the channel shall detect
a device-level protocol error

A data IU with the AS bit set to zero containing a status DIB shall be sent only if the status is.one|of
the preceding combinations and meets one of the following conditions.

a) The status is control-unit end alone and is to be sent in an unsolicited data IU.

b) The status is in response to a valid request-status IU that initiated a connéction, and the status
byte is not control-unit end with busy.

c] The status is in response to a valid command IU that initiated a<onnection, and the status
not control-unit end alone.

S

d) The status is in response to a valid IU other than a system-reset IU, that initiated a connectign,
and the status is control unit busy.

The channel shall detect a device-level protocol error ifa data IU containing a status DIB is received
that| has the AS hit set to zero and does not meet oné.ef the preceding conditions.

NDTE 1 Control units and devices should provide-interlocks so that status is not lost, hidden, or included wjith
other status when the result would cause the*program or channel to misinterpret the original meaning and
intent of the status.

NDTE 2 The protocol prohibits the sending of status except under the the conditions listed in order to min
mize the performance impacts caused when status is presented.

8.10.2 Status DIB structure

The format of the data |Uvfor a status DIB is shown in Figure 12. A status DIB shall consist of a 12-
bytg¢ status header, 4-byte LRC, and when supplemental status is included, from 1 to 32 bytes of sense
data (and, if necessary, pad bytes) and the 4-byte CRC field. When supplemental status is not inclyd-
ed ih the status RIB, the status DIB shall consist only of the status header and the 4-byte LRC.
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8.10.3 Status header

8.10.3.1 Status header format

The status header is the first 12 bytes of a status DIB. The status header shall have the format shown

in Figure 25.
0 Status flags Status Status parameters
1 Queue-Time parameter Defer-Time parameter
2 Reserved IU Count Supplemental status byte count

0 7 15 31

Figure 25 — Status header
Byte 0 of word 2 shall be reserved and set to zero by a control unit and ignored by-the'chann
8.10.3.2 Status-Flags field

Byte 0 of word 0 of the status header shall contain the status flags. The)status-flag field shall
to provide additional information to the channel concerning the conditions that were present at
trol unit when status was generated and conditions that pertain to/the status DIB. These fla
assist the channel in determining how to handle the status DIB-and what status, if any, to rep|
status-flag field shall have the format shown in Figure 26.

FFC Cl| 0 CR | LRI RV
0 1 2 3 4 5 6 7

Figure 26'--'Status-flag field

D

be used
he con-
gs shall
prt. The

Flag-Field Code (FFC): The FFC, bits 0-2, is a three-bit encoded field that either in conjuncon with

or independent of the other status flag*bits shall further describe the status information cont
the status byte, the status-parametérfield, and the queueing-information fields. The flag-field g
signments shall be:

000 No Function. The-status byte, status-parameter field, and queueing information fields
affected by this FEC code.

001 Queueing Information Valid. The queue-time-parameter field contains control-unit q
information. This code is set by the control unit and checked by the channel.

hined in
ode as-

are not

leueing

010 Resetting Event. A resetting-event condition exists for the logical path and the device for which

unit-check status is being presented. This code shall be permitted only when unit-chec
Is presented for a resetting-event condition and then only as initial status in respo
command IU for the first command of the channel program; if this code is indicated at

k status
setoa
any oth-
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011-111Reserved.

Channel Initiated (CI): The CI bit, bit 3, when set to one, shall indicate that this solicited data IU con-

taining a status DIB is in direct response to a control IU indicating selective reset with either a
for retry or a request for unit check. (See 9.3.3.2 and 9.3.3.3.) If the CI bit is set to zero, this

request
data IU
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containing a status DIB is not in direct response to a control IU indicating selective reset with a request
for retry or a request for unit check.

Reserved: Bit 4 shall be reserved.

Command Retry (CR): The CR bit, bit 5, when set to one, shall be used to request command retry if
the status byte also contains retry status. If the CR bit is set to zero or the status byte does not contain
retry status, command retry is not being requested. The status byte shall contain retry status if it con-
tains unit check and status modifier together with 1) channel end alone (meaning the control unit or
device is not yet ready to retry the command), or 2) channel end and device end (meaning the control
unit and device are prepared for immediate command retry). All other status combinations shall not be
considered retry status; if the CR bit is set to one with any other status combination, a device-level
protocol error shall be detected.

Long Record/Immediate (LRI): The LRI bit, bit 6, when set to one, shall indicate that either-a_l0r{g-
recgrd condition was detected by the control unit or that the status being presented with @) residyal
count equal to the CCW count is associated with a command that was executed as an imimediate dp-
eration.

When the control unit detects a long-record condition (that is, additional data would-have been sent|to
the channel or written to the device beyond the data provided for the currentycoemmand), the LRI ahd
RV pits shall be set to one and the residual count shall be set to zero. Wherr data chaining is not used,
the pmount of data provided for the current command is equal to the countprovided in the CCW. When
data chaining is used, the amount of data provided for the current command is equal to the sum of the
counts of all CCWs used for the current command.

When the control unit executes a command, that is not the first‘command of a channel program, as an
imnjediate operation and the CCW count is greater than zeto, the LRI and RV bits shall be set to ohe
and|the residual count shall be set to the value of the CCW’ count. When the control unit executes the
firsttcommand of a channel program as an immediate operation, and the CCW count is greater than
zer@, the LRI bit is meaningless, may be set to zer6.or one, and shall not be checked by the channgl.

The LRI bit may be set to one by the control unit only when the channel-end status bit is set to onef If
the [channel-end status bit is set to zero.in>a status DIB, the control unit shall set the LRI bit to zefo,
and|the LRI bit shall be ignored by the e¢hannel.

Seq Table 12 for a summary of the-usage of the LRI bit.

Redidual-Count Valid (RV): Fhe RV bit, bit 7, when set to one, shall indicate that the status-param-
eter field contains the residual count. For write commands, the residual count is equal to the differenge
betyveen the CCW countyfor the write command and the number of bytes actually written to the devige.
Forlread commands, the residual count is the difference between the CCW count and the number|of
bytés actually read\from the device and transferred to the channel. The RV bit may be set to one py
the [control unit.only when the channel-end status bit is set to one. If the channel-end status bit is get
to zpro, the.control unit shall set the RV bit to zero and the RV bit is ignored by the channel.

Whendstatus is sent in response to the first command of a channel program that is executed as an

imrT adiata anaration—tha R\ hit chall ha cat ta 2ara
Earate-OperattiorthHeT<vy-—port-ShHarBe-SE+t0£e+6-

When status with channel end is sent in response to a command other than the first command of a
channel program that is executed as an immediate operation, the RV bit shall be set to one unless an
abnormal condition exists that precludes calculation or transfer of the residual count, in which case the
RV bit shall be set to zero and unit check shall be indicated in the status byte.
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When the LRI bit is meaningful and set to one, the RV bit shall be set to one. (See 8.10.3.2.)

When the RV bit is set to zero, both the E and LRI bits shall not be meaningful, and the status-param-
eter field shall not contain a residual count. (See 8.10.3.4.)

Table 12 summarizes the use of the RV and LRI status flags and the channel-end status bit. In addition
to these bits, the E bit in the device-header-flags field shall be set to one if during a write command an
early end condition was indicated and the data sent by the channel is equal to the record length. In all
other cases, the E bit is set to zero for a status DIB.

Table 12 — LRI and RV bit usage

CH
Candition END LRI B\ Status parameter field
CCW count = data read or written 1 0 1 Residual count= 0
CCW count < # bytes in record 1 1 1 (Nete-1)
READ command: 1 0 1 CCW count minus
CCW count > # bytes read and transferred # bytes'read & transfefred
WRITE command: 1 |Note2| 1 CCW count minus
CCW count > # bytes written # bytes written
Non-Immediate Command: 1 |Note2| 1 CCW count
CCW count>0 (no data transferred
Immediate command (not first) 1 1 1 CCW count
CCW count>0
Immediate command (first) 1 X 0 IU pacing parametef
CCW count >0 (Note 3)
NOTE 1 If the channel indicates earlysend, the residual count = CCW count minus # bytes written, joth-
erwise the status parameter field is\set to zero.
NOTE 2 If the channel indicates early end, the LRI bit is set to one if the CCW count < # bytes in
record, otherwise the LRI bit is set to zero.
NOTE 3 See 8.10.3.4 foradditional information.
NOTE 4 X =don't care:
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8.10.3.3 Status byte

Byte 1 of word 0 shall contain the status byte. The status byte indicates device and control unit status.
The status byte shall have the format shown in Table 13. See 3.3.3 for a definition of the bit-numbering
convention used in Table 13.

Table 13 — Status byte

Status bit position Description
0 Attention
1 Status modifier
2 Control-unit end
3 Busy
4 Channel end
5 Device end
6 Unit check
7 Unit exception

A brief summary of each of these status bits follows.

If the channel receives a status DIB with the status byte(set'to zero, a device-level protocol error shall
be dletected. The status DIB shall contain a status byte with a combination of status bits set to ones
whig¢h is appropriate for the conditions existing when.the status is presented. If the combination of sfa-
tus pits is not appropriate for the existing conditions, the channel may detect a device-level protogol
errdr.

The channel shall indicate acceptance of the status by means of either a status-accepted control U,
or, \vhen retry or chaining is performed and the status includes device end, by means of a commapd
IU Having the CH bit set to one.

Seq 8.10 for the situations in‘which the following status conditions are sent to the channel.

Attention: The attention condition shall be generated when some asynchronous condition occurs|in
the [control unit or devjce. The condition may be accompanied by other status. Attention shall not pe
asspciated with the.initiation, execution, or termination of any 1/O operation.

Stajus Modifier: Status modifier shall be generated by the device when the device is not able to pio-
vidg its eurrent status in response to interrogation by the channel subsystem, when the control unit/is
busy, when the normal order of commands has to be modified, or when command retry is to be injti-
ateck

Control-Unit End: Only control units that indicate a control-unit-busy condition shall indicate a con-
trol-unit-end condition. Control-unit-end status shall be returned from the control unit to the channel
after the channel accepts control-unit-busy status from the control unit. Control-unit-end status shall
be returned after the control-unit-busy condition no longer exists. This is sometimes referred to as no-
longer-busy status for the control unit. Only one control-unit-end indication shall be returned on a log-
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ical path, regardless of the number of times the channel accepted control-unit-busy status on that log-
ical path during the busy period.

The control unit shall not associate pending control-unit-end status with any device address. A selec-
tive reset shall not reset pending control-unit-end status. If the channel stacks or does not accept a
status byte that contains the control-unit-end status bit, the control-unit-end status shall not be held
along with the status byte, and it shall remain pending and unstacked at the control unit. Control-unit-
end status may be withdrawn by the control unit if the control unit becomes busy again before the sta-
tus is accepted by the channel; in such a case, the control unit shall return control-unit-end status later,
after the control-unit-busy condition no longer exists.

When control-unit end is included with other status bits set, other than those status combination re-
quired to have the AS bit set to zero, the AS bit shall be set to one, and the device address used shall

be the device address for which the other status is being sent. (See 8.10.) A pending control-unit end
shall not necessarily preclude initiation of new operations. Whether the control unit allows.init|ation of
new operations is at the option of the control unit.

Control-unit end shall not necessarily cause command chaining to be suppressed. Control-Uinit end
shall not cause command chaining to be suppressed when presented with theyAS bit set to|zero as
described in 8.10.

When control-unit-end status is presented on a logical path along with status modifier and busy, with
no other status bits set to one, the combination should be interpreted as control-unit-end statug. When
this status is accepted, the control unit shall no longer owe a control-unit-end status indicatior] on that
logical path. If the control unit was interrogated while it was in-the busy state, and then systgm reset
is recognized by the control unit before control-unit-end status is accepted by the channel, theg control
unit shall not owe control-unit-end status.

A control unit shall only present control-unit-end status'when a no-longer-busy condition is owed. How-
ever, the channel shall not detect an error if control-unit-end status is received when no control-unit-
busy condition was indicated (that is, a no-loriger-busy condition was not owed).

NOTE Presentation of the control-unit-end status bit without any other status bits is the preferred implemen-
tation.

Busy: The busy indication shail'\@ccur only when conditions existing at the device or control Uinit pre-
clude execution of the intended 1/0O operation because of one of the following four situations.

a) A previous I/Ovoperation or chain of /O operations is being initiated or being executed.

b) Stacked(on pending status conditions exist, and the pending status conditions are retdirned in
respense to a command IU, busy is appended to the status returned.

c) <The control unit is shared by channels or devices, or a device is shared by control urfits, and
the shared facility is not available.

A A calf tnitiatad fiinatian (far Aavarmanla minradiannactinge Ar data v amant intarnal 0 tha
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is being performed.

Status conditions for the addressed device, if any, shall accompany the busy indication.
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Channel End: Channel end shall indicate that the portion of an I/O operation involving transfer of data
or control information between the channel and a control unit has been completed. Acceptance of
channel-end status shall indicate the completion of the channel portion of the 1/O operation.

Each I/O operation initiated at the device shall cause one and only one channel end condition to be
recognized at the control unit, for which channel-end status may or may not be generated and present-
ed to the channel.

Device End: Device end shall be recognized at the control unit (1) when the device portion of an 1/0
operation is completed, (2) when the device, having previously responded busy, transitions from the
busy to the not-busy state, (3) when the device changes from the not-ready to the ready state, and (4)
when the control unit or device recognizes an asynchronous condition.

Unit Check: Unit check shall indicate that the device or control unit has detected an unusual conditipn
that|is detailed by sense information. (See 8.10.4.2.) The occurrence of unit check may indicate that
a prlogramming error or an equipment error has been detected, that the not-ready state of the device
has|affected the execution of the command, or that an exception condition other than the-one identified
by dinit exception has occurred. The unit-check bit provides a summary indication of thé conditions
identified by sense data.

Unif Exception: Unit exception shall mean that the device detected an unusual‘condition that needs
to bie reported to the program, such as recognition of a tape mark, and dees not necessarily indicgte
an error.

8.10.3.4 Status-Parameter field

The status-parameter field, bytes 2 and 3 of word 0 of the status’header, is a 16-bit field that may cgn-
tain|a residual count or IU pacing parameter. The IU paging parameter is provided in the status-ga-
ramieter field when status is presented for the first command of a channel program which is executgd
as an immediate operation or when presenting device.end in order to reconnect when the chainipg
confition is set. If the conditions are such that neitherthe residual count nor IU pacing parameter is|to
be presented, the control unit shall set the status-parameter field to zero, and the channel receivipng
the gtatus DIB shall ignore the status-parameter field.

Redidual Count: The residual count is a\l'6-bit unsigned binary number that represents the differenge
betyeen the CCW count for a command and the quantity of data actually transferred either from or|to
the device for that command.

For|write commands, the residual count shall be equal to the difference between the CCW count|of
the lcurrent CCW for the tcommand and the number of bytes actually written to the device. For repd
conjmands, the residuahcount shall be the difference between the CCW count for the current CCW for
the command, and the number of bytes actually read from the device and transferred to the channgl.
The residual count'shall be meaningful only when the residual-count-valid (RV) bit is one.

=
1

IU Racing Parameter: The IU pacing parameter is an eight bit value that is carried in the least-signi
icant byte of the status-parameter field.
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ber of IlUs a channel may send on a given outbound exchange until it receives a command response
IU, which was sent because the CRR bit was set to one, on the existing inbound exchange. An IU pac-
ing parameter of zero indicates that the control unit wishes to leave the default value of the IU pacing
credit unchanged. See 9.1.4.5 for additional information.
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8.10.3.5 Queue-Time parameter

When control-unit queueing is provided, bytes 0 and 1 of word 1 contain the queue-time parameter
(QTP). (See Figure 27.) Queue time represents the time the 1/0 operation is queued at the control unit.
When control unit queueing is provided, 1/0 operations specified by the channel program shall be ex-
ecuted up to a point where the 1/0 resources are unavailable to execute an I/O operation in that chan-
nel program. (Such resources would typically be in use executing I/O operations specified in other
channel programs.) Depending upon the control unit design, queueing of a command may occur after
receipt of the first command or after receipt of a subsequent command within the channel program.
1/0 operations executed up to and including the command to be queued may involve data transfer as
a normal course of I/O operation execution. In all cases, queueing of a command for the channel pro-
gram shall not affect ongoing 1/0O operations or cause the sequential order of I/O operation execution

to be altered. Queueing shall occur only once within execution of the channel program and may occur
only between execution of successive 1/O operations; however, the point in execution chosén|and the
length of the queueing time are model dependent. When a command is queued, it shall remain|queued
at the control unit until either the needed resources become available or when a systemreseét or se-
lective reset has been executed.

When queueing occurs, the control unit shall either perform a disconnection ffom the channel by pre-
senting status containing channel end without device end (this status may.of may not inclugle com-
mand retry status), or temporarily delay, to a later time, further channel\program execution|without
causing a disconnection from the channel. In the former case, execution of the command shall pe com-
pleted at the channel when the control unit performs the disconnectionby presenting channel-gnd sta-
tus. When the unavailable resources become available, the quetie interval shall be ended when the
command is dequeued. The specified 1/0O operation shall betexecuted and shall be completed at the
device. Connection with the channel occurs and device-end status shall be presented, along with the
queue-time parameter. The control unit shall retain the gueue-time parameter until it receives acknowl-
edgment that the status transfer was accepted. At thisstime command chaining, if specified, may occur
which allows execution of the channel program to ¢ontinue. In the latter case, when disconnectfon from
the channel does not occur, the queueing intervakshall be the same duration as would have Heen ac-
cumulated had disconnection and subsequent.reconnection to the channel occurred. In this s|tuation,
the accumulated queueing information shall“be held pending at the control unit until either execution
of the channel program has completed, at'the device (device-end status is presented) or a later dis-
connection and reconnection has qceurred and device-end status is presented. In all cases, {he con-
trol unit shall retain the queueing-information until it regards the status as accepted. When this has
occurred, all previously stored-or’accumulated values shall be zeroed at the control unit.

The contents of the queue-time parameter field shall be meaningful only when the flag-field|code is
set to ‘'001’b and the device-end status bit is set to one in the accompanying status byte.

When the queuestitme parameter field contains valid information, it shall be obtained in the following
manner with the format specified in Figure 27.
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0 3
Control Unit Timer 1
o . . . . . .. 01 x X X X X X X X X X|X X .o X X
< n bits >
0 4 5 15
QTUF QTU

Queue-Time Parameter

0 = binary zero
1 = binary one

S YR M
A arry- varac

Figure 27 — Queue-time parameter (QTP) format

The queue-time parameter shall be calculated by the control unit using a 4-byte timer|having a 1 us
resglution. The value accumulated by the 4-byte control unit timer shall specify the queue-time unit|to
be gtored in the queue-time parameter field.

Quegue Time Unit Factor (QTUF): Bits 0-4, when non-zero, shall specifythe number of bit positions
the [L1-bit queue-time unit shall be shifted left for interpretation by the channel. If a shift is required, the
QTUWF shall be calculated by subtracting the value of the highest bit pesition, which was set to one,|of
the gueue-time unit from 21. (This applies only in those cases whefe,the bit position is equal to or lejss
than 21.) If no adjustment is required, the QTUF value shall be <00000’b.

Quegueing Time Unit (QTU): Bits 5-15 shall contain the 14=bit queueing time unit accumulated by the
4-byte control unit timer. The bit significance of the time_unit shall be specified by the QTUF.

Table 14 describes the relationship between the values of QTUF and the bit-significance of QTU.

Table 14 — QTF/QTU relationship

When QTUF is: Bit 15 of QTP represents:
00000 1lps
00001 2 s
00010 4 us
00011 8 us
10101 2097 152 ps

In the example given in Figure 28, the control unit timer has accumulated a queue time of 75 000 ps
(hex'124F8’) and calculated the queue-time parameter. When received by the channel, the QTUF in-
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dicates a shift of the most significant bit of the QTU to bit position 15 of the channel 4-byte-tim

e value,

and bit 15 of the QTU represents a value of 64 pus. The low-order 6-bit positions are set to zeros. See

3.3.3 for a definition of the bit-numbering convention used in the Figure 28.

0 14 15 25 26 31
0000 0O0O0O0O 0000 000|1 0010 0100 2111121 100O00O

Control unit 32-bit timer

0 4 5 15

00110(10010010011

Queue-time parameter

0 14 15 25 26 31
0000 OO0O0O 0000 000|1 0010 0100 11Q0-00O0O0

Channel 32-bit time value

Figure 28 — Queue-time parameter’example

A queue time of zero shall be indicated by setting the QTUF to ‘00000’b and the queueing-tim
‘00000000000’b.

A control unit that performs queueing shall have a.queue-timing facility which is capable of me
a time interval of up to its expected maximum-‘queueing time, not exceeding 4 294,967 295 s

When a control unit converts from a 4-byte timer value to a queue-time unit, if any of the bits
byte timer value are lost while shifting,the least significant bits shall be discarded (truncated)

Whenever the queue-time-unitfactor is value ‘00001’b - ‘11111’b and the queue-time unit is Z
resultant value of the queuextime parameter (for example, the values hex’0800, hex'1000’, h4
hex'8000, hex’'C000’, etc.).shall be not meaningful. This provides for usage of these values to
unigque conditions recognized by the control unit. In particular, the value hex’8000’ (the QTUF
‘10000’b and the QTUY is set to ‘00000000000’b), and the queueing-information-valid code in

field code shall indicate the control unit is not capable of presenting meaningful queue-time as
of either a queue-timing-facility failure or an overflow condition.

If a queue-timing facility failure has occurred, the control unit shall send a status DIB with un
status.and sense information describing the failure to allow device-dependent program reco\
queue-time overflow condition has been recognized, unit check status shall not be presente|

B unit to

asuring

f the 4-

ero, the
x'4000,
ndicate
is set to
he flag-
aresult

it check
ery. If a
d to the

channel. When a queue-timing facility failure has been recognized and after unit-check stjtus has

— disable its queue-timing facility and process subsequent I/O operations without queueing until

this failure condition is corrected, or
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— continue queueing the subsequent I/O operations and present an indication of meaningless
queue-time by setting the flag-field code in the status flag field of the status header to ‘001’b
and setting the queue-time parameter to the value hex’8000’.

(In the latter case, unit-check status shall not be presented after the initial indication of queueing infor-
mation not meaningful.)

NOTE The preferred implementation for control units that perform queueing and have detected a queueing-
timing-facility-failure condition is to continue queueing subsequent I/O operations and present the indica-

tion of meaningless queueing time.

8.10.3.6 Defer-Time parameter

When the defer-time function is provided by the control unit, bytes 2 and 3 of word 1 contain the defér-
time parameter (DTP). (See Figure 29.) Device-defer time shall be accumulated by the contra) upit
wh@never ongoing channel program execution needs to be temporarily delayed because a deyice-de-
pendent action needs to be performed. This condition typically occurs whenever the centrol unit fe-
quires the device to access the physical medium for the purpose of reading or writing‘data. However,
bechuse of the device-dependent nature of the action, other conditions may also be‘recognized by the
confrol unit creating the need for a temporary delay of channel program execution:.In'all cases, devide-
def¢r time shall continue to be accumulated with each successive temporaty-“delay until such time
whan either the control unit forces a disconnection from the channel or execution of the channel pfo-
gram has been completed. If the control unit disconnects from the channel, the previously accumulat-
ed flefer-time value shall be presented as the device-defer-time\parameter along with statps
containing channel-end without device end. (This status may or nday-hot include command retry sfa-
tus.) When the temporary delay of channel program execution is.no longer required, the connection|to
the channel shall be reestablished and device-end status shallbe accepted from the control unit. Oe-
vicg-defer time shall not be accumulated during the time intérval of a disconnection from the channgl.
If ng disconnection from the channel occurs during execution of the channel program, the previously
accpimulated device-defer time shall be presented as:the device-defer-time parameter along with sfa-
tus pf channel end, signaling completion of channekprogram execution at the channel. (Status of de-
vicd end may also be included with the channelénd status.) In all cases, the control unit shall retgin
the defer time information until it regards the status as accepted. When this has occurred, all previoys-
ly-sfored or accumulated defer-time values;shall be zeroed at the control unit and accumulation, if any,
begjns anew. The defer-time parameter-shiall be obtained in the following manner with the format spegc-
ified in Figure 29.

) 3
Control unit timer 1
0o . . . . . N 01 x X X X X X X X X X|X X .o X X
< n bits >
0 4 5 15
DTUF DTU

Defer-Time Parameter

0= binary Zero
1 = binary one
X = any value

Figure 29 — Defer time parameter format
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The defer-time parameter shall be calculated by the control unit using a 4-byte timer having a 1 ps
resolution. The value accumulated by the 4-byte control unit timer shall specify the defer-time unit to
be stored in the defer-time parameter field. When the channel accepts the accompanying status, it
uses the control information, and is able to re-establish the 4-byte time value (with low-order trunca-
tion).

Defer Time Unit Factor (DTUF): Bits 0-4, when non-zero, shall specify the number of bit positions the
11-bit defer time unit shall be shifted. If a shift was required, the DTUF shall be calculated by subtract-
ing the value of the highest bit-position (which was set to one) of the queue-time unit from 21. (This
shall apply only in those cases where the bit position is equal to or less than 21.) If no adjustment was
required, the DTUF value shall be ‘00000’b.

Defer Time Unit (DTU): Bits 5-15 shall contain the 11-bit defer-time unit accumulated by the control

unit timer. The bit-significance of the time unit shall be specified by the DTUF.

Table 15 shown below describes the relationship between the values of DTUF and the‘bit-signjficance
of DTU.

Table 15 — DTF/DTU relationship

When DTUF is: Bit 15 of DTP represents:
00000 1ps
00001 2 ps
00010 4 s
00011 8 us
10101 2097 152 ps

In the example given in~Figure 30, the control unit timer has accumulated a defer time of 9[ 464 us
(hex’24F8’) and calculated the defer-time parameter. When received by the channel, a shift of the most
significant bit of the' DTU to bit-position 18 of the channel 4-byte-time-value, and bit 15 of the OTP rep-
resents a valué of 8 us. The low-order 3-bit positions are set to zeros. See 3.3.3 for a definitign of the
bit-numbering.convention used in Figure 30.
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0 17 18 28 29 31
0000 0000 0000 0000 0010 0100 1111 14000

Control unit 32-bit timer

0 4 5 15
00011(10010011111

Defer-time parameter

0 17 18 28 29 31
0000 0000 0000 0000 0010 0100 1111 14000

Channel 32-bit time value

Figure 30 — Defer-time parameter example

A control unit that performs the defer function shall have a defer-timing facility which is capable of mga-
suring a time interval of up to its expected maximum defer time, not,exceeding 4 294,967 295 s.

When a control unit converts from a 4-byte timer value to a defer-time unit value, if any of the bits|of
the B-byte timer value are lost while shifting, the least significant bits shall be discarded (truncated].

Whenever the defer-time-unit factor is value ‘00000’b and the defer-time unit is ‘00000000000'b, eitHer
no accumulation shall have occurred, the defer-timefunction is not supported, a failure of the defer-
timipg facility shall have been recognized, or an overflow condition shall have been recognized.

If a|defer-timing facility failure has occurred, the control unit shall send a status DIB with unit check
status and sense information describing.thefailure to allow device-dependent program recovery. If a
defg¢r-timing overflow condition has been recognized, unit check status shall not be presented to the
chahnel. When a defer-timing facility.failure has been recognized and after unit-check status has begn
presented and accepted, the contfol unit shall continue with execution of subsequent channel pro-
grams as before; however, it shall present an indication of meaningless defer-time values by setting
the DPTUF and DTU fields to zeros. (In this case, unit-check status shall not be presented after the ihi-
tial |ndication of defer-timing information is not meaningful.)

NPTE 1 The preférred implementation for control units that perform the defer-timing function and have de-
tected a deferstiming-facility-failure condition is to continue with channel program execution, when appfo-
priate, and-présent the indication of meaningless defer time as described previously.

NDTE 2_“Aeceumulation of excessive defer time when a connection exists may result in the recognition of fan
SB2 exchange error. To minimize the probability of this occurrence, the control unit should keep its defer
time-interval at a minimum by disconnecting from the link.

8.10.4 Supplemental Status Field
8.10.4.1 Supplemental Status Field Overview

Supplemental status, when present, shall provide additional information concerning conditions at the
control unit or device for which status information is being provided. Supplemental status shall exist


https://iecnorm.com/api/?name=534f80d444eecf3eceec6555d8d542db

14165-222 © ISO/IEC:2005(E) 109

only for unit-check status. When supplemental status is included in a status DIB, it shall be sent in the
supplemental-status field. When supplemental status is not included in the status DIB with its associ-
ated status information, the supplemental status shall be held by the control unit until one of the fol-
lowing occurs:

— ltis read by the appropriate sense command.

— The associated status is reset.
The supplemental-status field shall be valid when the ES bit, bit 4 of the information-unit identifier, is
set to one for a status DIB. Up to 32 bytes of sense information may be sent in the supplemental-status

field. The contents and exact number of bytes in the supplemental-status field are model dependent.
(See 8.10.4.2.)

When sense data is sent as supplemental status, it shall be sent in ascending order-startlng with
sense-data byte 0 as the first byte of the supplemental-status field; it shall be sent in‘a,singlg status
DIB along with the status byte. The length of sense data sent in a status DIB with supplemental status
shall be from a minimum of one byte to a maximum of 32 bytes. The number of bytes of sense data
beyond one is model dependent.

Supplemental status shall not be used to report sense data associatedywith a resetting-event indica-
tion. (See 9.4.)

Supplemental status shall be sent in a single status DIB.
8.10.4.2 Sense information

The data that is transferred during a basic sense operation or that is contained in the supplgmental-
status field of a status DIB when unit check is indi€ated, shall provide information concerning pnusual
conditions detected in a previous 1/0O operationiand concerning the actual state of the device, Sense
information shall provide more detailed information than the status byte and may describe reagons for
the unit-check indication. It may also indicate, for example, that the device is in the not-ready|state or
that a drive is in the write-protected state.

Basic sense data shall not be resef\as a result of a device executing the sense-ID command.
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Bits 0-5 of the first sense-data byte (sense byte 0) shall be common to all devices. The six bits shall
be independent of each other and, when set to ones, shall specify the events described in Table 16.

See

3.3.3 for a definition of the bit-numbering convention used in the table.

Table 16 — Bits 0 - 5 of Sense-data byte 0

Sense bit Description
0 Command Reject
1 Intervention required
2 Bus-out check

Pregentation of sense data as supplemental status is described in 9.1.5.2.

8.11

8.1]
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ery.
bytd
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matjon indicating the control function to be performed and, for some functions, the parameters need

top
a th
heal

.2 Control header

.2.1 Control header format

3 Equipment check

4 Data check

5 Overrun

control header and a 4-byte LRC.

erform the specified function:The control header shall consist of a one-byte control-function fie
ree-byte control-parameters field, IU count field, and reserved bytes. The format of the cont

der shall be as showntin Figure 31.
0 Control function Control parameters
1 Reserved
2 Reserved IU Count Reserved
0 7 15 31

Figure 31 — Control header

Control DIB structure
.1 Control DIB structure overview
pbntrol DIB shall be sent only in a control IU by either a channel or control unit. It shall be used|to
sfer control information necessary for the execution of-an I/O operation or for device-level recqv-

The structure of the control IU and its DIB is showndn Figure 12. The control DIB consists of a 12-

control header shall be the first.12 bytes of a control DIB. The control header shall contain infor-
d

d!
ol

Word 1 and bytes 0 and 2-3 of word 2 shall be reserved and set to zeros by the sender and ignored
by the recipient.
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8.11.2.2 Control function and control parameters

Byte 0 of word 0 shall contain the control function, which shall be interpreted in conjunction with the

bits in the device-header-flags field of the IU header to determine the device-level function to
formed and the format of the control-parameter field. A summary of the functions represented
ing of bits 0-4 of the control-function field is shown in Table 17. See 3.3.3 for a definition of
numbering convention used in the table.

Table 17 — Summary of Device-Level control functions

Bit positions

0|1|2|3]|4 Control function

be per-
by cod-
the bit-

0|0|0|0]| 0 |Control end

0[0]|0|1]|0 |Commandresponse

0|0|1|0] 0 |Stack status

0[0|1|1]o0 |Cancel

0[1]|0|0]| 0 |Systemreset

01|01 1] 0 |Selective reset

0[1]|1]|1]0 |Requeststatus

1|0|0]| 0|0 |Device-level exception

1/0|1]|0| 0 |Status accepted

1/0|1]1]|0.]Bevice-level acknowledgment

1|1]0|031 |Purge path

1|10 | 1| 0 |Purge path response

NOTE All combinations of bits 0-4 that are not listed are
reserved.

If a reserved combination of bits 0-4 of the control-function field is used, a device-level protoq
shall be detected.

For all control DIBs, bits 5, 6, and 7 of the control-function field shall be set to zeros by the sen
are ignored by the recipient. Table 18 on page 113 provides a definition, in summary form, o
bitsand device-header flag bits for the various control functions. The recipient of a control O
check the 1UI bits and device-header flag bits for adherence to the description contained in th

ol error

der and
the Ul
IB shall
e table.

Putc that ara racnirad t0 ha chaolead by tha raciniant vwhich arn ot ta o valiin athar than cnn

Bits-that-arerequired-to-be-cheecked-by-therecipiertwhich-areset-te-a-valve-otherthan-spedified by

the table for the control function, shall result in a device-level protocol error being detected.

If the channel receives a control 1U specifying a control function that only the channel is allowed to
send and a control unit is allowed to receive, for example, a cancel function, a device-level protocol
error shall be detected. If a control unit receives a control IU specifying a control function that only a
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control unit is allowed to send and the channel is allowed to receive, for example, a command re-
sponse function, a device-level protocol error shall be detected.

Control IUs shall be sent as either FC-2 solicited or FC-2 unsolicited control information categories. A
control IU that initiates a connection shall be sent as an unsolicited control information category. A con-
trol IU that does not initiate a connection shall be sent as a solicited control information category.
Table 18 gives a summary of the control functions, and the sections following Table 18 describe each
control function and any control parameters required. See 3.3.3 for a definition of the bit-numbering
convention used in the table.
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Table 18 — Summary of control IUs

Device-Header flag

IUI bits
0|1(2|3|4|5(6|7|0|1({2|3|4|5|6|7 .

C R Control

AlE|T|T|T C|E[N (@) parameter
Control function S|S|3|2|1|E HIE|P M |F, M, orL field
Control end z|z|z|1|z|0|1l|1|z|z|z|z|1l|z|z|z|CH M z
Command response z|z|z|1|z|0|1|1|z|z|z|z|z|z|z|z|ICU| ForM Z
Stack status z|z|z|x|z|0|1|1|z|z|z|z|z|z|z|z CH| Fxl-or K z
Cancel z|z|z|1|z|0|1|1|z|z|z|z|z|z|z|zICH|.ForL z
System reset z|z|z|0|z|0|1|1|z|z|z|z|z|z|z{z|EH F z
Selective reset z|z|z|1|z|0|1|1|z|z|z|z|z\z|z|z|CH| ForL *
Request status z|z|z|1|z|0|1|1|z|z|z|z|z|z|z|z|CH F z

Device-level exception:

Address exception z|z|z|1|z|0|K1|z|z|z|z|z|z|z|z|CU| FxL $
Status accepted z|z|z|xjx]0|1|1|z|z|z|x|z|z|z|z|CH| FxL or L z
Device-level acknowledgment zlziz|x|z|0|1|1|z|z|z|z|z|z|z|zCU| FxL or L z
Purge path z|z|z|1|z|0|1|1|z|z|z|z|z|z|z|z|CH F z
Purge path response z|z|z|1|z|0|1|1|z|z|z|z|z|z|z|z|CU| FxL z
Explanation:

* Includes modifierbits in control-parameter field

$ Includes exception code in control-parameter field

F Start new-exchange pair. (First U of exchange pair)

M Middle 1U) of exchange. (Exchange pair remains)

L Last N\Jof a pre-existing exchange (Exchange pair removed)
FxL JUwepens and closes an exchange.

CH ,~C€hannel sends IU to control unit

CUX~Control unit sends IU to channel

X Bit is set to one or zero as appropriate for conditions

Z Bit or field shall always be set to zero by the sender and is ignored by the recipient
U BiT shall always De Set 10 zero and 1S checked 10T Zero

1 Bit shall always be set to one and is checked for one
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8.11.2.3 Control end

The channel shall use the control-end function to indicate that it is unable to perform a command up-
date for data chaining. For brevity, a control IU indicating the control-end function is referred to as a
control-end 1U.

A control-end U shall be sent only by a channel, and the AS bit and the EE bit shall always be set to
one.

When the channel sends a control-end IU, it shall be indicating that, as a result of an abnormal condi-
tion, the transfer of the command update for data chaining was suppressed at the channel, and for a
write operation, no more data is being sent for the current operation. A control-end IU sent by the chan-
nel shall require a status response from the control unit, The sending of additional IUs by the channel
shall be held in abeyance until the required response is received.

A control unit that receives a control-end U shall continue to execute the operation with the device
unti| the conditions for ending an I/O operation are met and then it shall transfer status te,the channgl.
The status DIB shall carry the residual count for the current CCW being executed when'the contrpl-
end|IU was received.

A control-end 1U shall require both a valid CCW number and valid token. The CEW number used shall
be the value the channel would have sent in the command update had it been able to perform the data
chajn. The token assigned is model dependent.

A control-end U shall be sent as a solicited control FC-2 information-Category. It shall be sent as the
midflle sequence of an exchange.

8.11.2.4 Command response

A control unit shall use a command-response function:to indicate that execution of the first command
of g channel program has started as a non-immediate operation, or, a command IU containing bqth
the CRR and CH bits set to one and the DU bit setto either zero or one, has become current. For brgv-
ity, @ control IU indicating command response is referred to as a command-response |U.

A command-response U shall be sent-only by a control unit. A command-response U shall be sgnt
only under the following conditions:

a) when the first command-of-the channel program is to be executed as a non-immediate com-
mand, or

b) when executionchas started for a command IU, that is command-chained or data-chained, ahd
for which the CRR bit in the command header is set to one.

Theg sending_of/a-’command-response IU shall not be contingent on sending or receiving any of the
data associated with the command IU for which it is sent.

A command-response IU shall always require a valid CCW number and token, which shall be the CQW

nun har and talkan racaizad aath tha cammand forwhich tha aammand racnanca ic haina cant
Moo toKC e Ccerv eyt trc-Corm oo To— v e tHe- o oo e opoSt1o o emg—Strt

A command-response U shall be sent as a solicited control FC-2 information category. It shall be sent
as the first or middle sequence of an exchange, depending on whether there is an exchange already
open for the same device on that logical path.
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When the command-response U is sent in response to the first command of a channel program, the
least significant byte of the control-parameters field contains the 8-bit IU pacing parameter. (See
8.10.3.4 for additional information.)

8.11.2.5 Stack status

The channel shall use the stack-status function to indicate that status is not accepted. The control unit
or device shall hold the status information (status flags, status byte, and status parameter) and asso-
ciated supplemental status, if any, until the status is requested by a request-status 1U, until the status
is presented as the response to a command IU, or until the status information is cleared or withdrawn.
For brevity, a control IU indicating stack status is referred to as a stack-status IU.

A stack-status [U shall be sent only by the channel. When a stack-status U is received at a time when

the inbound exchange has been closed with a data IU containing a status DIB, no response,shall be
sent; otherwise the response sent shall be a DACK IU.

The AS bit may be set to either one or zero in a stack-status IU. The setting of the AS/bit in the stack-
status U shall be the same as the setting of the AS bit in the data IU containing a status DIB for which
the stack-status IU is sent in response; otherwise, a device-level protocol errorshall be detegted.

A stack-status IU shall require a valid token but shall not require a valid €CW number. The CCW num-
ber field shall be meaningless for a stack-status IU. The token field for a stack-status IU shall not be
checked by the recipient.

A stack-status IU shall be sent as a solicited control FC-2 infafmation category. A stack-status|IU shall
be sent as the first and last sequence of an exchange if it is_sent in response to an unsolicited data I1U.
It shall be sent as the last sequence if it is sent in response to a solicited data IU.

8.11.2.6 Cancel IU

The channel shall use the cancel function to ‘cause the control unit to terminate or nullify the| current
1/0 operation, if any, for the specified devieei/(See 9.2.3.) For brevity, a control IU indicating cancel, is
referred to as a cancel IU.

A cancel IU shall be sent only by-the channel. When the cancel IU is received on the outbdund ex-
change of an exchange pair at(@ time when the inbound exchange of the exchange pair has been
closed, no response shall besent; otherwise the response sent shall be a DACK IU.

A cancel IU shall require-a valid token but shall not require a valid CCW number. The CCW humber
field for a cancel IU shall be meaningless. The acknowledgment sent in response to a cancel|lU shall
contain the CCW number and token associated with the current command for which the cangel func-
tion was perfofmed and for which ending status is to be presented later.

A cancel‘lU-sent during a connection shall be sent as a solicited control FC-2 information category,
and shallbe sent as the last sequence of the exchange, thus closing the outbound exchange. A cancel
IU that initiates a connection shall be sent as an unsolicited control FC-2 information categoyy, shall
e sent as the first sequence of the exchange, and shall leave the exchange open. The outbqund ex-

chanao chall ha clocad ywhaon tha channal candc tha | ACK 1n racnaoncn ta tha NACK

o g e oo o T CTO ST U v e Tt e O T IC T ST IO ot =/ Yotk T TeCopoUTrTottotc o7 vores

NOTE A cancel function results in a disconnection when the DACK is received by the channel. In order to
avoid having to save the active CCW numbers and tokens used during a connection and after a cancel
function has been performed, the control unit indicates in the DACK sent, the CCW number and token for
which the cancel was performed.
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8.11.2.7 System reset

The channel shall use the system-reset function to cause the control unit and associated devices to
be reset with respect to the logical path on which the function was received. (See 9.2.4.) For brevity,
a control IU indicating system reset is referred to as a system-reset |U.

A system-reset IU shall be sent only by the channel and when recognized by the control unit the re-
sponse sent shall be a DACK.

A system-reset IU shall require a valid token but shall not require a valid CCW number. The CCW num-
ber field for a system-reset IU shall be meaningless. The token field for a system-reset IU shall not be
checked by the recipient. The token value received in the system-reset IU, shall be returned in the
DACK response

A system-reset IU shall always initiate a connection, shall be sent as an unsolicited control FG-2.infor-
mafjon category, shall be sent as the first sequence of the exchange, and shall leave the ‘exchange
open. The outbound exchange shall be closed when the channel sends the LACK in response to the
DACK.

8.11.2.8 Selective reset
Theg channel shall use the selective-reset function to cause the control unitto,end execution of the clir-

renf operation, if any, for the specified device, and, depending on the bitswithin the control-parameter
field, to perform one of the following functions:

selective reset,

channel-initiated retry, or
—| channel-initiated unit check.

(Seg 9.2.5 and 9.3.3.) For brevity, a control IU, indicating selective reset is referred to as a selectiye-
reset 1U.

A se¢lective-reset IU shall be sent only by the channel. When the selective-reset IU is received on the
outhhound exchange of an exchange.pair at a time when the inbound exchange of the exchange pgir
has|been closed, no response shall-be sent; otherwise the response sent shall be a DACK IU. Whgn
a sqlective reset IU which initiatés-a connection is received, the response sent shall be either a DACK
IU gr a data IU containing a status DIB. (See 9.2.5 for additional information.)

The control-parameterfield for a selective-reset IU shall have the format shown in Figure 32.

RC| 0| 0 |RU|RO Reserved
0 1 2 3 4 5 23

Figure 32 — Control-parameter field for the selective-reset |U

Bits 1, 2, and 5-23 shall be reserved.

When the RC bit, RU bit, and RO bit of the control-parameter field are all set to zeros, a selective reset
shall be performed.
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When one or more of the RC, RU, and RO bits of the control-parameter field are set to one and the
requested function or functions are not able to be performed, a selective reset shall be performed.

When the RC bit of the control-parameter field is set to one, a channel-initiated retry shall be per-
formed, if possible; if retry is not possible, the RU bit and RO bit of the control-parameter field shall
determine the preferred method of terminating the 1/O operation.

When either the RU bit or the RO bit of the control-parameter field is set to one and channel-initiated
retry is either not requested or requested and not performed, a channel-initiated unit check shall be
performed, if possible; if channel-initiated unit check is not performed, a selective reset shall be per-
formed.

A selective-reset |U shall require a valid token and, depending on conditions at the channel and the

setting of the RC, RU, and RO bits, a valid CCW number may or may not be required. If the-RC, RU,
or RO hit is set to one and the channel is requesting one of these functions to be performed fgr a spe-
cific CCW, then a valid CCW number shall be required. If the RC, RU, or RO bit is set to"ong but the
channel is requesting that one of these functions be performed for the current CCW; ajvalid CCW num-
ber shall not be required and the value in the CCW number field shall be set to zero(See 9.3.8.) If the
RC, RU, and RO bits are all set to zero, a valid CCW number shall not be réquired. In this dase the
CCW number field shall be meaningless. If a selective-reset IU is sent after‘the control unit has dis-
connected and the token and CCW numbers have been reinitialized at the.channel, a valid CCW num-
ber shall not be required and the CCW number field shall contain the-value zero. The token fig¢ld for a
selective-reset IU shall not be checked by the recipient.

The DACK IU sent in response to a selective-reset IU shall contain the token and CCW numbegr asso-
ciated with the current command at the control unit which was terminated by the selective-reget func-
tion. If status is returned in a data IU as a result of performing either the request for retry or request for
unit check functions, the token and CCW number assegiated with the command for which the function
is being performed shall be used. If a disconnection ‘occurs as a result of an abnormal condition and
a selective reset is received as a result of recovéry actions at the channel, the CCW number and token
being maintained at the time of the disconnegtion shall be returned in the DACK. If, as a result of a
normal disconnection from the channel, CCW numbers and tokens have been discarded, th¢ DACK
sent shall contain the token and CCW number received in the selective-reset 1U.

Request Command Retry (RC): The RC bit, bit 0, when set to one, shall indicate that the channel is
requesting the device to performi_command retry on behalf of the channel.

If the RC bit is set to one,\the device shall perform command retry if possible; if command retfy is not
able to be performed, the-RU and RO bits shall determine the action to be taken. If the RC bit|is set to
zero, the RU and RO.bits shall determine the action to be taken.

Request Unit(Check (RU): Bit 3, when set to one, shall indicate that the channel is requestingd the de-
vice to present unit check status. If the command is currently being executed by the device/the 1/0
operationshall be terminated and either unit check status shall be presented to the channel or the se-
lective:reset operation performed.

Reguest Unit Check with Overrun (RO): Bit 4, when set to one, shall indicate that the channel is re-

auectmna tha davien to racaaniZon an avareiin oanditinn and nracant tinit ahaol, otatiic If thna o rnmand
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is currently being executed by the device, the I/O operation shall be terminated and either unit check
status shall be presented to the channel or the selective-reset operation performed.
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The channel may set to one either the RO bit or the RU bit depending on the error condition. When
command retry is either not requested or requested and not performed, the device shall interpret the
RU and RO bits in the control-parameter field as shown in Table 19:

Table 19 — Interpretation of the RO and RU bits

RU RO Interpretation
0 0 A selective reset is performed
0 1 The device shall recognize an overrun condition and generate

unit-check status with the sense data. Retry may be requested.

1 0 |The device shall recognize a unit check and generate unit-check
status with the appropriate sense data.

1 1 Error - the device shall ignore the requested functions and
perform a selective reset.

A s¢lective-reset IU that initiates a connection shall be sent as an unsolicited contrel FC-2 informatipn
catggory, shall be sent as the first sequence of the exchange, and shall leave_the exchange open.

A sglective reset shall be sent during a connection only if the RC, RU, abid RO bits are all set to zefo.
It shall be sent as a solicited control FC-2 information category and-as'the last sequence of the gx-
chahge, closing the outbound exchange.
8.11.2.9 Request status

The channel shall use the request-status function to indicate that the channel is prepared to have sfa-
tus |nformation presented for the addressed device for:which status is pending. (See 9.2.2 and 9.2.6.)
For|brevity, a control IU indicating request status is‘teferred to as a request-status IU.

A

-

gquest-status 1U shall be sent only by the channel.
The AS bit shall be set to one in a request-status IU.

Forla request-status 1U the CCW riumber and token assigned by the channel are model dependent.

|
N

A rgquest-status IU shall always initiate a connection; it shall be sent as an unsolicited control FG
infofmation category as the first sequence of the exchange.

8.11.2.10 Device-Level exception

A control unit shall use the device-level-exception function to indicate that an abnormal condition wps
recggnized-in_the IU received for which the sending of status is inappropriate or not permitted. The
abnprmat condition shall be indicated by the exception code present in the first byte of the control-ga-
rametér field. For brevity, a control IU indicating device-level exception is referred to as a device-levgl-

exceptient-

A device-level-exception IU shall be sent only by a control unit and may only be sent in response to
an initiation 1U.
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A device-level exception shall have a control-parameter field with the format shown in Figure
Exception Reserved
Code
0 8 23

Figure 33 — Control-parameter field for the device-level exception U

33.

Bits 8-23 of the control-parameter field shall be set to zeros by the sender of the device-level-exception

IU and shall be ignored by the channel.

Bits 0-7 shall specify the abnormal condition detected in the [U for which this device-level-ex

ception

IU is the response. Table 20 shows code assignments for the exception codes. See 3.3.3 for
tion of the bit-numbering convention used in the table.

Table 20 — Exception code assignments
Bits

0|1(2]3 4(5(6|7 Exception code

00O00O 00O00O Reserved

0000O0 0001 Address exception

through Reserved

If a reserved exception code is used, a device-level protocol error shall be detected by the rec
the device-level-exception IU.

A device-level-exception IU shall use the token and CCW number from the 1U to which it is be
in response.

Address Exception: Address exception shall indicate that the IU received contained the de
dress of an uninstalled device or a device that is offline with respect to the logical path. A devig
exception IU for anyaddress exception shall be sent only in response to certain IUs containing
level information; (See 9.3.4 for a description of the use of this exception code.) For brevity, g
IU indicating‘address exception is referred to as an address-exception 1U.

An address-exception IU shall use the token, CCW number and device address from the U {
it isTheing sent in response.

A defini-
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sent as the first and last sequence of the exchange.

NOTE The device may be offline for some logical paths but not others. For example, the device may be pre-
cluded from going to the offline state if the offline switch was set to the offline position but the allegiances

for some paths have not been cleared.
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8.11.2.11 Status accepted

The channel shall use the status-accepted function to indicate that the status received in a status DIB
was accepted. For brevity, a control IU indicating status accepted is referred to as a status-accepted
U,

A status-accepted IU shall be sent only by the channel. If the control unit did not close the inbound
exchange with a data IU containing the status DIB, the response sent by the control unit shall be a
DACK; otherwise no response is sent.

The CH bit in the device-header flag field for a status-accepted IU may be set to either one or zero,
depending on conditions at the channel. (See 9.2.8.)

Thj AS bit may be set to either one or zero. The setting of the AS bit in the status-accepted IU¢hgall
be fhe same as the setting of the AS bit in the data IU containing a status DIB for which the-statys-
accepted IU is sent in response; otherwise, a device-level protocol error shall be detected.

Theg ES bit may be set to either one or zero in a status-accepted IU. The ES bit shall be 'set to one|to
inditate that the channel has accepted the supplemental status received in a status DIB with the ES
bit 4et to one. If the channel has not accepted the supplemental status received,rorthere was no syp-
plerhental status presented in the status DIB, the ES bit shall be set to zero. (Sée 9.1.5.2.)

The status-accepted IU shall require a valid token but does not require @valid CCW number. The fo-
ken|value used in the status-accepted IU is model dependent. The GEW number field and token figld
for a status-accepted IU shall not be checked.

A status-accepted IU shall be sent as a solicited control FC-2 information category. It shall be sent ps
the ffirst and last, or last sequence of the outbound exchange, depending on whether there is an ofit-
bouhd exchange already open for that device or logicakpath.

8.11.2.12 Device-Level Acknowledgment (DACK)

The device-level acknowledgment (DACK) function shall indicate acceptance of a stack-status U,
cantel IU, system-reset IU, selective-reset U, request-status 1U, or status-accepted IU and that the
reqliested function was or is to be perfekmed. For brevity, a control U indicating a device-level ACK
is referred to as a DACK IU.

A device-level acknowledgment:shall be sent only by a control unit.

Theg AS bit may be set to éither one or zero. The setting of the AS bit in the DACK IU shall be the same
as the setting of the AS it in the IU for which the DACK is sent in response; otherwise, a device-leyel
profocol error shall be)detected.

Except for a response to a cancel or selective-reset IU, a DACK IU shall use the token and CCW num-
ber ffrom thelU to which it is being sent in response. When a DACK IU is sent in response to a cangel
or selective-reset |U, the token and CCW number used shall depend on whether or not the cancel U

initipted a'connection, conditions at the control unit and, for a selective-reset IU, the settings of the RC,
RU A DO hitc Ccn Q11 29

oo T o oo ot O 0

A DACK IU shall be sent as a solicited control FC-2 information category. It shall be sent as the first
and last, or last sequence of the inbound exchange, depending on whether there is an inbound ex-
change already open for that device or logical path.
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8.11.2.13 Purge path

A channel shall use the purge-path function as part of device-level recovery in order to purge th

e trans-

mit-receive path of any residual IUs associated with the logical path and device for which recovery is

being performed. For brevity, a control IU indicating purge path is referred to as a purge-path

U.

A purge-path U shall be sent only by a channel and when recognized by a control unit the response

shall be a purge-path-response IU.

A purge-path IU shall require a valid token but shall not require a valid CCW number. The CCW num-

ber field for a purge-path IU shall be meaningless. The token value received in the purge-path
be returned in the token field of the purge-path-response 1U.

IU shall

A purge-path IU shall be sent as the first sequence of an outbound exchange as an unsoliciteg
FC-2 information category.

8.11.2.14 Purge-Path response

A control unit shall use the purge-path-response function to indicate receipt-and recognitio

control

n of the

purge-path function. For brevity, a control IU indicating purge-path response is referred to as @ purge-

path-response I1U.

A purge-path-response U shall be sent only by a control unit incesponse to a purge-path
channel shall send a LACK IU to close the outbound exchange When it receives a purge-
sponse |U.

A purge-path-response U shall be sent as a solicited control FC-2 information category, and
sent as the first and last sequence of the exchange,

8.12 Link-Control DIB structure
8.12.1 Link-Control DIB structure overviéw

A link-control DIB shall be sent in a.centrol IU by the channel or control unit. It shall be used to
SB-2 link-level information. A contraMU containing a link-control DIB is referred to as a link-co

A link-control 1U shall be used-to perform the following link-level functions: (See 6.4.)
— establish a logical'‘path,
— remove a lggical path,
— test initialization,
— acknowledge, reject or indicate a busy condition.

% link-control DIB shall contain a link header, an LRC, and for some functions a link payload

IU. The
Dath-re-

shall be

transfer
ntrol 1U.

with its

accaoiatad OCDC finld Can Tingien 19

TtooUC Tt U orito oo Tt T gourc I


https://iecnorm.com/api/?name=534f80d444eecf3eceec6555d8d542db

122 14165-222 © ISO/IEC:2005(E)
8.12.2 Link header

8.12.2.1 Link header format

The link header shall be generated by the channel or control unit and shall appear immediately after
the IU header of either a solicited or unsolicited control IU. The link header shall contain information
indicating the link-control function to be performed and, for some functions, the parameters needed to
perform the specified function. The link header shall consist of a one-byte link-control-function field, a
two-byte link-control-information field, a two-byte CTC counter field, a one-byte U count, a two-byte
link payload byte count, and reserved bytes. The link header shall have the format shown in Figure 34.

0 Reserved Link control Link control information

1 CTC counter Reserved

2 Reserved IU Count Link payload byte count
0 16 31

Figure 34 — Link header
Byt¢ 0 of word 0, bytes 2 and 3 of word 1, and byte 0 of word 2 shall be reservéd and set to zero py
the |[sender and ignored by the recipient. For all IUs except the ELP U, hytes 0 and 1 of word 1 gre
alsq set to zero by the sender and ignored by the recipient.

8.12.2.2 Link control

The link-control field, byte 1 of word 0, shall contain the link-header format bits, bits 5-7, and the link-
control function bits, bits 0-4. The link control field shall havé. the format shown in Figure 35.

Link-control function Link header format
0 1 2 3 4 5 6 7

Figure-35 — Link-control field

When bits 5-7 are set to the value ‘001'b, bits 0-4 of the link-control field shall contain the link-contfol
fungtion. See 6.4 for the link-control functions and their assigned codes. All other values of bits §-7
sha|l be reserved. If a value of-ether than ‘001'b is specified, a link-level protocol error shall be recqg-
nizgd.

A lipk-control function{When sent as a request by the channel, shall require a valid token and whgn
sent as a request by ajcontrol unit, the token value shall be meaningless. A link control response sent
by g control unit shall use the token and CCW number from the IU to which it is being sent in responge.
A lipk control response sent by a channel shall have a valid token assigned by the channel (but nof a
valifl CCW number) and shall not use the token and CCW number from the U to which it is being sgnt
in r¢ésponse.

81’ 29 1 inl Caontral infarm ot
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The link-control information field, bytes 2 and 3 of word 0, shall contain additional parameters neces-
sary in order to perform the link-control function specified by bits 0-4 of byte 1 of word 0. The param-
eters shall be determined by the link-control function specified.
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The link-control information field shall be meaningful only when the ELP, LPE, LPR, and LRJ link-con-
trol functions are specified. (See 6.4.2, 6.4.4, 6.4.5 and 6.4.9 for a description of the parameters.)

The parameters associated with the LPR and LRJ link-control functions shall be contained in
byte of the link-control information field, byte 2 of word 0. The second byte of the link-control i
tion field, byte 3 of word 0, shall always be set to zero by the sender and ignored by the recip

The parameters associated with the ELP and LPE link-control functions shall be contained
bytes of the link-control information field, bytes 2 and 3 of word 0.

8.12.2.4 Channel-to-Channel (CTC) counter

The CTC counter field, bytes 0 and 1 of word 1, is only meaningful when ELP is the link-control

the first
nforma-
ient.

in both

unction

specified, and bit 15 of the link-control information field is set to one. The CTC counter spéc
number of CTC connections for which the channel sending the ELP IU is providing emulated
unit functionality at the time when the ELP IU is sent.

8.12.3 Link payload

The link payload shall be a variable length field with a maximum length of 8 156’bytes. The link
field shall be present only for the TIR link-control function. (See 6.4.8.)

fies the
control

pbayload
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9 Device-Level functions and protocols

This clause describes the functions and protocols necessary for the execution of an 1/0O operation, the
exchange of control information, and device-level recovery. These functions depend on the successful
completion of all FC-PH protocols.

9.1 Device-Level operations

9.1.1 Overview of Device-Level operations

Initiation of an 1/O operation, the transfer of data, and the ending of an 1/0O operation are device-level
operations which rely on SB-2 device-level functions and protocols. The device-level functions dis-

cussed in this clause have all been defined in Clause 8, This clause describes how these functions
are Jused in order to perform device-level operations.

9.1p Channel program execution

A channel may concurrently execute one or more channel programs on the same or(ifferent logigal
pathps. Each channel program executed by a channel shall be for a different devicésand shall requ(re
a different exchange pair to be used.
Theg number of channel programs that may be concurrently executed by @ channel or control unifis
model dependent.

9.1B Initiating an I/O operation

An |/O operation shall be initiated with a device when the channel transfers the command from the
curient CCW to that device. The command shall be transferred in the command header of a command
IU. (See 8.7.2.)

A channel executing a channel program may conicurrently initiate multiple 1/O operations with the
sanje device. Each 1/O operation shall consist of.the transfer of a command in a command IU conta|n-
ing either a command DIB or a command-data DIB and, in the case of a write operation with a nonzgro
CCW count, the transfer of data in a data tU:

A control unit that receives one or mgre command IUs, each initiating an I/O operation, shall execute
each command in the order in whigh it is received from the channel. Execution of the command fifst
sha]l require acceptance of the’command at the control unit. When a command is accepted, that copn-
mad shall be considered current at the control unit until execution at the device is considered com-
pletpd. At least the following ‘conditions shall be satisfied in order for the command to be accepted

a) The AS bit shalljbe set to one in the 1UI.

b) For those‘eommands that require the device to be installed and ready, the device address shiall
specify.a device that is installed and ready.

c] .£Forcommand chaining, the device address shall designate the same device that was designat-

ad fortha cammand Nl vwhich initiatad tha channal nranram
oot e Com oo wrhcrrette e Crior e progrartis

d) The chaining (CH) bit shall be set to zero for the first command of a channel program and set to
one for all subsequent commands of the channel program.

e) For those devices that provide commands executed as immediate operations, the command
shall be checked to determine whether a command response or status is to be sent.


https://iecnorm.com/api/?name=534f80d444eecf3eceec6555d8d542db

14165-222 © ISO/IEC:2005(E) 125

f) If the REX flag bit is set to one, the CD, DU, and SSS flags shall be set to zero in the co
header.

At least the following conditions shall be satisfied in order for the control unit to return busy s
the channel.

a) The status DIB indicating device busy or control unit busy (status modifier and busy)

mmand

tatus to

may be

sent only in response to the first command of a channel program (CH bit set to zero in the com-

mand IU).

b) A response of control unit busy shall require that the 1Ul of the command IU be checked. No

other device-level checking shall be required.

c) A response of device busy shall require that the 1Ul and device address be checked,-No other

device-level checking shall be required.

When the command is the first command of the channel program, the channel shall consider a con-
nection to exist when the command response or status is received. The control unit shall copsider a

connection to exist when the command response or status is sent.

For the first command of a channel program, the channel shall send the eémmand in a command U
with either a command DIB or command-data DIB. If the command-is for a write operation jand the
CCW count is nonzero, a command-data DIB containing both the .command and data for that com-
mand shall be used. If the command is for either a write operation' with a zero CCW count of a read

operation, a command DIB shall be used.

The channel shall consider the first command of a channelprogram to be accepted when eithef a com-

mand response or status indicating channel-end is received.

For the first command of a channel program, the channel shall consider the 1/0 operation fo be in
progress at the device when the indication thatthe command has been accepted by the devige is re-

ceived. In this case, the device shall consideér the I/O operation to be in progress when the in
that the command was accepted is sent t0 the channel. Acceptance of the command by the
unit shall signal the start of execution>of the channel program.

When the first command of a e¢hiannel program is handled by the control unit as a nonimmed
eration, acceptance of the commmand for execution shall be indicated by sending a command rg
to the channel. If the operation is a read, data may be sent by the control unit after the comn
sponse U is sent. If the eperation is a write with a nonzero CCW count, data shall be sent by th
nel with the command and, if necessary, in data IUs immediately following the command IU.

When the firstcommand of a channel program is handled by the control unit as an immediate
tion, acceptance of the command for execution shall be indicated by sending a solicited data
taining a‘status DIB containing channel-end status without busy status. Command IUs with t
bit set.to.zero and data IUs received subsequent to the command IU containing the first com
thethannel program, shall be discarded. If device-end status is not included with the channel-
tus, the channel shall indicate that the status is accepted by sending a status-accepted IU. Th
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on acceptance of the status; if chaining is not to be indicated, the CH bit shall be set to zero on accep-
tance of the status. Execution of the command shall be permitted when the command is accepted.

When device-end status is included with the channel-end status for an immediate operation, the re-

sponse from the channel indicating status is accepted depends on whether or not chaining

is to be

indicated by the channel. If chaining is not to be indicated, the channel shall send a status-accepted
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IU with the CH bit set to zero. If chaining is to be indicated by the channel, then the channel shall in-
dicate status is accepted by sending the next command in a command IU with the CH and SYR bits
set to one.

When the status DIB received by the channel in response to the first command of a channel program
indicates that supplemental status is available, the status may be accepted as previously described,
and acceptance of the supplemental status shall be indicated by the ES bit. (See 9.1.5.2.)

When the status received by the channel in response to the first command of a channel program re-
quests that command retry be performed, the channel shall indicate acceptance of status and its intent
to perform the retry by sending either a status-accepted IU or a command IU, depending on whether
device-end status is present in the status DIB and on whether the channel intends to perform the com-
mand retry. The response from the channel shall depend on the following conditions

—| If device-end status is not present, the channel shall indicate acceptance of the status by.serd-
ing a status-accepted IU. If command retry is to be performed, the CH bit shall also set to"one|in
the status-accepted IU. From the time when the status-accepted IU is sent, the ehannel shill
consider the rules for command chaining to be in effect. (See 9.3.2.) Conversély,"if command
retry is not to be performed, the CH bit shall be set to zero in the status-accepted IU.

—| If device-end status is present and command retry is to be performed, the.¢hannel shall indicgte
acceptance of the status and of the command retry by sending a ecommand IU with the com-
mand to be retried, along with the flags and parameters associated’with the command. The ¢H
and SYR bits shall be set to one in the command IU. The CH-hif*shall indicate that this comn-
mand is a command update as a result of command chaining-and the SYR bit shall identify this
command as the one being retried. From the time the command IU is sent to the device, the
channel shall consider the 1/0 operation to be in effect.at\the device and the rules for command
chaining in effect. (See 9.3.2.)

—| If device-end status is present and command retty is not to be performed, the channel shall ingdi
cate acceptance of the status by sending a status-accepted IU. The CH bit shall be set to zgro
in the status-accepted IU to indicate that.cammand retry is not to be performed.

Corpmands which are not executed as the first command of a channel program shall not result irf a
conmmand response or status being sent\to the channel, unless one of the following conditions exists:

the CRR flag is set to one forlithe command, or
—| conditions at the controhunit require the sending of status. (See 8.10.)

The following protocols shall be used for commands which are not executed as the first command|of
a channel program.

When thé/eommand is handled by the control unit as a nonimmediate operation, acceptange
and execution of the command may occur immediately. If the CRR flag is set to one for the
command, a command response shall be sent to the channel upon acceptance of the com-
rmand. If the CRR flag is set to zero for the command, a command response shall not be sent|to
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ceed immediately after sending the command-response IU, if required. If the operation is a
write, the data associated with the command contained in the command-data DIB and data
DIBs received may immediately be transferred to the device.

The control unit shall consider the I/O operation to be in progress at the device when the condi-
tions for acceptance of the command are satisfied.
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— When the command is handled by the control unit as an immediate operation, acceptance and
execution of the command may occur immediately. If the CRR flag is set to one for the com-

mand, a command response shall be sent to the channel. (See 8.7.2.3.) If the CRR flag

is set to

zero for the command, a command response shall not be sent to the channel upon acceptance
of the command. At the completion of execution of the command, status may or may not be

sent to the channel depending on the conditions previously described. If status is sent,

and the

CCW count for this command is non-zero, the control unit shall indicate that it was executed as
an immediate operation by setting the LRI bit in the status flags field to a one and the residual

count to the value of the CCW count.

9.1.4 Data-Transfer protocol

9.1.4.1 Data-Transfer protocol overview

Data is transferred between the channel and the control unit as part of the execution of an.l/{
tion. The transfer of data from the channel to the control unit is a write operation. The ‘transfe
from the control unit to the channel is a read operation. The operation, read or write, is‘detern
the current command. Read commands have bit 7 of the command byte set toZero, and wr
mands have bit 7 of the command byte set to one.

Some read and write commands do not result in the transfer of data. These commands are e
as immediate operations, are designed to be executed without transferring data, have counts
in the CCW, or have data-record lengths of zero. (See 9.1.3 for the{protocols used when the cg
is executed by the control unit as an immediate operation. See 9:1\4.6 for the protocols used W
CCW count is zero.)

When, for the first command of a channel program with a‘\nonzero CCW count, the data-recor

opera-
of data
ined by
te com-

kecuted
of zero
mmand
hen the

H length

at the control unit is zero but the command is not ageépted as an immediate operation, a command-

response IU is sent to the channel. Following transhission of the command response, if stat
quired to be sent to the channel, status containing channel end with or without device end is
the channel, the residual-count-valid bit is set\to one, and the residual count field contains th
count received with the command. For this-case, if the command is a read command, no data

IS is re-
sent to
e CCW
s trans-

ferred to the channel. If the command is‘a write command and data was sent for the command, the

data is discarded by the control unit.

When, for a command other thafi 'the first command of a channel program with a nonzero CC\
the data record length at the\control unit is zero, a command-response IU is sent to the chan
if the CRR flag is set to anefor the command. If conditions require the sending of status to the
status is sent. In the case-in which a command response is required and conditions require the
of status, the statusiis ‘sent after the command response is sent. When status is sent, the

counts and dataransfer rules for the first command of a channel program apply. If condition
require the sehding of status and chaining is to take place at the control unit, only a comn]
sponse, if requested is sent; otherwise, nothing is sent to the channel.

Data is\transferred from the channel to the control unit in a command-data DIB sent in a comr
or data DIB sent in a data IU. Data is transferred from the control unit to the channel only inad
See 8.8 and 8.9 for the maximum DIB sizes.

V count,
nel only
hannel,
sending
residual
5 do not
and re-

nand IU
ata DIB.

For each CCW that results in a command IU being sent, the CCW count is included in the command
header. For a write operation, the CCW count is used to determine the quantity of data to expect from
the channel. For a read operation, the CCW count is used to determine the quantity of data that may
be sent to the channel. For both a read and write operation the CCW count is used to determine the
residual count to be returned to the channel, if status is to be presented, and it is used in conjunction

with the CCW control flags and command flags, to determine if chaining is to occur.
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9.1.4.2 Write operation

A write operation is the transfer of data from the channel to the control unit as part of the execution of
a command that has bit 7 set to one.

For a write operation with a nonzero CCW count, the channel shall send the command and the data
for the command in a command-data DIB. If the quantity of data specified by the count for the current
CCW exceeds the maximum allowable DIB size, the remaining data shall be sent in data DIBs until all
of the data specified by the CCW count is sent. (See 8.8 and 8.9.) If all of the data specified by the
CCW count is sent, the E bit shall be set to one in the last IU sent containing the CRC field. If all of the
data specified by the CCW count is not sent, the EE bit shall be set to one in the last IU sent containing
the CRC field.

When, during a write operation, the channel is able to send some but not all of the data for a CEW,
the EE bit shall be set to one in the last IU sent. The channel, for the affected channel program,_shill
suspend sending IUs to the control unit until status is received. When status is received, the channel
may or may not resume execution of the channel program with the control unit, depending on the cgn-
tents of the status DIB and conditions at the channel.

When, during a write operation, the channel is unable to send any of the data specified for a CCW, the
EE pit shall be set to one for the command-data DIB, the command header shall contain the requirgd
infofmation for the CCW, and the DIB data field shall contain only a CRC field. If CRC generation apd
chefking is provided, then the CRC field shall contain only the initializedvalue of the CRC generator
in the DIB data field and the CNP bit shall be set to zero.

When, for a write operation, the quantity of data required by aevice is equal to or greater than the
CCW count, the resulting residual count shall be zero. If the.quantity of data required by the devicelis
lesq than the CCW count, the resulting residual count shathbe the difference between the quantity|of
data required and the CCW count.

When, at the end of a write operation which is not the first command of a channel program executgd
as gn immediate operation, status including channeél end is sent to the channel, the residual count cgl-
culgted shall be included in the status DIB. If the‘quantity of data required by the device is greater than
the ICCW count, the LRI and RV status flag bits shall be set to one and the residual count set to zgro
to indicate that the device would have used more data had it been provided.

When the quantity of data received-by the control unit for a write operation is less than the quantity
spetified by the CCW count and\the EE bit is set to one in the last IU received, the I/O operation shiall
be ¢xecuted and the data received, if any, shall be used by the device. If the quantity of data requirgd
by the device is exactly equal to the quantity of data received, the E bit shall be set to one for the status
DIB|sent. If the quantity of data required by the device is either less than or greater than the quantity
of dpta received, the E)bit shall not be set to one for the status DIB sent; if a valid CRC value is received
and| CRC checkingis provided, CRC shall be checked on the entire amount of data received.

9.14.3 Read.operation

A rgad.operation is the transfer of data from the control unit to the channel as part of the execution|of

aca mmandthat hac hit 7 cat +0 2ar
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For a read operation the channel shall send the command to the control unit in a command DIB in a
command IU. The CCW count and CCW control flags for the command shall be included in the com-
mand header.
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When, for a read operation, the quantity of data sent to the channel exactly equals the count for the
current CCW, the resulting residual count shall be zero and the E bit shall be set to one in the last data
IU sent for that CCW. If the quantity of data sent to the channel is less than the count for the current
CCW, the resulting residual count shall be the difference between the quantity of data sent to the chan-
nel and the CCW count. The E bit shall be set to zero and the EE bit shall be set to one in the last data
IU sent for that CCW. If more data has been transferred to the channel and has a larger count been
provided or data chaining indicated, the resulting residual count shall be zero and the E bit shall be set
to one in the last data U sent for that CCW.

When, at the end of a read operation which is not the first command of a channel program executed
as an immediate operation, status including channel end is sent to the channel, the residual count cal-
cuIated shall be included in the status DIB. If the guantity of data sent to the channel by the device, is
count
been prowded the LRI and RV status flag bits shall be set to one and the reS|duaI count is setlto zero.

9.1.4.4 Data chaining

When there are successive CCWs to be executed by the channel for a single 1/O, operation, {he exe-
cution of these CCWs is referred to as data chaining. When each CCW associated with a channel pro-
gram becomes the current CCW being executed, the channel shall indicate to the control junit the
initiation of a data chaining operation by transferring a command-IU containing the chain-data flag,
CCW count, and other flags associated with the CCW. Subsequent IUs containing data DIBs may also
be transferred, either by the channel or control unit, depending upofiwhether input or output was spec-
ified in the command IU initiating the I/O operation. When execution of the current CCW is copnpleted
and the chain-data flag is set to one, data chaining shall take”place, provided no abnormal copditions
are detected and all other conditions for data chaining ate satisfied. Data chaining may ocgur only
when the CD bit is set to one for the current CCW. Whentdata chaining takes place, the command U
shall be used to update the flags, CCW number, token,‘and count held at the control unit, the ¢haining
bit (CH bit) of the device header flag field and the data-chaining-update (DU) flag of the command-flag
field shall both be set to ones.

The device shall ensure that data chainingtis occurring at the proper times by recognizing|a data-
chaining condition. The data-chaining condition shall be recognized for each device and shall pe used
to verify that successive CCWs are beihg executed by the channel. The data-chaining conditipn shall
be set whenever the device accepts a command IU and the chain-data bit is set to one in the com-
mand-flag field. The data-chainifng condition shall be reset whenever a control IU is received and sys-
tem reset, selective reset, cafncel or stack status is performed. The data-chaining condition shall also
be reset whenever a command IU is received and the chain-data bit is set to zero, or status coptaining
device end has been aceepted by the channel.

If a command IU7is received with the DU flag bit and the CH bit set to ones, and if the data-¢haining
condition is set, then the command flags, CCW number, token, and count from the command |IU shall
be accepted'and become current.

The chain-data bit in the CCW-flag field of the command IU shall indicate that there is a subsequent
countand command-flag update for the device that is to immediately follow the execution of thg current
command IU, provided that no abnormal conditions are encountered.

In some cases while data chaining, the channel may request the transfer of status when the last CCW
of a data chain is executed. The channel shall do this by setting the SSS bit to one signalling the control
unit to provide ending status in an IU containing a status DIB when the I/O operation has ended. In
this case, if command chaining was set to one in the last CCW of the data chain, then normal com-
mand chaining would occur after the channel received the 1U containing the status DIB. If data chain-
ing is ended and no further chaining is specified, ending status shall be sent to the channel.
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When data-chaining occurs at the channel during a write operation, a command IU with a command-
data DIB containing the CCW number, the CCW count and required flags for the next CCW, a valid
token, and data shall be sent to the control unit. If the quantity of data specified for the CCW exceeds
the quantity of data that is allowed to be sent in a command-data DIB, one or more data DIBs may be
sent. If the quantity of data sent for the CCW is exactly equal to the count in the CCW, the E bit shall
be set to one in the last IU sent for the CCW. Data chaining shall continue until all of the data is trans-
ferred for the write operation or until the data chaining condition is not set at the end of a CCW. If the
quantity of data sent for the CCW is less than the count in the CCW, the EE bit shall be set to one in
the last IU sent for the CCW. For this case, data chaining, if indicated for the CCW, shall not be per-
formed and execution of the channel program shall be suspended until status is received from the con-
trol unit. If the quantity of data used by the device is less than the total count provided by the channel,
then a status DIB shall be sent; the residual count field shall indicate the amount of data which was
not used. If the quantity of data required by the device is greater than the total count provided and the
EE pit is not set, then status, if sent, shall have the LRI and RV bits in the status-flag field set te,ope
and|the residual count set to zero.

When, at the channel for a read operation, data chaining is indicated in the current CCW, a.commahd
ith a command DIB containing the CCW number, the CCW count and required flags’for the next
, and a valid token shall be sent to the control unit. The channel shall continue-todo this, provided
sufflcient IU pacing credit is available, for each CCW for which data chaining was-specified until the
command IUs for all of the CCWs for data chaining have been sent. (See 9.1.4.5.) For a read opela-
tion} the sending of the command IUs indicating data chaining does notcanstitute execution of the
command or CCWs; the operation and data chaining shall only be considered to have been initiated.
There is an indefinite period of time from the initiation of a read operation*with data chaining and when
data for that operation arrives at the channel. When a data IU is feceived by the channel, the CQW
nunpber shall indicate the CCW for which this data is being sent. At that point in time, the CCW idgn-
tifiefl shall become current again at the channel and execution.of the CCW shall be considered to pe
occlirring. As each successive data IU is received for a read. operation, the channel shall ensure that
the ICCW number specified corresponds to the appropriate”CCW. The quantity of data received fof a
CCVW shall exactly equal the CCW count for that CC\W.in order for data chaining to occur at the chdn-
nel.|If, before all of the data for a CCW is received, the’next data IU received from the control unit spgc-
ifieq a different CCW than the current CCW forthe read operation, a device-level protocol error shall
be fecognized. If either status or a data IU withrthe EE bit set to one is received, data chaining shall
be ¢nded for the current read operation.

When, at the control unit for a read @peration, the quantity of data to be sent to the channel exceefs
the ICCW count in effect from the‘command IU currently being executed, the E bit shall be set to ohe
in the last data IU sent for the CEW and if the data chaining condition is set, data chaining shall ocqur
at the control unit. When data-chaining occurs at the control unit, the next CCW shall go into effeft,
thatlis, the contents of thethext command IU with the CH bit set to one and a command DIB containihg
the DU flag set to one“shall become current and go into effect for the read operation. The remainipg
data shall be sent in_data IUs under the control of the new CCW. The CCW number from the current
conjmand IU shall\be used in each data DIB sent, and the CCW count shall determine the maximym
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status shall be sent to the channel. If all of the data has not been transferred to the channel for the
read operation and the data chaining condition is not set, data chaining shall not occur and a status
DIB, if sent, shall contain the LRI and RV bits in the status-flags field set to one and the residual count
set to zero.
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When the data-chaining condition is set and the control unit initiates the ending of the 1/0 operation by
transferring channel-end status to the channel, with or without device-end status, and if the quantity of
data transferred is less than the CCW count, then the data-chaining indication shall be reset, and
chaining shall not be performed.

Data chaining shall occur whenever the data-chaining condition is set, and the chaining (CH) bit in the
device-header flag field and the data-chaining-update flag (DU flag) are both set to ones in the com-
mand IU.

If the data-chaining condition is set in the control unit and if a command IU is recognized with the chain-
ing bit (CH bit) or the data-chaining-update flag (DU flag) set to zero, then a device-level protocol error
shall be detected. If the data-chaining and command-chaining conditions are both not set and if a com-
mand 1U js received with either the DU flag set to one or the CH bit set to one, then a device-level

protocol error shall be detected. The CH bit and DU flag shall be tested before the data-chdinjng con-
dition is changed to conform to the new value of the chain-data bit in the command-flag-field.

If the data-chaining condition is set, the control unit shall ensure that the path to the device femains
available when the current count is exhausted, until the next command IU is recaognized or (ntil the
data-chaining condition is reset.

A channel may minimize the number of data chain updates for successive data chain CCWs| This is
accomplished by adding the counts from successive CCWs and presenting only the sum ¢f these
counts to the control unit in a single command IU. When this is daonie; the original integrity of tHe chan-
nel program shall be maintained by ensuring that PCI and command chaining conditions occlr at the
appropriate points within the channel program.

9.1.4.5 IU Pacing

Each channel provides an IU pacing credit which4s initialized at either the start of each channel pro-
gram or reconnection to continue execution of achannel program. The IU pacing credit is tHe maxi-
mum number of IUs that a channel may serid-on a given outbound exchange before it reqeives a
command-response U, which was sent because the CRR bit was set to one, on the existing {nbound
exchange.

At the start of a channel program,\the U pacing credit shall be set to a model-dependent Vfalue no
greater than the default value of 16. The control unit may request that the IU pacing credit be ingreased
by the channel at the start of'a-channel program or at each time the control unit reconnects with|device-
end status. At the start of'a\channel program, the control unit may request that the IU pacing gredit be
increased by providing an’' IU pacing parameter in either the command response or status sept in re-
sponse to the first cemmand of a channel program; when reconnecting with device-end status, the
control unit may fequest that the IU pacing credit be increased by providing an IU pacing parameter
in the status DIB. See 8.11.2.4 and 8.10.3.4 for a description of how the control unit providep the 1U
pacing parameter.

If the cantrol unit sets the IU pacing parameter to a value less than or equal to the default vdlue, the
chanhel shall not increase the 1U pacing credit above the default value. If the control unit sets the 1U
pacing parameter to a value greater than the default value, then the channel may increase the|lU pac-
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At the start of a channel program or at each reconnection, the channel shall send a model dependent
number of IUs to the control unit. The number of IUs sent shall not exceed the IU pacing credit value.
Prior to or at the last command IU sent, the channel shall request a command response to be returned
by setting the CRR bit in a command or command-data DIB. The selection of the command or com-
mand-data DIB for the setting of the CRR bit shall be such that the remaining IU pacing credit (that is,
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the number of additional IUs the channel is allowed to send before it receives a command-response
IU) does not prevent the transmission of all of the IUs for a CCW. For example, if the channel has not
set the CRR bit since the command or command-data DIB for which the last command response was
received and remaining IU pacing credit is less than the number of IUs required to transfer all of the
data indicated by the CCW count field in a command-data DIB, then the CRR bit shall be set to one in
the command-data DIB; otherwise the channel shall be unable to proceed with the channel program.

When a command response is received, it shall indicate which CCW is currently being executed and,
therefore, the number of IUs that have been processed since the start of the channel program or since
the IU for which the previous command response was received. Upon receipt of the command re-
sponse, the channel is then permitted to send an additional number of IUs beyond the current remain-
ing credit equal to the number of IUs indicated as having been processed.

When a control unit sends a data IU containing a status DIB, the control unit shall discard all commahd
IUs|with the SYR bit set to zero and data IUs which are received subsequent to the U for which the
status was sent. (See 8.10.) When a data IU containing a status DIB is received, the channel 'sets fts
remlaining IU pacing credit to a value equal to the 1U pacing credit for the exchange; the pumber of IlUs
a channel is then permitted to send, including and subsequent to the IU sent in response,to the statys,
is efjual to the IU pacing credit.

When an [U which closes the inbound exchange is received, a channel is allowed to respond to the U
without regard to IU pacing credit.

NDTE 1 Care should be exercised when selecting the command or command-data DIB in which to set the
CRR bit. Setting the CRR bit too early results in an excessive number.of command-response |1Us; setting
the CRR bit too late may result in interrupting the flow of command and data IUs on the outbound éx-
change until a command-response is received. In order to avoid'this and as a “rule of thumb” the CRR [bit
should be set in a command IU as close as possible to the peint-of sending IUs where half of the IU pacing
credit value remains.

NPTE 2 An IU pacing credit higher than 16 is recommended for link speeds above 1 Gbit/s. For distances of
up to 100 km, an IU pacing credit of 32 is recommended for a link speed of 2 Ghit/s.

NPTE 3 The intent of the IU pacing function is to_pfevent data-intensive channel programs such as a channel
program performing a data archive operatiorifrom unfairly utilizing all of the resources of a control unit.[IlU
pacing is not intended to be a means of flow,control.

NPTE 4 A control unit may return control:unit busy status if resource limitations prevent the control unit frgm
accepting all of the IUs sent by a channel during the initiation of a new exchange pair.

NPTE 5 The IU pacing function is defined only for transmissions from the channel to the control unit. It is fot
required for control unit to,channel transmissions because resources are already allocated in the chanmel
prior to execution of the channel program.

NPTE 6 A preferred chiannel implementation makes use of the 1U pacing parameter provided by the control
unit.

NDTE 7 A preferted control unit implementation provides a means by which the U pacing parameter may jpe
modified hased on operating conditions.

9.14.6 Zero CCW count
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When a command with a CCW count of zero is executed, the type of response sent to the channel, if
any, and whether or not command chaining, if indicated, occurs depend on how the command is exe-
cuted and the flag bits in the command header.
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If the first command of a channel program is executed as an immediate operation, a data IU containing
a status DIB shall be sent. The LRI and RV bits shall be set to zero. The E-bit shall be ignored for this
case. Command chaining, if indicated, shall be initiated by the channel when device-end status is re-
ceived and the conditions for command chaining at the channel are satisfied.

If the first command of a channel program is executed as a nonimmediate operation, a command-re-
sponse U shall be sent. Execution of the command may proceed after the command has been ac-
cepted and the command response sent; chaining to the next CCW may proceed if all of the conditions
for chaining are satisfied. (See 9.1.6.)

If other than the first command of a channel program is executed, the CRR bit and SSS bit in the com-
mand header are both set to zero, and all of the conditions for chaining are satisfied, then execution
of the command may proceed, no response shall be sent, and chaining to the next CCW may occur.

If other than the first command of a channel program is executed and the CRR bit and the:SS$ bit are
both set to one, a command-response U followed by a data IU containing a status DIB shall be sent.
In the status DIB, the E bit in the IU header shall be set to zero by the sender and\ignored by the re-
cipient, and the RV bit in the status-flags field shall be set to one for a residual count of zerp. If the
command would have been executed as a nonimmediate operation had a count other than zero been
provided, the LRI status flag bit shall be set to one and the residual count.is’set to zero. Cdmmand
chaining, if indicated, shall be initiated by the channel when device-end status is received and the con-
ditions for command chaining at the channel are satisfied. (See 9.1.67)

If other than the first command of a channel program is executed ‘and the CRR bit is set to ¢ne and
the SSS hit is set to zero, a command-response U shall be séqt”’Command chaining, if indicdted, oc-
curs at the control unit and status shall not be sent to the channel.

If other than the first command of a channel programiis executed and the CRR bit is set to zero and
the SSS hit is set to one, a command response shall not be sent but a data IU containing a stgtus DIB
shall be sent. In the status DIB, the E bit in the IUsheader shall be set to zero by the sender and|ignored
by the recipient, and the RV bit in the status-flags field shall be set to one for residual count of zero. If
the command would have been executed-a§' a nonimmediate operation had a count other than zero
been provided, the LRI status flag bit shall be set to one and the residual count shall be set to zero.
Command chaining, if indicated, shallbe initiated by the channel when device-end status is received
and the conditions for command chaining at the channel are satisfied. (See 9.1.6.)

The presence of a zero countin the command IU shall not be used to determine whether a cdqmmand
should be executed as aniimmediate operation, executed as a nonimmediate operation, or fejected
by returning unit-check status. For example, when a command-response IU would be returned for the
first command of the.channel program if the CCW count were nonzero, a command respongse shall
also be returnedwhen the count is zero. This is to ensure that compatibility is maintained among the
Fibre Channel(inierface, SBCON and the parallel-1/O interface.

9.1.5 Ending an I/O operation

9.1’5/1 General rules for ending an I/O operation
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tiate the ending of an I/O operation as the result of an abnormal condition or a non-error condition. The
control unit may initiate the ending of an 1/O operation as the result of the completion of the execution
of the command or the transfer of all data associated with the command or as the result of an abnormal
condition detected during the execution of the command.
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When the channel initiates the ending of the I/O operation, it shall send a control IU indicating one of
the following control functions:

a) cancel, (See 9.2.3)
b) selective reset, (See 9.2.5) or
c) system reset. (See 9.2.4.)
When conditions require the ending of an I/O operation with the channel, status in a status DIB shall

be sent and all command IUs with the SYR bit set to zero and data 1Us received subsequent to the
current command shall be discarded.

When conditions permit the ending of an I/O operation without the transfer of status to the chahngl,
chajning shall occur with the start of execution of the next command. (See 8.10.)

In the absence of errors, when the current command is executed as a nonimmediate eperation, the
control unit shall initiate the ending of the 1/0O operation when one of the following conditions is safjs-
fied

a) All of the data specified by the CCW count has been transferred and the*data-chaining confli-
tion is not set.

b) The data required by the device for the command has been transferred.

When the current command is executed as an immediate operation, the control unit shall initiate the
endjng of the 1/0O operation when the conditions for the device'allow channel-end status is to be ggn-
erated.

Ending an 1/0 Operation without Transferring Status: When execution of the current command
rea¢hes completion with the device and conditions Rot requiring status to be presented to the channgl,
the J/O operation shall be considered to have ended and execution of the next command in the chain
may proceed.

Ending an 1/0 Operation with Transfefring Status: When the control unit ends execution of the
curent command, including the transfer of data, and conditions require status to be transferred to the
he
-
bn
nd
nit
by
a_

he
all
he

If the control unit is not connected when it is ready to transfer status in order to complete the ending
of the 1/O operation with the channel, a data IU containing a status DIB indicating device-end status
shall be sent. The inbound exchange shall be left open.
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9.1.5.2 Supplemental status

Supplemental status provides sense information in a status DIB to describe conditions at the control
unit or device for which status information containing unit check is being provided.

The control unit may optionally transfer supplemental status along with unit-check status (but not retry
status). The presence of the supplemental status shall be indicated by the ES bit being set to one in
the IU header of the status DIB containing unit-check status. The channel shall indicate that it has ac-
cepted the supplemental status along with the status by setting the ES bit to one in the status-accepted
IU. If the channel has accepted the status but not accepted the supplemental status, the ES bit shall
be set to zero in the status-accepted IU. In this case, the supplemental status shall be held by the de-
vice until retrieved by the channel with sense information by the appropriate sense command, or
cleared

The ability to accept supplemental status is determined by conditions present at the channel jand the
design of the channel. Whether or not supplemental status is included in a status DIB sentto the chan-
nel depends on the status information being transferred and conditions at the contra) unit, which are
model dependent.

NOTE 1 The preferred implementation is for a control unit to provide supplemental status in the status DIB
whenever permitted.

NOTE 2 Supplemental status is presently defined only for unit-check status (but not retry status).

9.1.5.3 Residual count

The control unit shall determine the residual count by calculating the difference between tHe CCW
count and the actual number of bytes either written to,a device or read from a device and sent to the
channel. The value of the residual count is dependent’on the CCW count, the number of bytgs trans-
ferred between the channel and control unit, and the*humber of bytes actually read from or written to
the device.

For a write operation the channel may transfér more data to the control unit than the device rgequires,
but never more data than specified by the’\CCW count. If the channel transfers all of the data specified
by the CCW count and all of the data;is used by the device, the residual count shall be equal to zero
for this command. If a write command with a nonzero CCW count is executed as an immediate 1/0
operation, the residual count shall be equal to the CCW count.

When, for a write operation,the device requires less data than specified by the CCW count, tHe resid-
ual count shall be equalto the difference between the CCW count and the actual number of pytes of
data used. Alternatively; if the device requires more data than specified by the CCW count, the fesidual
count shall be zero,for this command.

For the case'\where, for a write operation, the channel transfers less data than specified by the CCW
count (Sée-8.11.2.3 and 9.1.4.2.), the residual count shall still be determined by calculating the differ-
ence between the CCW count and the actual number of bytes used by the device.

sferred

AT cnal Tho racid o be-the-difference-betweenthe M-courtane al num-

ber of bytes sent. If all of the data specified by the CCW count is transferred, the residual count shall
be equal to zero for this command. If a read command with a nonzero CCW count is executed as an
immediate 1/0O operation, the residual count shall be equal to the CCW count.

When, for a read operation, less data than specified by the CCW count is transferred to the channel,
the residual count shall be equal to the difference between the CCW count and the actual number of
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bytes sent. If, for the read operation, all of the data specified by the CCW count is sent but more data
would have been sent to the channel had a larger count been specified, the residual count shall be
equal to zero.

Note that there are only three cases in which the residual count is greater than zero:

a) when the record length is less than the CCW count,

b) when, during a write operation, the channel is unable to send all of the data for a CCW and has
set the EE bit in the last IU sent, and

c) when a command with a non-zero CCW count is executed as an immediate operation.

Table 12 shows the valid combinations for the LRI and RV bits, the residual count, and channel-end
status. Also, note that for all cases in which a valid residual count is presented, channel-end.status
shall also be presented.

Thefollowing abnormal situations may require additional flags to be set in the device-héader-flags figld

or may prevent including a valid residual count in a status DIB.

a) The E bit shall be set to one in the device-header-flags field for a status DIB only for a write qp-
eration involving an early end indication for which the amount of datareceived from the channel
and written to the device exactly equals the record length.

b) If an abnormal condition prevents determining the exact amount of data either read from |or
written to a device, a valid residual count shall not be calcutated. In this case, the RV bit shall
be set to zero in the status DIB. Unit-check status shall-be indicated along with channel-epd
status. Command retry may be requested. See the.dé€finition of the CR bit in 9.3.2. If the chdn-
nel accepts the command retry request, the retr§/proceeds normally. If command retry is rjot
honored, the channel shall terminate the I/O operation.

c] If, for other than the first command of a ehannel program, the channel receives a status DIB
with the channel-end status bit set to oné; the unit-check status bit set to zero, and the residdal
count valid bit set to zero, a device-level protocol error shall be recognized.

d) If during a read operation, an.@bnormal condition prevents determining the exact amount|of
data transferred to the channiel, then a valid residual count shall not be calculated. In this cage,
the RV bit shall be set to~zero and unit check along with channel-end status is indicated. Con-
mand retry may also be-requested.

When, during data chaining, the next CCW takes effect, a new residual count shall be started for the
data transfer associated with this CCW. If status is generated and sent to the channel, the residyal
coupt shall be included, provided that a valid residual count is calculated.

9.1 Command chaining

Whendthere are successive /O operations to be executed by a channel and a control unit for a single
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ing. When an I/O operation is initiated by the channel, it shall use a command IU to transfer the com-
mand, CCW control flags, CCW count, and command flags associated with the current CCW to the
control unit. In this manner, the control unit is informed whether or not command chaining is specified
for the current CCW. When an 1/O operation is completed and the chain-command flag is set to one
and the chain-data flag is set to zero, command chaining shall be permitted, provided no abnormal
conditions are detected and all other conditions for chaining are satisfied. When command chaining
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takes place, the next command and associated flags and count shall become current and the next I/0
operation shall be considered to have started. The next command and associated flags and count
shall be found in the next command IU received which shall have the chaining bit (CH bit) set to one
and the data-chaining-update flag (DU command flag) set to zero.

The control unit shall ensure that command chaining is occurring at the proper times by recognizing a
command-chaining condition. The command-chaining condition shall be recognized for each device.
The command-chaining condition shall be set as a result of command chaining or as a result of com-
mand retry. During command chaining, the command chaining condition shall be set whenever a com-
mand with the CC flag set to one and the CD flag set to zero in the CCW-flag field of a command IU
is accepted. The command-chaining condition shall be set for command retry when the CH bit is set
to one in the IU used by the channel to accept the status that requests a command retry. (See 9.3.2.)

When the command chaining condition is set and the conditions for not sending status at thie,comple-
tion of execution of the current command are all met, command chaining shall be performed.by|starting
execution of the command in the next command IU which shall have the CH bit set to obne and the DU
command flag bit set to zero. (See 8.10 and Annex D for the conditions when status is sent and when
chaining occurs at the control unit.) If the command chaining condition is set butjthé channel has re-
quested that status be sent at the completion of execution of the current command, status shall be
sent to initiate command chaining with the channel. In this case command chaining shall not occur until
the channel receives status with device end indicated and the channelsends a command I{ for the
next command to be executed.

The command-chaining condition shall be reset whenever (1) system reset or selective reset is per-
formed, (2) the device receives a cancel or stack-status in acentrol 1U, (3) status containing channel
end but not device end for an I/O operation has been accepted by the channel and the chainipg bit is
set to zero in the status-accepted U, (4) status containing device end for an I/O operation has been
accepted by the channel using a status-accepted IU#(5) an address-exception condition is recpgnized
and a control IU with a device-level-exception indi€ation is sent, or (6) the channel accepts a vplid sta-
tus DIB with the AS bit set to one and the status:contains unit check (except when command retry is
requested and the retry requested is to be honored by the channel), unit exception, busy, aftention,
status modifier without any other bits set; eriéontrol-unit end, provided it is not control-unit engl alone.
A valid status DIB for which the AS bit set-to zero shall not suppress command chaining.

Command chaining shall occur whenever the command-chaining condition is set at the device, and
the CH bit and the DU bit are sét’to one and zero, respectively.

If the command-chaining.condition is set at the device, the control unit shall ensure that the path to the
device remains available-when device-end status is presented until the next command is recpgnized
or until the command-chaining condition is reset. If the command-chaining condition is set at|the de-
vice and if a command IU is recognized with the CH bit set to zero or the DU flag set to one, aldevice-
level protocol ernor shall be detected. If the command-chaining and the data-chaining conditjons are
both not set.and if a command IU is recognized with the CH bit set to one, then a device-level protocol
error shall’be detected.

9.2~ Pevice-Level controls
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Device-level controls are used to modify or control the execution of an I/O operation, or to place the
control unit and device in a known state. Most device-level controls are specified by combinations of
bits in the device-header flag field and the IUI field in the IU header. For command and control Us,
device-level controls are also specified in the command or control DIB. For other IU types, device-level
controls are specified only by the device-header flag field and Ul field.
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9.2.2 Stacking Status Function

The stack-status control function shall indicate that the channel does not accept the status; the control
unit or device shall hold the status information (status flags, status byte, and status parameter) and
associated supplemental status, if any, until requested by the channel or until status information is
cleared, withdrawn, or unstacked. In addition, a control unit may unstack any status which has re-
mained stacked for at least 1 minute. In certain unusual control-unit-recovery situations, such as when
the control unit has lost the indication of whether status should or should not be unstacked for a par-
ticular device, the control-unit-recovery action may possibly cause some stacked status to become not
stacked without a request-status IU, and subsequently that status may be presented by the control
unit. A channel shall be allowed to stack any status sent in an unsolicited data IU. Also, a channel shall
be allowed to stack any status sent in a solicited data IU unless the status is received while the channel
program is being executed at the channel and the busy bit is set to a zero, If a stack-status [U is re-
ceivied in response to a status transfer which the channel is not allowed to stack, a device-level ptoto-
col error shall be detected.

Stagking of status other than control-unit end or control unit busy shall cause the suppression of cha|n-
ing fvhen chaining is in progress.

The busy bit shall not be considered part of the status to be held by the control unit'er device when the
busy bit has been set to one in order to indicate that the status being presented to a command wpas
alrejpdy pending.

The control unit shall reset the data-chaining or command-chaining cendition when it receives a stagk-
status IU in response to a status transfer and the status byte doeS-iot contain either (1) the contrpl-
unitfend status bit set to one and all other status bits set to zeras, or (2) the busy and status-modifler
bits|set to ones and all other status bits set to zeros. (See 9:1.4)4 and 9.1.6.)

Stafus shall be stacked and unstacked with respect to @/specific logical path. Status that is not asqo-
ciatpd exclusively with the current logical path may bepresented using another logical path for whigch
it either has been unstacked or has not been stacked.

The channel may request pending status or request the unstacking of status by using the request-sfa-
tus pontrol function. (See 9.2.6.)

If cgnditions change at the control unitor device which affect status information that is being held ps
a rgsult of receiving stack status, the most current information shall be sent in a data IU containing a
status DIB (when permitted by receipt of a request-status IU) or in response to a command [U.

When the control unit hasisent a data IU containing a status DIB and left the inbound exchange opén,
the ontrol unit shall indicate to the channel that it recognized the stack status by sending a DACK I[U.
The channel shall consider the stack-status function to have been performed when it receives the
DACK IU.

When the control unit has sent a data IU containing a status DIB and closed the inbound exchange,
the channel shall consider the stack-status function to have been performed when it sends the stagk-
statpsiy.

If a control unit recognizes a stack-status IU in response to a status DIB for which the AS bit is set to
zero, the control unit shall do one of the following.

a) If the status was control unit busy, the status shall be withdrawn. In addition, control-unit-end
status shall not be owed unless control-unit-busy status was previously accepted by the chan-
nel.
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b) If the status was control-unit end alone, the status shall remain pending and unstacked

c) If the status was control-unit end with busy, the busy bit shall not be retained, and the
unit end shall remain pending and unstacked.

control-

d) If the status contained control unit busy along with control-unit end, the status shall be with-
drawn. In addition, control-unit-end status shall not be owed unless control-unit-busy status

was previously accepted by the channel.

When status information is caused to be stacked for one device and the control unit is no longer con-
nected to the channel, the transfer of pending not-stacked status for a different device shall be permit-

ted.

When status signaling the ending of an 1/0O operation has been previously stacked at a devie
quest Status IU may be sent to retrieve this status only if no other 1/O operations have been
with the subchannel subsequent to the stacking having occurred at the device. If a channel
an 1/0 operation with a device for which status for a previous 1/0O operation has been,stacked
retrieved, initiative for sending a Request-Status IU to retrieve the stacked status|fot the prev
operation with the device shall be discarded or suppressed until the subchanfie] again becom

9.2.3 Cancel function

The cancel function shall cause the designated device to terminatelexecution of the current op
if any. When the channel has initiative to send a cancel U during data transfer for a write ope
shall stop data transfer for the write operation. The last IU sentfof the data transfer shall contal
a command-data DIB or data DIB with the E or EE bit set to one, and contain a CRC field.

If the channel has initiative to send a cancel IU during\an existing connection for an 1/0 opera
is unable to perform the cancel function because af/inadequate pacing credit, an SB-2 exchan
may be recognized if the function remains pending at the channel after 5 s have elapsed. Se
for additional information.

When an I/O operation is terminated by the cancel function, the device shall proceed to its norn
ing point (including mechanical motiefl) and, as a result of having gone to its normal ending p
device shall generate channel-endand device-end status, as appropriate, for the 1/0O operati
1/0 operation is neither being initiated nor in progress, the cancel function shall cause no actid
device.

When the cancel functionds performed and the device address specified corresponds to the de
which the control unit is connected to the channel, a DACK IU shall be sent to the channel
cancel function shall be performed for the specified device after performing one of the folloy
tions, if applicable.

a) If the-=CCW being terminated by the cancel is a write operation and the device has use
the/data for the CCW, CRC shall be checked on the data it received from the channel g
that CRC checking is provided and a valid CRC was received.
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shall be stopped at an appropriate point and a CRC field shall be provided in the last d
with the E or EE bit set to one.

rogress
ata DIB

The DACK IU sent shall contain the CCW number and token associated with the command terminated

by the cancel. If the cancel function occurs after the completion of execution of a command bu

t before

the start of execution of the next command, the CCW number and token associated with this next com-
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mand, if available, shall be used in the DACK; otherwise the CCW number and token from the previous
command shall be used in the DACK. The channel shall consider the cancel function to be performed
when it receives the DACK IU in response.

When the cancel IU is received on the outbound exchange of an exchange pair and the device address
specified corresponds to a device for which a solicited data IU containing a status DIB has been sent
which closed the inbound exchange of the exchange pair, no response shall be sent. In this case, if
an I/O operation is in process at the device, the control unit shall perform the cancel function for the
specified device. The channel shall accept the status and no response shall be sent. Initiative to per-
form the cancel function shall continue to exist at the channel.

When the cancel IU is received and the device address specified does not correspond to the device
for which the control unit is connected to the channel, the DACK [U shall not be sent, and a device-
levdl protocol error shall be detected.

Wheén the cancel IU is received and no connection to the channel is considered to exist, the DACK [IU
sen} shall contain the CCW number and token from the cancel IU for the specified device-The channel
shall consider the cancel function to be performed when it receives the DACK IU respanse.

Theg cancel function shall not cause any pending or stacked status to be cleared.Nf'the cancel functipn
is performed after the sending of status containing status modifier and busy hut-before the receipt|of
the gtatus-accepted IU, then the status shall be withdrawn.

When the cancel function is performed, chaining shall be suppressed-for the affected I/O operatior].

When the cancel function is performed by a device before thetdevice considers an 1/O operation|in
progress or as being initiated, no action shall be taken by the\device. Stacked or pending status for
that|device shall not be affected. The device shall not becomeé.busy as a result of performing the cangel
fungtion. The following conditions shall be included:

the control unit is not connected to the channel; and no operation is considered as either beipg
in progress or being initiated with the spegified device, and

the control unit is connected to the chahnel, has sent a status DIB for asynchronous status, ahd
has not received a status-accepted\response.

When the cancel function is perfotmed after an I/O operation is considered to be in progress at the
device, the 1/0O operation shall-be-terminated; status containing channel end, device end, or both, gs
appropriate shall be generated’as a result of the device proceeding to its normal ending point. (Sge
9.1 and 9.1.5.) In this case, the presentation of the channel-end or device-end status shall requirg a
new connection to the/Channel.

If channel end isdncluded in this status, then the residual count shall also be included in the status D|IB
with the RV hit.set to one, unless conditions prevent transfer of a valid residual count, in which cake
the RV bit is\set to zero, and unit check is included in the status. If the LRI bit is set to one with the
chahnelrend status, and the residual count is zero, the long-record condition shall be ignored by the
chahnel., The device shall remain busy until all status for the 1/0O operation is accepted by the channgl.

An\ abnaormal canditinn chall ha indicatad hay it chaole 1n tha otatiie and tha canca infarmatiny o n”
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provide additional details concerning the operation. The cancel function shall cause an 1/O operation
to be terminated at the control unit for the following conditions.

— The control unit is connected to the channel executing an 1/0O operation and the conditions re-
quiring ending status to be sent are satisfied, but status containing channel-end status has not
been sent or, if sent, has not yet been accepted by the channel.
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— The control unit is connected to the channel executing a chain of I/O operations and the condi-
tions for not transferring status are all satisfied, but the current I/O operation has not completed

and chaining to the next command has not yet occurred.

— The control unit is connected to the channel as a result of a request status, and status contain-
ing channel-end or device-end status for an 1/0 operation has been sent but not yet accepted

by the channel.

— Status containing channel-end or device-end status for an I/O operation has been sent
yet accepted by the channel.

If the cancel function is performed while the device is in the process of sending an 1U, the devi
finish sending that IU and in the case of data transfer, any additional 1Us required in order to

but not

ce shall

a valid CRC; however, any additional data beyond that which is required in order to providg
CRC shall not be sent.

When the channel sends a cancel IU during an existing connection for an I/O operation, there
one or more IUs already in transit to the channel that normally would have been patt of the |

provide
a valid

may be
O oper-

ation had the cancel not been sent. In this case, valid data IUs containing a data DIB and command-

response IUs that are received after the cancel IU is sent but before an [U\which closes the
exchange is received shall be accepted and processed in the same manner as if the cancel
been sent.

Except when dynamic reconnection is being used, performingthe cancel function shall not a

nbound
had not

ffect 1/0

operations or status associated with a logical path other thandhelogical path over which the cancel IU

was received. (For devices using dynamic reconnection, see*9.5.2.)
9.2.4 System-Reset function

The system-reset function shall be performed by the control unit with respect to a logical pat
ever any of the following conditions is recognized by the control unit.

— Avalid system-reset U is received on the logical path. A system-reset IU is always sent
AS bit set to zero.

— The logical path is removedor established.

— Certain internal recovery procedures occur within the control unit.
In addition, whenevér a logical path does not exist, the control unit and all attached devices {
pear as if they had been in the reset state with respect to the logical path during the time w

logical path did not exist.

A system-reset IU shall always be sent on a new exchange as an initiation IU. IUs received
open exchanges for the same logical path shall be discarded by the channel.

After a valid system-reset IU is received from the channel, the control unit, for the same logig
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shall close all inbound and outbound exchanges by sending the ABTS basic link service frame. When
all open exchanges for the logical path are closed, a DACK IU shall be sent on a new exchange to the
channel. The CCW number and token from the system-reset IU shall be used in the DACK IU sent.

After receiving the DACK IU but before sending the LACK IU, the channel shall send ABTS to close

any exchanges which remain open on the logical path except for the exchange on which the

system
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reset was sent. When a system-reset IU is sent, the channel shall consider the system-reset function
performed after the DACK IU is received and the LACK IU is sent to close the outbound exchange.

Except for the closing of exchanges on the logical path on which the system reset was sent, no FC-PH
functions shall be performed or reset as a result of the system reset function.

A system reset, when performed by the control unit, shall cause a reset for all devices, I/O operations,
and pending status with respect to the logical path. The interpretation of the reset state of a device is
model dependent. A system reset may possibly reset forthcoming status which is owed to the path
signaling reset but not yet pending, such as no-longer-busy status. Any I/O operation in progress shall
be terminated, and the device shall proceed to a normal mechanical stopping point, if applicable. No
further IUs shall be sent pertaining to the 1/0 operation that was reset.

While the system reset is either pending or being performed by the control unit, busy status may, pe
returned in response to any command IU from the logical or physical path with which the system.reget
is agsociated. While system reset is being performed, busy status may be returned in respohse’to any
command IU from any path. If busy status is returned in response to a command IU during one of thege
intefvals, then appropriate no-longer-busy status shall be made pending for the logical path when the
busly condition no longer exists.

The system reset associated with a logical path shall not directly affect I/O operations or status asdo-
ciatpd with any other logical path. However, if the status for another logicaljpath has not been presept-
ed hecause of an inhibiting condition and the reset shall clear the inhibjting condition, then previously
owdd or pending status associated with that other logical path may be\presented along that other Iqg-
ical[path after the reset.

The ready or not-ready state of the control unit or device is generally not changed by a system resgt.
When, however, the online/offline switch was changed beforé the reset but is not yet effective becauge
of r¢quired inhibiting conditions, the ready or not-ready<state may change if the reset clears those |n-
hibifing conditions.

A system reset shall not reset activity that occurs-légically subsequent to the moment that system reget
is r¢cognized by the control unit.

If a[system reset terminates an active KO operation, but leaves the device busy until the end of nje-
chapical motion, then device-end status or device-end and unit-check status at the end of mechanical
motjon may be presented. If presented, this status may be presented using any logical path which|is
estgblished with respect to the:device. The CCW number field and token field for this Status DIB shiall
be get to zero.

When a system reset(s\performed, a resetting-event condition shall be generated for each affectpd
device. (See 9.4.)

9.2b Selective-Reset function

The selective-reset function shall cause a device and its status to be reset with respect to the particular
logital path. Only the device and certain allegiances associated with the designated logical path shall
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No FC-PH functions are reset as a result of the selective-reset function.

The selective-reset IU shall pass information to the device which results in one of two types of action.
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a) When one or more of the RC, RU, and RO bits is set to one, the channel shall be requesting
that command retry be requested or that the device reply with status containing unit check. The
device shall signal that it is capable of complying with the request by returning status with the
Cl bit set to one in a status DIB. (See 9.3.3.)

b) When the device neither requests the indicated retry nor returns the indicated status, the de-
vice shall return a DACK IU and perform the selective-reset operation.

When a device performs the selective-reset operation, the device and its status shall be reset. Any /O
operation in progress for the device on that logical path shall proceed to a normal ending point, if ap-
plicable, with no further data transfer. All unexecuted command IUs and their associated data shall be
discarded. If an IU is in the process of being sent, the control unit shall finish sending that IU. No further
|Us shall be sent pertaining to the /O operation that was reset

Performing the selective-reset operation may reset forthcoming status which is owed to-the gdath sig-
naling reset but not yet pending, such as no-longer-busy status.

If the selective-reset IU is received on the outbound exchange of an exchange pair,dt a time when the
inbound exchange has been closed, the selective-reset operation shall be performed and no rgsponse
shall be sent to the channel; if the selective-reset IU is received on an outhound exchange of an ex-
change pair at a time when the inbound exchange of the exchange pair 'éxists, the control unit shall
indicate to the channel that the selective-reset operation has been oris to be performed by sgnding a
DACK IU. The DACK IU sent shall contain the CCW number and token associated with the cdmmand
terminated by the selective-reset operation. If the selective-reset 'operation is performed after the ex-
ecution of a command has completed normally at the control@nit’and chaining is indicated but/has not
yet occurred, the CCW number and token used in the DACK shall be those of the next comimand to
be executed, if available; otherwise, the CCW number and’token from the previous command shall be
used in the DACK. If the selective-reset operation is-pérformed when either a channel program is not
in progress with the device or the device has disconnécted from the channel, the control unit ghall in-
dicate to the channel that the selective-reset operation has been or is to be performed by sengling the
DACK IU. The DACK IU sent shall contain the.€CW number and token from the selective-reget I1U.

When the channel sends a selective-reset IlU when no connection to the device exists, the ghannel
shall consider the selective-reset funetion to be performed when it receives the DACK IU.

When the channel sends a selettive-reset IU during an existing connection for an 1/O operatign, there
may be one or more device-level IUs already in transit from the control unit to the channel that normally
would have been part of-thie-/O operation had the selective-reset IU not been sent. Valid IUs [that are
received after the selective-reset IU is sent but before an IU which closes the inbound exchange is
received shall be igniered by the channel. If a data IU containing a status DIB which closes the [nbound
exchange is received, the channel shall process the status as if it had been received before the selec-
tive-reset IU was sent, and no response shall be sent to the control unit. Initiative to perform| the se-
lective-reset function shall continue to exist at the channel.

Whilesthe selective-reset operation is pending or is being performed by the control unit, busy status
may be returned in response to any command IU from the logical path which initiated the se¢lective-
reset operation. If the selective-reset operation is being performed by the control unit, busy sta

ety } 5 -frerm-ahy R+ y-Status-sFe ir-respense to a
command IU during one of these intervals, then appropriate no-longer-busy status shall be made
pending for the logical path when the busy condition no longer exists.

If performing the selective-reset operation results in the termination of an active I/O operation, but
leaves the device busy until the end of mechanical motion, then device-end status or device-end and
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unit-check status at the end of mechanical motion may be presented. If presented, this status may be
presented to any logical path which is established with respect to the device.

The ready or not-ready state of the control unit or device is generally not changed when performing
the selective-reset operation. When, however, the online/offline switch was changed before perform-
ing the selective-reset operation, but is not yet effective because of certain inhibiting conditions, the
ready or not-ready state may change if performing the selective-reset operation clears those inhibiting
conditions.

Performing the selective-reset operation shall not reset any activity that occurs logically subsequent
to the moment that selective-reset operation is recognized by the control unit.

NOTE 1 The architecture allows the option of resetting or not resetting forthcoming status, which is status
owed to the path signaling reset but not yet pending, such as no-longer-busy status. The preferred impje-
mentation is to reset any forthcoming status, that is, status such as device-end status for no longer busy|or
for the end of an I/O operation.

NPTE 2 Devices should not generate status to notify the program that the selective-reset operation was pgr-
formed.

9.2 Request-Status function

The request-status function shall indicate that the channel is prepared torhave pending status infor-
matjon presented for the addressed device. The status shall be associated with the logical path pn
whigh the request-status IU was received. Request status shall haye\no effect on status associatged
with logical paths other than that on which the request status was réeeived. The request-status contfol
fung¢tion may be used to obtain stacked status.

When the control unit accepts a request-status IU, it shal~unstack any status previously stacked for
the ppecified device address. The unstacked status may’be sent in response to the request status|or
it mpy be sent at a later time. If the unstacked status:s sent in direct response to the request statys,
the ICCW number and token from the request-status1U shall be used for the status transfer. If status
is npt sent, a DACK IU shall be sent and the status remains pending. The CCW number and tokgn
from the request-status IU shall be used in the*DACK sent.

If the control unit receives a request-status IU but is unable to honor it, the control unit shall send a
status DIB with the AS bit set to zero(the status-modifier status bit set to one, and the busy status pit
set [o one, indicating a control-unit-busy condition. If the channel accepts status indicating a contrpl-
unittbusy condition, control-unitend shall be owed. If the channel responds with a stack-status 1U, cgn-
trol binit busy shall be withdrawa, and control-unit end shall not be owed unless it was previously owegd.

If the control unit receives a request-status IU and the designated device is not installed, one of the
follqwing shall occut,

a) If pending-status exists for the designated device, the control unit shall unstack the status if it
was previously stacked and optionally transfer the pending status information to the channel] If
status is not returned in direct response to the request status, a DACK IU shall be sent.
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an address-exception condition and send a device-level-exception IU, or a DACK IU. (See
9.2.7and 9.2.9.)
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9.2.7 Device-Level-Exception function

The device-level-exception control function shall indicate certain abnormal conditions. For the use of
the device-level-exception control, see 9.3.4.

9.2.8 Status-Acceptance function
The channel shall indicate that status is accepted in several ways, depending on whether the status
is for an I/O operation, whether the channel intends to perform command chaining, and, if command

chaining is to be performed, whether the status contains device end.

If the status is considered by the channel to be unrelated to an 1/0O operation or if the channel does not
intend to perform command chaining, the channel shall indicate that status is accepted by sending a

status-accepted IU with the chaining (CH) bit in the device-header flag field set to zero.

If the channel intends to perform command chaining and the status DIB has the chahhel-enfl status
bit set to one and the device-end status bit set to zero, the channel shall indicate that|status is|accept-
ed by sending a status-accepted IU with the CH bit set to one.

If the channel intends to perform command chaining and the status DIB has the device-end sjatus bit
set to one, the channel shall indicate implicitly that the status is accepted‘by sending the ngxt com-
mand in a command U with the CH bit and the SYR flag set to one. (See 9.1.6.) The control Unit shall
consider the status to have been accepted when it receives the cemmand IU with the CH bit|and the
SYR flag set to one.

If a status-accepted IU is sent in response to a status DIB.with the ES bit set, indicating that[supple-
mental status is also present, the acceptance of the supplemental status shall be indicated by setting
the ES bit to a one in the status-accepted IU. If the chanhel accepts the status but not the supplemental
status, the ES bit shall be set to a zero in the status-accepted IU. In this case, the supplemental status
shall be held by the device until retrieved by the channel as sense information by the appfopriate
sense command, or cleared.

When the control unit has sent a data IU centaining a status DIB, left the inbound exchange ogen, and
received a status-accepted IU in response, the control unit shall indicate to the channel that it recog-
nizes the status-accepted IU by sending a DACK IU. The control unit shall consider the status|to have
been accepted when it sends the DACK IU. The CCW number and token from the status-accgpted U
shall be used in the DACK seft. The channel shall consider the status-accepted function to haye been
performed when it receives.the DACK IU.

When the control unit has sent a solicited data IU containing a status DIB and closed the inbdund ex-
change, the control unit shall consider the status to have been accepted when it sends the stafus. The
channel shall ¢onsider the status to be accepted when it sends the status-accepted IU.

If the cantrel unit considers that command chaining is suppressed or not indicated, or the corjtrol unit
has presented status not related to an I/O operation and then detects the CH bit set to one infeither a
status-accepted IU or a command IU which was sent by the channel in response to the stajus DIB,
then the control unit shall detect a device-level protocol error and shall not allow command ¢haining
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DIB that had the device-end status bit set to zero, a device-level protocol error shall be detected and
command chaining shall not occur. If the control unit receives a status-accepted IU with the CH bit set
to one in response to a status DIB that had the device-end status bit set to one, a device-level protocol
error shall be detected and command chaining shall not occur.
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9.2.9 Device-Level-Acknowledgment function
The device-level-acknowledgment (DACK) function shall indicate that the control unit has recognized
a corresponding stack-status, cancel, system-reset, selective-reset, request-status, or status-accept-
ed IU. For this use of the DACK function, refer to
— 9.2.2 for the stack-status function,
— 9.2.3 for the cancel function,

— 9.2.4 for the system-reset function,

—_9.2.5 for the selective-reset function

—| 9.2.6 for the request-status function, and
—| 9.2.8 for the status-acceptance function.
9.210 Control-Unit-Busy condition

Onge a logical path is established, all [Us which contain device-level informatiornvthat initiate a conngc-
tion|which are received by a control unit over that logical path may encounter a busy condition that
preyents the acceptance of any device-level function except for a system reset or purge path. Whgn
the device-level function is not accepted due to a control-unit-busy cendition, a data IU with the AS it
set o zero and with a status DIB containing only the status-modifier,and busy status bits set to ongs
shall be sent. This status is called control unit busy.

The control unit may return control-unit-busy status when-alhof the following conditions are met.

a) There are no errors.

b) The control unit considers no prior connegtion to exist for the same channel program.

c] An IU containing device-level information is received that initiates a connection.

d) The control unit is incapable of recognizing the function contained in the IU due to a contrp
unit-busy condition.

e) The IU is not a valid system-reset or purge-path 1U.

If thie status is regardedas accepted, then when the busy condition no longer exists, control-unit-end
sha|l be sent to the destination that accepted the status byte with the control-unit-busy indication. If the
response to the status transfer is a stack-status U, then the status shall be withdrawn and the contfol
unit{shall proceed' as though the status was never sent. If the response to the status DIB is anythipg
elsq, then a device-level protocol error shall be detected.

9.3| .Error handling at the device level

9.3.1 Purge path function

When link-level recovery results in the aborting of an outbound exchange at the channel for a known
logical path and device, the channel shall have initiative to send a purge-path IU on a new outbound
exchange. The purge path shall be sent in an unsolicited control IU and is the first device-level recov-
ery action taken. The purge-path IU shall be sent on the same logical path and for the same device as
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was used for the outbound exchange that was aborted. If, for the same logical path and device, an
inbound exchange is opened before either the purge-path 1U is sent or after the purge-path IU is sent
but before a purge-path-response U is received, the IU opening the inbound exchange shall be dis-
carded. This inbound exchange shall be aborted by the channel after the purge-path IU is sent. The
aborting of the inbound exchange by the channel shall not affect the requirement to receive a purge-
path-response I1U.

If, in the interval after receiving initiative to send a purge-path IU but before receipt of a purge-path-
response IU, the channel receives an IU on the same logical path but either with the AS bit set to zero
or with the AS bit set to one but for a different device address, the IU shall be accepted. Acceptance
of the U shall not imply acceptance of the function or operation; only that the channel treats this IU as
being independent of the recovery action in progress and that aborting this inbound exchange is not
performed, The channel shall continue to wait for the purge-path [U response on a new inbound ex-

change.

If after the channel sends a purge-path IU an error free purge-path-response U is not feceived before
a PTOV timeout, link-level recovery for an exchange error shall be performed. (See 11.2.6.) A purge-
path 1U shall be retried once and if still unsuccessful, initiative to perform devicéjlevel recovery shall
be removed and the operation or function being attempted shall be terminated:

When a control unit receives a purge-path IU, any inbound or outbound\exchange still open for the
same logical path and device shall be closed by the sending of ABTS and a purge-path-resppnse 1U
is sent on a new inbound exchange. A purge-path IU shall not resdlt in"a reset for the device nor shall
it reset any operation, function, or status for the device. After a purge-path-response IU is sent|and the
required LACK closing the outbound exchange received, any-tecovery action, operation, or function
pending for the logical path and device may resume.

9.3.2 Command retry

A control unit may request command retry for a;ceammand either when an error detected at the control
unit prevents execution of the command or whien an error detected at the channel results in thg control
unit receiving a channel-initiated-retry request and the request is accepted.

When command retry is performed by the channel as the result of receiving a command retry|request
from the control unit, the command specified by the CCW number received with the commahnd retry
request shall be re-sent. The eammand IU shall have the CH bit and the SYR bit set to one [and the
DU bit set to zero. If the CCW-number received is not valid or does not correspond to a CCW that is
able to be made current.again at the channel, the status shall not be accepted, a selective reset with-
out a request for command retry shall be sent, and execution of the channel program shall be termi-
nated.

A control unit fay request command retry anytime after accepting a command and before status in-
dicating channel end has been sent and regarded as accepted. (See 9.2.8.)

Once-channel-end status has been accepted for a command, that command and all previolis com-
mands shall no longer be retried by the channel.
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retried shall be provided by the control unit. If the CCW number or token is not able to be identified for
the command, a command retry request shall not be permitted. A control unit shall determine which
command to retry based on conditions at the control unit and whether the request for retry is initiated
by the channel or control unit.
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If retry is initiated by the channel, the command to be retried may be specified through a valid CCW
number sent with the channel-initiated-retry request. In this case, if the CCW number provided is as-
sociated with a command that is able to be retried at the device, this CCW number and the associated
token shall be returned in the command retry request sent to the channel. If a CCW number of zero is
provided with the channel-initiated-retry request, the command to be retried shall be determined by
the control unit. The control unit shall determine the command to be retried based on which commands
have been executed and resulted in either a data or control IU being sent to the channel and on model
dependent criteria. The last command for which channel-end status has not yet been accepted and
which resulted in either a data or control IU being sent to the channel shall become the furthest point
back in the channel program that is able to be retried at the channel. In determining the command on
which to start retry, the control unit may select either the current command being executed or any pre-
vious command executed, back to and including the last command for which a data or control IlU was
sent.

ry is initiated by the control unit, the command to be retried shall be determined based on:whitch
conmmands have been executed and resulted in either a data or control IU being sent to the| channel
andlon model dependent criteria. In determining the command on which to start retry, the control uhit
may select either the current command being executed or any previous command executed back|to
and]including the last command for which a data or command IU was sent and for‘which status cgn-
tainjng channel end is not regarded as having been accepted.

To flequest command retry, the control unit shall send a status DIB with the/status byte containing refry
status and with the CR bit set to one. The status byte shall contain retry<tatus if it contains unit check
and] status modifier together with 1) channel end alone (meaning the~control unit or device is not yet
readly to retry the command), or 2) channel end and device end (meaning the control unit and device
are |prepared for immediate command retry).

Corpmand retry may be immediate or deferred, depending-dn whether device end is part of the refry
status in the status byte. If device end is part of the retry//status, then the device shall be immediatgly
readly to perform command retry. The channel shall accept the immediate-retry request by respondipg
withl a command IU with the CH bit and SYR bit set'to one and the DU bit set to zero. If the channel
responds with a status-accepted IU, retry shall Aot be performed, and command chaining shall be fe-
set.

If thie retry status does not include device'end, then the retry shall be deferred until the device sends
in device end, with or without status.modifier, in a subsequent status DIB. If the channel accepts the
reqliest for deferred command retry,. the channel shall respond with a status-accepted IU that has the
CH |bit set to one. Later, when'the device is ready to perform the command retry, device-end status
with the CR bit set to zero shallbe sent to the channel. If the channel accepts the status and performs
conmmand retry, the requésted command shall be re-sent in a command IU with the CH bit and SYR
bit 4et to one and the DU bit set to zero. If conditions at the channel have changed so that the channel
is np longer able to(retry the command, or if the status presented contains anything besides device
end| or device end\and status modifier, the channel shall accept the status by means of a status-gc-
cepted 1U with‘the CH bit set to zero. If the channel responds to the device-end status with the statys-
accepted U .command retry shall not be performed, and command chaining shall be reset.

A clrannel shall have the capability to perform command retry; however, a control unit may or may rjot

ro\:inln cammand ratng
provde-commandretnys

It is left as an option of the control unit whether to verify if the command returned via command retry
is in fact the same command in effect when command retry was invoked. If the control unit performs
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