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INTERNATIONAL ELECTROTECHNICAL COMMISSION

FRAMEWORK FOR ENERGY MARKET COMMUNICATIONS -

Part 501: General guidelines for use of ebXML
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IEC 62325-501, which is a technical report, has been prepared by IEC technical committee
57: Power systems management and associated information exchange.

The IEC 62325 series cancels and replaces IEC 62195 (2000) and its amendment (2002).

It co

nstitutes a technical revision.

IEC 62195 (2000) dealt with deregulated energy market communications at an early stage. lIts
amendment 1 (2002) points out important technological advancements which make it possible
to use modern internet technologies based on XML for e-business in energy markets as an
alternative to traditional EDI with EDIFACT and X12. The new IEC 62325 framework series for
energy market communications currently consisting of IEC 62325-101, IEC 62325-
IEC 62325-501, and IEC 62325-502 follows this direction and replaces IEC 62195 together

with

its amendment.

102,
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The text of this technical report is based on the following documents:

Enquiry draft Report on voting
57/706/DTR 57/723/RVC

Full information on the voting for the approval of this technical report can be found in the
report on voting indicated in the above table.

This publication has been drafted in accordance with the ISO/IEC Directives, Part 2.

IEC 62325 consists of the following parts, under the general titte Framework forenergy
market communications:

Part|101: General guidelines

Part|102: Energy market model example
Part{201: Glossary 1

Part|3XX: (Titles are still to be determined) 2

Part|/401: Abstract service model 3

Part|501: General guidelines for use of ebXML
Part|502: Profile of ebXML

Part|503: Abstract service mapping )
Part|601: General guidelines for use of\web

Part|602: Profile of Web Services *
Part|603: Abstract service

until
web site under "http://webstore.iec.ch” in
his date, the publication will be

The|committee has de
the maintenance resu

the ¢dlata related @e >
* rneconfirmed,

* withdrawn,
* replaced by a

1 Under consideration. Because the technologies have an inherent own glossary within their standard definitions,
this glossary is a placeholder for a glossary for future parts indicated with 2 including energy market specific
terms and definitions.

2 Under consideration. These parts for business content are mentioned for completeness only with a number
space as placeholder. They extend the original scope and require an agreed new work item proposal for further
work based on an overall strategy how to proceed.

3 Under consideration. These technical parts are mentioned for completeness with provisional title. They extend
the original scope and require an agreed new work item proposal for further work.
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INTRODUCTION

With the transition of monopoly energy supply structures to deregulated energy markets, the
function of the markets depends heavily on seamless e-business communication between
market participants. Compared with global e-business, e-business in the energy market is
only a small niche. Today EDIFACT or X12 messages, or proprietary HTML and XML
solutions based on Internet technologies are being used.

The ‘electronic business Extensible Markup Language’ (ebXML) specification and architecture
stems from UN/CEFACT and OASIS (see www.ebXML.org). The technical parts regarding the

sages can be exchanged.

&
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FRAMEWORK FOR ENERGY MARKET COMMUNICATIONS -

Part 501: General guidelines for use of ebXML

1 Scope

Thi?wwmmmmwww and
archlitecture in energy markets based on the ISO 15000 ISO series “Electronic business

eXtgnsible Markup Language (ebXML)” together with migration arios ~and| an
implementation example. For recommended profiles, see IEC 62325-50

2 Normative references

The|following referenced documents are indispensable fo icati his document.
For fated references, only the edition cited applies. For undated ences,\the latest edjtion
of the referenced document (including any amendmen

ISOJIEC 14662, Information Technology — Open-edj

ISO|7372, Trade data interchange —

ISO|9735 (all parts), Electronic data interchange dministration, commerce and trangport
(EDIFACT)

ISOATS 15000-1:2004,~Elec ron' ] eXtensible Markup Language (ebXML) — Payt 1:
Collaboration-protocol jle ’ vt Specification (ebCPP)

TS 15000-24

ISO
Mes|

ISO
Reg

ISO
Reg

ANSI ASC:X12, Release 4040, December 2000

UN/EDIEACT D Q1A F)irp(‘tnry lanlmry 2001

UN/CEFACT Modelling Methodology (UMM), NO90 R12 or higher
UN/CEFACT ebXML Technical Architecture Specification, v1.04 or higher
UN/CEFACT ebXML Business Process Specification Schema, v1.10 or higher

In this part of IEC 62325, RFCs (Request for comments) from the Internet Engineering Task
Force (IETF) and recommendations from other Organisations such as the Word Wide Web
Consortium (W3C) and the Organization for the Advancement of Structured Information
Standards (OASIS) are mentioned which are not included here because these documents are
referenced in the references above.
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3 Terms, definitions and abbreviations

3.1 Terms and definitions

None.

3.2 Abbreviations

A2A Application-to-Application

AES Advanced Encryption Standard

B2B Busimess-to-Business

BDS Business Document Specification (instance)
BDSS Business Document Specification Schema
BIE Business Information Entity

BOV Business Operational View

BPMS Business Process Management System
BPSS Business Process Specification Schema (o NG
BSI Business Service Interface

CcC Core Component (based on BIE)

CIM Common Information Model

CPA Collaboration Protocol A

CPPF Collaboration Protocol P
DS Distribution System Operat

ar (ef p em
S Nosth America)

DUNS

EAN brope)
ebMS

ebXML

EDI

EIA

EMSY

ERHA

FOV

FTP ile Transfer Protocol

HTTP Hypertext Transport Protocol

ICT Information and Communication Technology
ISO fmdependent-SystermmOperator

IT Information Technology

MIME Secure/Multipurpose Internet Mail Extensions
MIS Market Identification Schema
MOM Message-oriented middleware
MSH Message Service Handler

PKI Public Key Infrastructure

QoS Quality of Service

RPC Remote Procedure Call

RR Registry/Repository
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SAML Security Assertion Mark-up Language

SCADA Supervision, Control, and Data Acquisition

SMTP Simple Mail Transfer Protocol

SO System Operator (of power system)

SOAP Simple Object Access Protocol

TLS Transport Layer Security

TSO Transmission System Operator (of power system)
UML Unified Modelling Language

UMM UN/CEFACT Modelling Methodology

VPN Virtual Private Network

WS Web Services

WSIDL Web Services Definition Language

XML eXtensible Markup Language

XKMS XML Key Management Specification

4 Generic technical architecture

4.1 | General

The| following text is mainly based on of the ebXML initiative

(httg://www.ebxml.org/) and is intended o pravic ic~understanding of the technol

For

archiitecture document of the initiative.

details, refer to the ebXML imp ework specification and the eb

ogy.
XML

4.2 | Architecture

4.2. General

The|vision of eb@' s of
any [size and in any gerhlc ther
throtigh the exch s to
enalble secure, g S ic~business using proven, open standards such as TCP/IP,
HTTP, SOAP 1L\ e L is also evolutionary in nature, built on 25 years of|EDI
expegrience i ¥ith existing EDI solutions, or be used to develop an emenging
clasp ofdnternet ba ectronic business applications based on XML.

Sinde systemsdntegration and software interoperability are the cornerstones of any successful
IT infrastructure, ebXML is built on an infrastructure that ensures electronic interoperafility.
This| is accomplished by providing an open semantics framework that allows enterprisgs to
find |each other, agree to become trading partners, and conduct business. The evolutign of
many-Rew-businesstedels—wil-be-enabled-by-ebXMthrough-businessprecess—patteras and
the 'commoditization' of such business processes.

The electronic business infrastructure provided by ebXML is broad in scope and well
integrated. And perhaps most importantly, ebXML is platform and vendor neutral, providing an
industry solution based on open standards, designed through a collaborative and open
process.

ebXML is a set of specifications that together enable a modular, yet complete electronic
business framework for using the Internet. The ebXML architecture provides:

A way to define business processes and their associated messages and content.

A way to register and discover business process sequences with related message

exchanges.
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= A way to define company profiles.

= A way to define trading partner agreements.

= A uniform message transport layer.

5(E)

The ebXML framework is designed for electronic interoperability, allowing businesses to find
each other, agree to become trading partners and conduct business. All of these operations
can be performed automatically, minimising, and in most cases completely eliminating the
need for human intervention. This streamlines electronic business through a low cost, open,
standard mechanism.

Ino

der 10r enterprises 10 conduct electroniCc business with each other, they should:

Discover each other and the products and services they have to offer.

= Determine which shared business processes, and associated doc use
for obtaining products or services from each other.

= Determine the contact points and form of communication for atipn.

= Agree on the contractual terms on the above chose ted
information.

= They can then: exchange information and service 9 fashion in accordance
vith these agreements.

ebXML is designed to meet these ne i asic concepts: provid¢ an

infrgstructure that ensures data i iity; provide a semantics

framework that ensures commercial in ' ows

enterprises to find each other, agree to become\trad with

each other. The infrastructure to ensure dataxcommunication interoperability is prov

thro

Ligh:

\ 'business servic
of the transp@
\ semantic fra
model for defini

mechanism to\allow enterprises to find each other, agree to establish busi
elationships, conduct business, is provided through shared repository w
nterprises can register and discover each other's business services via partner pr
infafmation.

ided

iles,

end

neta

mon

the

ness
here
ofile

A process for defining and agreeing to a formal Collaboration Protocol Agreement (C
if so desired or where required.

A),

A shared repository for company profiles, business process models and related message

structures.

The ebXML implementation framework defines the ebXML Technical Architecture. The
technical architecture is composed of five main area of emphasis: Business Process and

Info

rmation Model, Collaboration Protocol Profiles Company Profiles, Messaging Servi

Registry and Repository, Collaborative Partner Agreements.

ces,
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4.2.2 Business process description

The Business Process models define how business processes are described. Business
Processes represent the "verbs" of electronic business and can be represented using
modelling tools. The specification for business process definition enables an organisation to
express its business processes so that they are understandable to other organisations. This
enables the integration of business processes within a company, or between companies.

Figure 1 shows the graphical presentation of the BPSS (Business Process Specification
Schema) process specification to provide a basic understanding of the technology. The main

elements—are multinarty collaborations—and binary collaborations—Both include (refere Ce)
Ll J J \

busiphess transactions, which govern the business document flow.

Prpcess Specification E]—(*E- -

0.=

IEC 150/05
Figure 1 — Process specification

Figure 2-shows the graphical presentation of the business transaction from the Business
Progess'Specification Schema (BPSS).

The business transaction consists of a requesting business activity and a responding
business activity each associated with a document envelope (which includes the business
documents and attachments).


https://iecnorm.com/api/?name=e9939054d29b3c1373d46633f2e6106a

BusinessTransaction EI—(—H-—:EI—

Figure 3 shows the graphical presentation of
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BPS
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= ST Th
; - 1, Documentation |

5(E)

her activity.

S, CPP/CPP are shared between
system configuration.

C 151/05

ness
ived
tion
ML.

binary collaboration is ‘ partners with one partner in the initiating
and the other parnther i i . It includes business transaction actiVities
(nested) collabaratio ivities: e activities reference business transacfions
ective coIIaio . orati ave a start state (Start) and a completion state
cess or Failure). | nere can be pseudo-states fork (Fork) and join (Join)
arallel transa on/state specifies that a given activity be followed by
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|
r- - = Documentation i

4(_1:_|_l_{ BusinessTransactionActivity

|—|‘_ CollaborationActivity

1.

BinaryCollaboration EI—(—--—:EI——L Success

IEC 152/05
Figure 4 shows the g ap i of the multiparty collaboration from the Busipess
Prog e multiparty collaboration is between more thaf two
part sists ¢ i i collaborations. It is defined by the business partper’s
role [ ~ in various binary collaborations.
Trar|sitions (Transi ) added to define the transition from one business transagtion
actiyity to the ath

S =
. 0.=
MyitiPartyCollaboration [3— —== = -+ Documentation | ;
| W ) :E- : : ''''''''''''''''''''''''''''''' i
: : 0..a
L-éaﬂusinessPartnerRDIe E]—(—::EFIF +, Performs
________________________________________ E '} : ! r_-_-_'_'_-_-_'_'_'\:?'_'
0= ' 0..m
L-4 Transition [
_________ 0o
IEC 153/05

Figure 4 — Multiparty collaboration


https://iecnorm.com/api/?name=e9939054d29b3c1373d46633f2e6106a

—14 - TR 62325-501 © IEC:2005(E)

4.2.3 Business documents

The Information models define reusable components that can be applied in a standard way
within a business context. These Core Components represent the "nouns and adjectives" of
electronic business. They are defined using identity items that are common across all
businesses. This enables users to define data that is meaningful to their business while also
maintaining interoperability with other business applications.

Figure—5—shows—the—grapfhicat—presemntatiomrof the—busimess—document—fromthe—Business
Progess Specification Schema (BPSS). Business documents are derived in-the UMM.dgsign
workflow from UML class diagrams of messages and incorporate info on entities| (re-
usalple core components). Business documents can be of any syntax (als ACT or K12)
but XML is the preferred syntax within ebXML.

| BuzineszsDocument E]—(—H-—

4.2.4 Business agreement

The|Collaborative Partner Profiles (CPP build
from the intersection of two CPP) een
applications and busines for
cond

Figure 6 shows the graphi i the collaboration protocol profile from| the
Coll a. For collaboration role, delivery chamnel,
tran A f e_the following Figures 7 to 10. Party Identification

(Par 3 PartyRef) references the business partners.
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;tns:Parh,rl

o

1.=

atns:Partl_.rRef

—L‘ tne:CollaborationRole

1.®

I—=

tns:Certificate
—Ltns:Part!.rInfo [ﬁ]—(—-ﬂ—:EI—_L'
1..m

=

—| tn s,rﬁe?we\r[.rc hannel

(|v

iwmﬁw )

—‘ﬁitns D&Ex{%ange

ClollaborationProtocolProfile [Tl]—[—"-—:EI—

Prot
refe

o

IEC 155/p5

It defines the collaboration role (Role) and includgs a

—Ll tns:Process Specification

o | I e il
| U TIOR T O E T TTRTS L'_I_L\

- - tns:CertificateRef !

tne:Service

IEC 156/05

Figure 7 — Collaboration rule

Figure 8 shows the graphical presentation of the delivery channel from the Collaboration

Protocol Profile Schema (CPP).
repudiation and security.

It defines its characteristics with regard to reliability, non-
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DeliveryChannel [%]—(—--—)EI—L_ tns:Characteristics

IEC 157/05
Figure 8 — Delivery channel
Figure 9 shows the graphical presentation of the transport from the Collaboration Protocol

Profile (CPP) Schema. It defines the sending and receiving protocol (mostly the same) and its
endpoints. Transport security is an option.

= h
'IHE:bEHUIHQFrDID-EDI |

1.=

tng:ReceivingProtocol |

,tns:Endpoin

Transport E]—(—H-— =

Prot
and

binding (see Figure 11), the reliability

ssaging.

= t defines reliable messaging (retry, retry interval, duratign of
non-repudiation (signature, etc.), and the digital envelope (encryption,
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tn=:Retries

CI]

-

r -1, tns:ReliableMessaging £ - —=— [ tns:Retryinterval |

U

= PersistDuration

ftns:Proto{:oI

—Etns:HashFunc’tion |

—Etns:ﬁignatu reAlgorithm |<
VAN O

#bXMLBinding [{]—(—--—:E-

I [
e |
1

ftns:hlam espace Supporied

IEC 160/09

4.2.5
4.2.51

ThelebXML message

the Attachment c{ﬁ'

Figure 12 shows the

header, and body wrapped into the SOAP with
any message containing a Signature elemgnt.

- tns:Header

Ty
EMID;}E —en [ : tns:Body
-
| L |

|
1

L any ##other !

| 0..=

IEC 161/05

Figure 12 — SOAP envelope header and body

An ebMS message package consists of one or more MIME parts. The first MIME part contains
the SOAP envelope. The SOAP envelope header contains, besides the MessageHeader
element (see below) and other elements, the elements Signature and Acknowledgement. The
element Signature conforms to the XML DSIG specification and includes, besides the
methods and algorithms and the reference to the payload, the signature value (that is the
signed message digest for authentication) and the message digest value. The public key can
be optionally exchanged if not done by other means. It is configured by the CPA for all BPSS
profiles which require persistent digital signatures.
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The element Acknowledgement should be used in all BPSS profiles for the acknowledgement
of messages on messaging level and to allow retry.

The SOAP envelope body contains, besides other elements, the element deliveryReceipt,
which is used in the relevant BPSS profile (see IEC 62325-502) for persistent non-repudiation
with signed receipt on application level. The Manifest element makes reference to the
message payload and identifies some resource that describes the payload object or its
purpose.

4.2.5.2 Message header and payload

WitHin the SOAP envelope, the SOAP Header element contains the MessageHeader elentent.
The|actual payload (XML documents or others, e.g. EDIFACT or X12 documents) is eontained
in the second (and maybe also in the following, parts.
Figure 13 shows the message header.

—], From EI—(—-H—:EI—EPartI_.rId
N Ten

=Messageld
| MessageHeader L g

9

Timestamp

1
1
r-
1
1
1
L

: --E,TlmeTolee .

IEC 162/05

c:
Figtre-13—Messageheadet

The specific use of some elements in energy markets should be as follows (see also the
BPSS profile, and the CPA profile in IEC 62325-502):

The required From/PartylD and To/PartylD elements contain the market participant identifier
(e.g. market specific or EAN, DUNS) according to the Market Identification Schema (see
IEC 62325-101, Subclause 6.4). The type attribute indicates the domain of the PartylD to
differentiate, e.g. between more than one market identification schemas in use or to reference
other registries. If no type is specified, the PartylD element should be an URI. It is
recommended to specify the type (e.g. type value "DUNS", "EIC", or "EAN" according to the
Market Identification Schema).
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The required CPAId element references the CPA used in order to determine the reliability
parameters for the message exchange. These parameters of the optional (but in this case,
required) QualityOfServicelnfo element are configured with the CPA profile (see IEC 62325-
502). The deliverySemantics attribute of the CPA is identical with the QualityOfServicelnfo
element. The idempotency attribute of the CPA determines if the MSH checks for duplicated
messages and processes it. The messageOrderSemantics attribute of the CPA is identical
with the QualityOf Servicelnfo element’s attribute of same name. The retry attribute of the
CPA determines the maximum number of retries of an unacknowledged message. The
Retrylnterval element contains a time value for the duration that a sender should wait
between retries. The PersistDuration element of the CPA determines the duration a message
is kept persistently in store by the receiving MSH. The deliveryReceiptRequested attribute of
the QUAIYOT Servicelnfo element IS determined by the proiile of the BPSS (5ee BPSS profile
in IHC 62325-502) referenced by the CPA.

The(required Service element defines the service that acts on the me
a prpject or market. The service is further specified by the type attribute

The| acknowledgement service should be used for reliable (message
profiles.

The| optional SequenceNumber element defines th 9 - of messages |and
shodld be present, because in all CPA profiles, the/mes ag S antics attribute of the
Qua|ityOfServicelnfo element is set to the value “ )

The| optional Description element ca ave ild elements, which can be
optipnally used to describe the use o e. mple, for a human readable
desgription of the message content, the

The|mapping of the UMM b 3 ing i Bl to
ebXML is straightforward. : o

UMN workflow Elements Links
Business modelki MultiPartyCollaboration BusinessPartnerRole
Transition
Reqpi \ BinaryCollaboration BusinessTransactionAgtivity
n& x Fork, Join
Analysis BusinessTransaction
Design CPP/CPA CollaborationRole Role

The business process modelling goes over three workflows defining multiparty collaborations,
binary collaborations and business transactions. Its result is mapped to the Business Process
Specification (BPSS instance) based on the BPSS. The result of the design (business service
view) workflow is mapped to the Collaboration Protocol Profile (CPP). In the implementation
workflow, the negotiated CPP, called Collaboration Protocol Agreement (CPA) is used for
both documentation and configuration of the Business Service Interface (BSI).
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4.2.7 Registry and repository

The Registry and Repository (RR) provides a number of key functions. For the user
(application), it stores company profiles and trading partner specifications. These give access
to specific business processes and information models to allow updates and additions over
time. For the application developer, it will store not only the final business process definitions,
but also a library of core components. It allows to describe and search business partners, and
to update and retrieval the ebXML key artefacts BPSS, CPP, CPA besides UML models and
other textual descriptions.

4.2.8  Messaging-services

The|ebXML Messaging Service specification defines the set of services . that
enatrles electronic business applications to exchange data. The spegificati any
application-level protocol to be used. These can include common » TP,
HTT|P, and FTP, but at the moment, only HTTP and SMTP are included

Well-established cryptographic techniques can be used to im LS ity. XKML
Encryption is the preferred default encryption to guarante ist ) ther
secyre protocols such as TLS or IPsec are optional. In a't|o Rers ures

can |be applied with XML Digital Signature to indi lated

mespages to guarantee authenticity.
For profiles, see IEC 62325-502.

4.2.9 Transport of messages

Theltransport is over TCP/IP.

4.2.10 Configuration of agree 3 vices

The| business service ides the means to communicate with busipess

partners and is @

Figure 14 shows ‘the\eb configuration, abstraction, binding and mapping. The ebXML
Me;}aging i & service logically positioned between one or more busipess
applications a_communication service (transport protocols). This requires the definitign of
an gbstre 1 ice interface of the BSI (Business Service Interface) between the

busipess applications and’the Message Service Handler (MSH) to hide the ebMS techndlogy
from the application. epXML does not yet define this abstract business service interface, but it
may|be included infuture versions of the ebMS with the following functions:

bXML Message (values for the parameters are derived from| the

* Receive () — indicates willingness to receive an ebXML message.
« Notify () — provides notification of expected and unexpected events.

e Inquire () — provides a method of querying the status of the particular ebXML message
interchange.

The ebXML architecture uses the ebMS, but is not restricted to it. The abstract service
interface (to be specified) and the descriptive nature of ebXML (with BPSS, CPA) will allow
alternative reliable and secure messaging services in future, which may come for example
from W3C.
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Bindings and mappings to two communication protocols (HTTP and SMTP over TCP/IP) are
defined. However, the MSH is specified independent of any communication protocols. While
HTTP is the preferred solution, no preference is being provided to this protocol. Other
protocols may be used in future versions of the ebMS.

The ebMS relies on external configuration information. The CPA referencing the BPSS
provides this information. But this is not a requirement. If the CPA and BPSS are not used,
the ebMS should be configured manually.

Application
l [ [ l Business Service Interface
222 g ebXML
3 . g Message Service Handler
g = (MSH)
Binding and Mapping
Protocols (HTTP, SMTP, |..
TCP/IP
IEC 163/05
The|relative independenc 1€ i cifications such as ebMS, BPSS, CFPP/A
and |[the fact that the me of/any format (but XML is preferred) ensures
thein interoperability w ati ture_implementations, flexibility in choosing softyare
components to i y ML s S d protection of investment in ebXML solutionis.

5 LComparisop

The|ebXML € ine ogy goes far beyond EDIFACT and X12: EDIFACT and|X12
are message-gentricta Yot define transactions. Trading partner agreements (TPA)|and
implem e necessary to implement systems. With ebXML, these agreements
and [guides become machine-readable XML configuration files for the deployment of systems.

EDIFACT«and X12 use fixed messages that do not fit all business cases that require ceftain
variations jin the messages. With ebXML, flexible messages can be generated and extended
by Husiness Information Entities (BIE’s) based on re-usable core components. However,|it is
not the message that Is the Tirst priority ol standardization, but rather the information entities
based on core components (vocabulary) from which the messages are built. Core components
are context-driven (industry, geopolitical, business process, product, official constraints) to
give them a specific meaning in various business processes.

In the future, business processes could be based on core business processes in the same
way that messages are based on core components.

Web Services from W3C and OASIS may be an alternative to ebXML in the future, if the
current simple OO (object oriented) RPC services possible with UDDI registry, WSDL service
definition, and SOAP messaging and encoding are enhanced (e.g. reliable and secure
messaging with literal/document encoding using XM schemas, choreography of services).
This will be covered by the future IEC 62325-6XX.
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6 ebXML configuration

6.1 General

Before any electronic business document interchange using ebXML, a BPSS (Business
Process Specification Schema) as a UML class diagram, the XML version derived from it and
a BPSS which is the XML version of a BPSS instance have to be produced. For each
complete process a CPP is then created, which is again a XML document. In the end, when
two market participants agree to engage in e-business interactions, they create a CPA. The
CPA specifies how the market participants are going to work together on a business
collaboration level and how the messages will be transported (selected features of reliable
and [secure messaging) using the ebXML messaging service.

6.2 | Business Process Specification

The| ebXML Business Process Specification is a XML documént\ (BPSSi that
conforms to the BPSS Schema and that is used to configure the Busi - i face
(BSI).

Sinde the ebXML Business Process Specification Schema. (i L) is a semantic
subget of the UMM meta model, the user may extract i i ! from
the YJMM model the required set of elements and D an
ebXML Business Process Specification confo Cess
Spetification Schema. This can be a Business then
tran i d in
XML Cess
Spe

If the XML Business Progcess Specificati i lass
diagram, all the classes, hess
Progess Specification [(see\Table 2). Fg be
followed. The primary 3 ezproduction rules is to govern the one-time generation
of the BPSS ins’u@ iag i

The : ses,
aggt this,
see

Ann
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Table 2 — Mapping between UML classes and XML elements

6.3

The
one
The
regi
sery

XML element UML class
Attachment Attachment
InitiatingRole AuthorizedRole
RespondingRole AuthorizedRole
Binary Collaboration Binary Collaboration
BusinessPartner Role BusinessPartner Role
Business Transac tion-Activity Business Transac tion-Activity
Business Transaction Business Transaction
Responding BusinessActivity Responding BusinessActivity A
Requesting BusinessActivity Requesting BusinessActivit)V\\
Collaboration Activity Collaboration Activity \
DocumentEnvelope DocumentEnvelope < \
Documentation None (Should bg/eﬁdgﬁx)\ \\

N

ebXML Process Specification (From Pac N@ML
Processmn

Failure Failure ( (7 < \/

Include (/F&m}&a\'f@g{e r{o\ble: Include)

MultiParty Collaboration \ Mjltipéqy Co\t@bc}a/ticﬁ/

Package A \CIQ&{PaNs\ageM Package)

Performs ( a Per\fh{r}s\ B

Schema /\ /\\ S}vemﬁ

Fork A N \ Fork V

Start I K

Sg{c}s)s > 2 %uccess

Join /\ A > Join

Trey(s\i\t\m \ Transition

for the Transmission System Operator (TSO)) are done by each one of the actor’s
e CRPyare published in the registry. It is assumed that another party maintains
5try.\The TSO's CPP describes the business capabilities of the TSO, the role it plays
ces/it offers and the technical details on how those services can be accessed. The

and
role.
this
the
BRP

then browses the registry (in the right table) and retrieves the 1S0's CPP and decides to
engage in an e-business partnership with this TSO.

The BRP then unilaterally creates a CPA using its own and the one of the TSO. The BRP
proposes this CPA to the TSO. When the TSO accepts this CPA, the e-business relationship
is established. Once the TSO accepts the CPA, the parties may begin to conduct B2B
transactions as configured in the MSH (Message Service Handler).
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6.4 Mapping to the UN/CEFACT Modelling Mythology UMM

UMM has strongly influenced the design of the ebXML Business Process Specification
Schema (BPSS) and therefore the mapping from UMM to BPSS is straightforward. For
modelling purposes, the four main workflows of UMM are used, which are: (1) Business
Modelling, (2) Requirements, (3) Analysis and (4) Design. Each workflow can go through the
four phases: Interception, Elaboration, Construction, and Transition. The third dimension is
Iteration, which is not defined by UMM.

An aIternatlve of UMM is the ebXML worksheets that are based on templates to capture the
modg = orec 2 o_interest if
spegialised e- busmess edltors W|th GUIs are avallable
with[stereotyped business patterns.

6.5 | Use of registries

The| ebXML Registry/Repository (RR) should be used to 5 to
facilltate the establishment of ebXML data exchange. It |s pver
market participants, and to store and retrieve relevant e- z ts for“configuration
and |description. It is recommended that the RR be operat WI W a or market rejgion
by only one organisation in consensus with the marke g hi operator can be
totally independent from the parties exchanging eb cu : It is further recommended
that| its content and structure be within an arket “harmonised over all market
segments (in the UMM sense busines the>co-operation of all market

part

Bes y Qds he Market Identification Schema |(the
ID’s

The i i ~ a ified if the RR stores besides CPP’s {pre-
negotiated” default CPA i

For , same ' ‘ iabjlity and security profiles apply as for B2B.

6.6

EbX i Sed h attachments capable of routing messages through so called
SOA i over
am ) s to
do s R ssing on the messages taking some burden from the original send¢r or

receji e, SOAP intermediates may verify, encrypt/decrypt and sign/authenticate
mespages. One possibility would be that messages are signed on application level to gllow
non{repudiation, but‘'message encryption and system authentication takes place in the PMZ
(demilitarised zone) using an intermediate. An intermediate could also act as a third party
provider’and do all the message processing and then forward the message to the final pparty.
There are many possibilities and no general recommendation about the use of intermediates
ca be given.

The referenced version of the ebXML messaging service does not define the use of
intermediates possible with SOAP. Its use is therefore proprietary and project specific.
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7 Profile of the architecture

Within the ebXML specification framework, two business partners agree on how to perform
e-business using machine-readable Trading Partner Agreements based on XML syntax and
named Collaboration Profile Agreements (CPA). In the general case of global e-business, the
CPA is negotiated as the intersection of the Collaboration Protocol Profiles (CPP) of these
two partners, who may have discovered each other using the registry partner-discovering
feature. Energy markets normally exist in a specific geographical area or geopolitical region

with known business partners, agreed market rules and communication infrastructure.

In this

environment, a simplification may be possible where alternatively pre-negotiated CPA’s of

each business process are stored pre-defined in the registry/repository and can be

dowhloaded for use.

WitHin each market, a profile or a limited set of profiles of the ebX
used to harmonise and simplify e-business. Since the ebXML spe
not gdefine any market specific profiles, the profile for energy mar
502.

It is| recommended that ebXML systems, which use dig
diffegrent certificate is used for test purposes to differe
simple tests, the ebMS ping service can be used.

al siglature
I

8 Migration scenarios

8.1 General

d be
loes
325-

with certificatels, a
e between production and test| For

Figure 15 conceptually sho i ACT (X12) to ebXML and the {data

networks that can be us
Added Networks) to

ce can be made to use VAN’s (Value-
messaging, Extranets (own network for

market participants unde \ market participants) or the insecure public

Intefnet. Because
therg is normall @ e

not ¢xclude leased’lir

vice provides reliable and secure messaiing,
et and the Internet can be used as is. That

oes

It is| important to\ no ACT (X12) is not restricted to VAN’s and can, begides
Extranets als6 use ernet (see in Figure 15, (1)) if reliable and secure messajging
is uged. The same istrue ML-messages (see in Figure 15, (2)), if ebXML is not used] For
an gnvirdn nned migration to ebXML, the IETF Internet Draft (draft-ietf-ediint-

as2qxx (“A
exchange strug ured
other formats)used_fo

ed, which is still a work in progress (no RFC). AS2 describes hgw to
business data securely using HTTP transport for EDIFACT, X12, XML or
business-to-business data interchange. The data is packaged using

standard-MIME content-types. Authentication and privacy are obtained by using (preferably)
S/MIME“er OpenPGP security body parts. Authenticated acknowledgements make usge of

multjpart/signed replies to the HTTP POST requests.

The various possible scenarios are described in Figure 15.
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reliable and secure

messaging
I EDIFACT | [ Viue-asdud Networ

payioad conversion @ e.g. FTP (file transfer)
(3) m é(sl\é"a_ges Wide -area Extranet

S TRRETIRAN
v architecture // un-secure Iryt/eﬁl’et\ ‘

ebXML reliable and secure reliable and secure
messaging service
based on SOAP

Figure 15 — Migration from EDIFACT to eb

The(scenario (5) with conversion of EDIFACT m ) tead
(seel Figure 16) EDIFACT messages XML
mespaging service (3).

8.2 Recommended scenarios

It is|not recommended to dse all i i the
recommended scenarios show i . XML
mespages based on car

<<

\9 \g/"' Wide-area Extranet ‘

messages

x \payload @
ebXML
L . un-secure Internet
architecture (3, 4)

ebXML reliable and secure
messaging service based on SOAP with MIME extension

‘ Value-added Networks ‘

IEC 165/05

Figure 16 — Migration from EDIFACT to ebXML

8.3 ebXML and EDIFACT (X12) in parallel

In this scenario, an EDIFACT (X12) infrastructure exists, but additionally ebXML
communication should be possible with some market participants. The obvious solution is to
create, within a system, a new ebXML communication interface in parallel to the EDIFACT
(X12) communication interface (see in Figure 15, (1) and (4)). This solution requires that the
application maps to both communication interfaces.
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8.4 ebXML with EDIFACT (X12) payload

In this scenario, an EDIFACT (X12) infrastructure exists, but ebXML communication should
additionally be possible with market participants also using the reliable and secure ebXML
messaging service for EDIFACT (X12) messages (documents). The ebXML messaging
services based on SOAP with extensions and attachments, uses within the MIME envelope
multiple MIME parts for the SOAP envelope (with header and body), and the payload
container(s). The EDIFACT (X12) messages are carried as payload in these containers (see
in Figure 15, (3) and(4)).

IETF RFC 1767, MIME Encapsulation of EDI Objects, provides a description of the applicable
content types for EDI. The encoding scheme Base64 ensures the encoding of non-printable
EDI |delimiters.

8.5 | EDIFACT (X12)/XML conversion

Conyersion based on the XEDI or XML/EDI or other approaches,to XML\is ded.
New XML messages should be designed from the begining based>o ‘ odel
and [standardized core components. A design methodology and rules are ne hive
a harmonised approach over all market segments. For s in
proJress at UN/CEFACT.

&
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Annex A
(informative)

Scheduling example

A.1  General

The|following example for scheduling with ebXML is based on the technology-indepen
modelling for the ETSO Scheduling System ESS (www.edi.etso-net.org/
CPH, CPA and BD instance examples. The example is not part of the ESS

A.2| Scheduling model
Thelexample follows the UML model of scheduling given in

In the following example, a BPSS XML file is created for the
Progess. This BPSS can be stored in the Registry/Reposi

In this process (see Figure A.1),
gengration schedule in his balance
Trarnsmission System Operator then ha
the Balance Responsible Party and to

The|three phases of the/schedule~g i ission process are implemented. S

points have been modified or are i

1) Phase one: the q i S duleyMessage correct" is answered in an automated
o that all the i

2) Phase two: the'q ies’in balance" is answered by the user by "yes" or
If the answer is odelVends and the user has to begin again. If the an

iis "yes", then<pha

3) Phase thre schedule file (which is arbitrary) has been made and
rans e example is then compared to this reference file.
onfifma ort is sent in an automated way with or without differences. The acce

nd_shows "BH

no".

dent
PSS,

igsion

icity
The
ato

ome

vay,

bwer

the
The
pted
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Figure A.1 — Schedule planning transmission process
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The ETSO process for scheduling (ETSO (European Transmission System Operator)
Scheduling System, ESS version 1.0.) is used for the following example which implements
only phases 7 through 11 and 24 which includes the document flow between the Balance
Responsible and the Transmission System Operator (phases 7 to 11) and the transmission of
the accepted schedule to the Imbalance Settlement Responsible (phase 24).

Balan Eyska Inbd Eysta. Trare:
Balance Svstem cperator Imbalance Syelem operator Tramsmission
responsib. .. (bozali s=ttlems... lextemal) capaci..

| 1:Yearly monthly and weskly allszations] |
L

2: Yearly monthly and wesky allcations] )

I3t Flannef from yearly manthly and weskly 4: Unallocated yearly monthly and weekly dapacity( ) /\

5: Cross border gllocations( ™\

Jhe capacity allocatio
Rays to be gent to all
&: Crosg border allezations] | in ted plrtics

=

: Rlanned schedule| )

Trarsmit Ly
8: Acospt scheduls pehedyles
8: Rejeat schedula( ) If schedules ars reject=b:
10: Redbork scheduls ) by the system aperator

they have o be
retrarsmit by e sen

11: Anormalies report( )

Agoaptance
12: Bxport/import schedulef ) batwesn
> 12 Ameg(scl‘eau{e[ i balance areas
“\4: Rsject Sehecilet)

\ \/ 5: Reework schedule] )
16 Exportimpart stHedilel =

17: Accept schedulal §

QX - Rewmgk schedule| )
20: Anomelies | ] 21: Ancmalies repart | The system operator indicates
finalised results through a
22: Confimation ] 23: Cnfirmation report] -:mf:i‘r;naljon I;ﬁpﬂfll'l L?;?;h
sender once the finali
ITr schedule valuss are sent to the

Confirmed qchedules for sett ft 24: accepted schedules! ) setllement responsible.
phass. Thig| phass is not catered ]
in this guidd

18: Reject schedulef §

IEC 167/05
Figure A.2 — Sequence diagram for the document flow without business signals

Figure A.2 shows the sequence diagram for the document flow of the example.

This example uses only one BPSS instance. It is assumed that the Transmission System
Operator has created its BPSS instance and has put this XML documents in the registry. It is
further assumed that the Balance Responsible Party retrieved the BPSS instance from the
registry and agreed on what was specified in it. Each partner has a CPP and agrees on a
common CPA in order to conduct e-business. All the XML configuration files are given in
Annex B. The two partners can then conduct e-business. The MSH, which is used for this

example, performs reliable messaging using SSL (one of the optional security services among
others).
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A.3 Registry

Figure A.3 shows a typical ebXML scenario for schedule planning process.

In this scenario, the NiSS ~
Responsible (I 8 ML implementation and are able to con
ebXML transactions’

1)

2)
3)

4)
5)

6)

1 : Request Business Details A
) q /’ Balance responsible
Party

ebXML
Reqistry

| 3 : Register Details and Profile |
— 2 : Build Local System

Implementation

5 : Agree on Business Arrangements
6 : Ready to start ebXML transactions

4 : Query about Balance
responsible Party Profile
and Details

System
Operator

ebXML
Implementation

IEC 168/05

vorks wit i 3 gcides to implement his own ebXML system. The
onsults can ~eb ) to examine specifications and example use-case def
[herefare) he kn SO’s ebXML profile, TSO’s BPSS and TSO’s CPP.

he ements an ebXML compliant application.

The BRP st to an ebXML registry, his business profile information, which desci

fis new ebX related functionality.
The SO queries BRP ebXML profile and details (BPSS, CPP).

duct

TSO
BRP
ails.

ibes

Thes/TSO then sends a request to the BRP requesting that they engage in a busi

ness

scenario using ebXML and submits a proposed business arrangement which outlines the

proposed business process, business documents, messaging arrangements, sec

urity

requirements, etc. Upon negotiation of this proposal, a collaboration agreement is made
between TSO and BRP which forms part of the trading partner agreement. It leads to the

creation of the CPA by examining the BPSS and CPP stored in the registry.

TSO and BRP are now ready to engage in exchange of schedules using an ebXML

conformant messaging. The CPA will enable the automation of ebXML data exchange.
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e example client with which the ebXML documents are received and

sent. In this example, it is assumed that the client is used by the Balance Responsible Party
to send a generation schedule for the day ahead.
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Figure A.5 - Visualization of a message
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Figure A.5 shows the visualisation of a message, if we click on the name of the message, we
can see it. If there are one or more attachments within a message envelope, it is also
possible to visualise them.

“} EbXML :: Message Composition - Microsoft Internet Explorer o ] |

TO: party ID Iurn:www.rte.com

Service I uri:www.rte,comnservices/sellerService

Comveration Id

SegquenceNumber

IU M Reset [T Continu

Reference To I
Message ld

Options I =

Generate automatic Attachmetns 1D ||7 Message Order Guaranted

Send Message Cancel Message

ttachments

Attachment

[ |Filename [size | [content-Type

’F|test.xm| |D.292 K0|D-test.xml/\lt\e>m><ml A

’F|index.html|0.?23 K0|1-inde><. ml|te ht

L 171/05

Figj;e A.6 shows the een

the market partic@ts.

A.5| Configur

<I-- ¢dited with Mv3.5 NT (http://www.xmlspy.com) by Kurt Kanaskie (Lucent Technologie$) --
>

<!-- i = e e
<l-- Bditér: Kurt Kanaskie (Lucent Technologies) -->

<!I-- Version: Version 1.01 >

<l-- Updated: 2001-05-24 >

<l-- ->

<l-- Public Identifier: -->

<l-- "-/lebXML//DTD Process Specification ver 1.0/EN" -->

<|-- >

<!-- Purpose: -->

<l--  The ebXML Specification DTD provides a standard -->

<l--  framework by which business systems may be -->

<l--  configured to support execution of business -->

<l-- transactions. Itis based upon prior UN/CEFACT -->

<l--  work, specifically the meta model behind the -->

<l--  UN/CEFACT Unified Modeling Methodology (UMM) defined -->

<l in the NO90R10 specification. -->

<l-- ->
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<l--  The Specification Schema supports the specification -->
<l--  of Business Transactions and the choreography of -->
<l--  Business Transactions into Business Collaborations. -->
<l-- -—->
<!-- Notes: -->
<l-- time periods are represented using ISO 8601 format -->
<l-- (e.g. P2D for 2 Days, P2H30M for 2 Hours 30 Minutes -->
<l-- -—->
<l--  Naming and reference is based on convention that an -->
<l--  Element with a name attribute (e.g. AuthorizedRole) -->
<l-- is referenced by an attribute in another element with -->
<l-- [ the name in TowerCamelCase (e.g. authorizedRole). -->
<l-- -—-> Q<0
<l-- | fromBusinessState and toBusinessState refer to the --> (19
<l-- | the names of a BusinessTransactionActivity, -->
<l-- | CollaborationActivity, Fork, and Join, all are targets for -->
<l-- | from/to in Transition. This deviates from the normal -->
<!l-- | convention of lowerCamelCase attribute name -->
<l-- | BusinessState is used as a generic term for: -->
<l-| Fork, Join, Success, Failure -->
<l-- >
<l-- Constraints: -->
<l-- | — attributes location, logicalModel, pattern, specifi
<l-- uri, are of type xsd:anyURI
<l-- | — attributes timeTo* are of type xsd«d
<l--
<!_- e e o o o o o o o o e o e e e e e e e e e e e e e e e e e e ey e s e iy e
<IEUEMENT ProcessSpecification (Docu
ProdessSpecification | Package | BinaryCq
Mult{PartyCollaboration)*)>
<IAT|TLIST ProcessSpecifica

name ID #REQUIRED

uuid CDATA #REQU

version CDAT
>
<!ELE&NT BusinessDocument (ConditionExpression?, Documentation*)>

<IATTLIST BusinessDocument
name CDATA #REQUIRED
namelD ID #IMPLIED
specificationLocation CDATA #IMPLIED

specificationElement CDATA #IMPLIED
>

<IELEMENT ConditionExpression (Documentation*)>
<IATTLIST ConditionExpression
expressionLanguage CDATA #IMPLIED
expression CDATA #IMPLIED
>
<IELEMENT SubstitutionSet (DocumentSubstitution | AttributeSubstitution | Documentation)*>
<IATTLIST SubstitutionSet
name CDATA #IMPLIED
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nameld IDREF #IMPLIED
applyToScope CDATA #IMPLIED

>

<IELEMENT DocumentSubstitution (Documentation*)>

<IATTLIST DocumentSubstitution
originalBusinessDocument CDATA #IMPLIED
originalBusinessDocumentID IDREF #IMPLIED
substituteBusinessDocument CDATA #IMPLIED
substituteBusinessDocumentld IDREF #IMPLIED

>

<IELEMENT AttributeSubstitution (Documentation*)>

<IATTLIST AttributeSubstitution
ttributeName CDATA #IMPLIED
hlue CDATA #IMPLIED

< Q

>
<IELUEMENT Package (Documentation®*, (Package | BinaryCollaboration | Busin
MultjPartyCollaboration)*)>
<IAT|TLIST Package

neame CDATA #REQUIRED
namelD ID #IMPLIED

>
<IEHEMENT BinaryCollaboration (Documentation*, InitiatirgRole,
Star{ | Transition | Success | Failure | BusinessTransactionActivj
JoinJ*)>

<IAT|TLIST BinaryCollaboration
name CDATA #REQUIRED
amelD ID #IMPLIED

attern CDATA #IMPLIED
eginsWhen CDATA #IMPLIED

gRole, (Documentati

onActivity | Fork |

ST Q0 OT 3
S
o
7
=
=
[}
S
0
O
>
_|
>
*
<
0

imeToPerform CDATA #lv

—

>

<IEEMENT Multi
<IAT[TLIST MultiParty€

<IEHEMENT"RespondingRole (Documentation*)>
<IAT[TLUST'RespondingRole
ngme CDATA #REQUIRED

namelD ID #IMPLIED
>
<l-- A BusinessState is one of Start, Success, Failure, Fork, Join, BusinessTransactionActivity or
CollaborationActivity -->
<!I-- fromBusinessState and toBusinessState are fully qualified using XPath -->
<IELEMENT Transition (ConditionExpression?, Documentation*)>
<IATTLIST Transition

onlnitiation (true | false) "false"

fromBusinessState CDATA #IMPLIED

fromBusinessStatelDRef IDREF #IMPLIED

toBusinessState CDATA #IMPLIED

toBusinessStatelDRef IDREF #IMPLIED

conditionGuard (Success | BusinessFailure | TechnicalFailure | AnyFailure) #MPLIED
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<l-- Start is a special type of Transition in that it only has a destination -->
<IELEMENT Start (Documentation*)>
<IATTLIST Start
toBusinessState CDATA #REQUIRED
toBusinessStatelDRef IDREF #IMPLIED
>
<l-- Success is a special type of Transition in that it only has a origination -->
<IELEMENT Success (ConditionExpression?, Documentation*)>
<IATTLIST Success
fromBusinessState CDATA #REQUIRED
fromBusinessStatelDRef IDREF #IMPLIED
cpnditionGuard (Success | Businesskallure | TechnicalFailure | AnyFailure) #IMPLIED

>
<!I-- Failure is a special type of Transition in that it only has a origination -->
<IEHEMENT Failure (ConditionExpression?, Documentation®)>
<IAT|TLIST Failure
flomBusinessState CDATA #REQUIRED
flomBusinessStatelDRef IDREF #IMPLIED

romAuthorize
usinessTran

t AuthorizedRoIeIRef IDREF #IMPLIED
igConeurrent (true | false) "true"
igLegallyBinding (true | false) "true"
timeToPerform CDATA #IMPLIED

>

<l-- fromAuthorizedRole and toAuthorizedRole are fully qualified using XPath -->
<!l-- CollaborationActivity is a BusinessState that can be transitioned to -->
<IELEMENT CollaborationActivity (Documentation*)>
<IATTLIST CollaborationActivity

name CDATA #REQUIRED

namelD ID #IMPLIED

fromAuthorizedRole CDATA #REQUIRED

fromAuthorizedRolelDRef IDREF #IMPLIED

toAuthorizedRole CDATA #REQUIRED

toAuthorizedRolelDRef IDREF #IMPLIED

binaryCollaboration CDATA #REQUIRED

binaryCollaborationIDRef IDREF #IMPLIED
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